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CENTRAL SECURITY SERVICE 

FORT GEORGE G. MEADE, MARYLAND 20755-6000 

JOHN GREENEWALD 
 

 

Dear Mr. Greenewald: 

FOIA Case: 84466A 
20 May 2016 

This is our final response to your Freedom of Information Act (FOIA) 
request of 17 May 2016 for Intellipedia entries on "SIDToday and/or SID 
Today." As stated in our initial response to you, dated 17 May 2016, your 
request was assigned Case Number 84466. A copy of your request is enclosed. 
For purposes of this request and based on the information you provided in 
your letter, you are considered an "all other" requester. As such, you are 
allowed 2 hours of search and the duplication of 100 pages at no cost. There 
are no assessable fees for this request. Your request has been processed under 
the FOIA. 

For your information, NSA provides a service of common concern for the 
Intelligence Community (IC) by serving as the executive agent for Intelink. As 
such, NSA provides technical services that enable users to access and share 
information with peers and stakeholders across the IC and DoD. Intellipedia 
pages are living documents that may be originated by any user organization, 
and any user organization may contribute to or edit pages after their 
origination. Intellipedia pages should not be considered the final, coordinated 
position of the IC on any particular subject. The views and opinions of authors 
do not necessarily state or reflect those of the U.S. Government. 

We conducted a search of all three levels of Intellipedia for the requested 
topic, and located one document that is responsive to your request. This 
document is enclosed. Certain information, however, has been deleted from 
the enclosure. 

This Agency is authorized by statute to protect certain information 
concerning its activities (in this case, internal URLs), as well as the names of its 
employees. Such information is exempt from disclosure pursuant to the third 
exemption of the FOIA, which provides for the withholding of information 



FOIA Case: 84466A 

specifically protected from disclosure by statute. The specific statute 
applicable in this case is Section 6, Public Law 86-36 (50 U.S. Code 3605). We 
have determined that such information exists in this record, and we have 
excised it accordingly. 

Since these deletions may be construed as a partial denial of your 
request, you are hereby advised of this Agency's appeal procedures. You may 
appeal this decision. If you decide to appeal, you should do so in the manner 
outlined below. 

• The appeal must be in writing and addressed to: 

NSA/CSS FOIA/PA Appeal Authority (DJ4), 
National Security Agency 
9800 Savage Road STE 6248 
Fort George G. Meade, MD 20755-6248 

• It must be postmarked no later than 60 calendar days of the date of this 
letter. 

• Please include the case number provided above. 
• Please describe with sufficient detail why you believe the denial of 

requested information was unwarranted. 
• NSA will endeavor to respond within 20 working days of receiving your 

appeal, absent any unusual circumstances. 

Ends: 
ajs 

Sincerely, 

JOHN R. CHAPMAN 
Chief, FOIA/PA Office 

NSA Initial Denial Authority 



Archer, Lynn M 

From: 
Sent: 
To: 
Subject 

Title : Mr. 

Full Name: John Greenewald 

email: john@greenewald.com 

Company: The Black Vault 

donotreply@nsa.gov 
Tuesday, May 17, 2016 4:30AM 
donotreply@ nsa.gov 
FOIA Request (Web form submission) 

Postal Address:  

Postal City:  

Postal State-prov:  

Zip Code:  

Country: United States of America 

Home Phone:  

Work Phone:  

Records Requested: To whom it may concern, 

This is a non-commercial request made under the provisions of the Freedom of Information Act 5 U.S.C. S 552. My FOIA 
requester status as a "represent~tive of the news media" however due to your agency's denial of this status, I hereby 
submit this request as an "All other" requester. 

1 prefer electronic delivery of the requested material either via email to john@greenewald.com or via CD-ROM or DVD 
via postal mail. Please contact me should this FOIA request should incur a charge. 

I respectfully request a copy of the lntellipedia entry (from all three Wikis that make up the lntellipedia) for the following 
entry(s) (Or whatever similar topic may pertain if it is slightly worded differently): 

SIDToday 

and/or 

SID Today 

Thank you so much for your time, and I am very much looking forward to your response. 

Sincerely, 

1 



John Greenewald, Jr. 
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(b) (3) -P. L. 86-36 

(U//FOUO) SIDToday 

UNCLASSIFIED 

From Intellipedia 

You have new messages (last change). 

(U//FOU01 SIDtoday is a communications newsletter sponsored by NSA's Signals Intelligence Directorate 
(SID). It is a web-based, "daily newspaper" tailored primarily for the US SIGINT community audience. Articles 
in SIDtoday address such topics as : 

• administrative matters, 
• leadership-to-workforce communications, 
• changes in SID policy or procedures, 
• technical exchanges among members ofthe STGTNT workforce, and 
• current events affecting the production of ST GTNT. 

(U/7'f'OUO) SIDtoday has been published since the spring of2003 . It is managed by the SID's SID 
Communications Staff Email :l ~n~(})~.gov. 

Retrieved from 
Category: NSA 
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• This page has been accessed 423 times . 

• ~~~----------------------------~--------------~----~1 
watching user 

• This page was last modified 21:07, 1 November 2011 byl . ,Most 
recent editors: I I '------------------' 

c2linipedweb3j 

Use of this U.S. Government system, authorized or unauthorized, constitutes consent to mon~oring of this system. Unauthorized use may subject you to criminal 
prosecution. 

Evidence of unauthorized use collected during mon~oring may be used for administrative, criminal, or other adverse actions. 
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