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ATTESTATION CERTIFICATE

This document is intended to meet the requirements set forth in Military Rules of Evidence Rule
902(11), addressing certified records of regularly conducted activity.

| swear or affirm that each of the following is true regarding the attached records, to the best of
my knowledge and belief:

1. | am the custodian of these records, or | am an employee familiar with the manner and
process in which these records are created and maintained, by virtue of my duties and

responsibilities;

2. Therecords were made at or near the time of the occurrences of the matters set forth by
or from information transmitted by, people with knowledge of these matters;

3. Therecords were kept in the course of regularly conducted business activity;
4. |t was the regular practice of the business activity to make the records; and

5. Therecords are a true, accurate, and complete copy of the original documents.

List of attached records:

INDOC - COMINT - 29 Jan 10.pdf (1 Page)
JCAVS Report - 26 May 2010.pdf (2 Pages)
SCI Packet - Jan 2009.pdf (22 Pages)

Organization

O™ MaonrAin Divisions (LTY)
Sig Date
Pint or Type Namée/ Title

e R, NOEEman, SC\ Pioceam Mavageg |
Business Telephone Business Address

P- 10000, \0TH MTN DIV PR
D oo sloa ciosco

Subscribed and sworn to before a notary public, this % day of /"C/;) , 2019 .
Notary Public My commission expires on:

-\"&-\:\?4' N ?‘ Uk'-i?U\.
NG o01preas3413f
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SCI Nomination Letter

JPAS Printout [Green Mailer]
Local Records Check
Medical Records Check
Signature Correction Memo
Pre-Screening Interview
Travel Policy Memo
Employee Outside Activities
Pre-Execution Briefing
Non-disclosure Statement [NdS]
NdS Addendum

Personal Attestation
Indoctrination Memorandum
Gamma Form

HCS Form

PEC 1/95,.3,50
10th Mountain Division Special Security Office SCI Indoctrination Checklist
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REQUES._-OR PRIVATE MEDICAL INFORMATION ™

22
For use of this form, see AR 40-68; the proponent agency is the OTSG 20090122

2. Patient's Name and SSN. 3. Medical Treatment Facility (Name and Location)
Bradley E. Manning Connor Troop Medical Clinic

4. Reason for Request.
In accordance with AR380-67, paragraph 2-200, the individual listed above requires a medical records review..

5. Private Medical Information Sought ( Specify dates of hospitalization or clinic visits and diagnosis, if known)
Copies of health record documents, or complete summaries, including dates and details, which may have a bearing on the individual's
suitability to hold a security clearance. The review of medical records should include, but not be limited to:

1. Habitual or excessive use of intoxicants,

2. Drug abuse.

3. Sexual perversion.

4. Any illness, metal condition, instability, nervous condition or history of fainting, seizure, or loss of consciousness which, with due regard to
the transient or continuous effort of the condition, may in the opinion of competent medical authority cause significant defect in the judgment
or reliability of the individual.

5. History of treatment, rehabilitation or recuperation from those conditions previously indicated.

A MEDICAL OPINION CONCERNING THE INDIVIDUAL'S SUITABILITY TO HOLD A SECURITY CLEARANCE IS NEITHER
SOLICITED NOR DESIRED. THAT DETERMINATION WILL BE MADE BY U.S. ARMY SECURITY ADJUDICATORS BASED
UPON ALL AVAILABLE INFORMATION.

6. Regquestor's Name, Title, Organization and SSN.
Kyle J. Balonek, Brigade Security Manager

[ .

FOR USE OF MEDICAL TREATMENT FACILITY ONLY.

7. Check applicable box.

(& Approved [} Disapproved (State reason for disapproval)

8. Summary of Private Medical Information Released.
CHECK AS APPROPRIATE:
_&_ No adverse medical information found.
Copies of adverse medical information is attached.

A summary of adverse medical information follows (continue on attached sheet if necessary).

10. Date (YYYYMMDD)

- 2B Q; Al

Law RnforNPRLSNIIVR OV 91, 1S OBSOLETE. APD PE v1.01
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SCI PRE-INDOCTRINATION SCREENING INTERVIEW

1.

The following questions will be answered by the nominee. Responses to these
questions should cover the period of time from the date you last had a screening
interview, special background investigation [SBI], or single scope background

investigation [SSBI].
a. Has there been any change in your marital status? }J O
b. Has there been any change in the citizenship of your spouse? No

c. Have you had any involvement with either civilian or military law No
enforcement agencies? [i.e. traffic tickets, article 15°s, letter of

reprimands, etc.]?

d. Have you had any treatment or experiences involving stress, nervous T\)O
disorders or counseling?

e. Have you experimented with or otherwise used any controlled substances K}
[i.e. marijuana, cocaine, crack, etc.]?

f. Have you had any alcohol related incidences [i.e. DUI/DWI, drunk in ‘\}O
public, etc]? :

g. Have you experienced any financial problems [i.e. bankruptcy, accounts in VO
. collections, bounced checks, etc.]?

h. Have you formed any close associations with people or organizations of NO
foreign nationality or of questionable loyalty to the US or its allies?

1. Are there any incidents which might make you subject to blackmail [i.e. \\)0
fraud, extra-marital affairs, etc.]?

I certify that since my last screening interview that the answers to the above questions
are true to the best of my knowledge. I have not intentionally provided incorrect and
misleading information. If any of the above questions change at any time, I will
notify the SSO immediately.

Name:  MANNIVG . BRPPLEY  £DPwpRY
V?' — Date: 9 IR &R
/ &=

Signature:
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DEPARTMENT OF THE ARMY
HEADQUARTERS, 10™ MOUNTAIN DIVISION (LIGHT INFANTRY) AND FORT DRUM
FORT DRUM. NEW YORK 13602-5000

REPLY TO
ATTENTION OF ,
AFZS-IN-AC0SG2 DATE 22 JAW 09

MEMORANDUM FOR 10™ MTN Special Security Office [SSO]
SUBJECT: SCI Security Awareness and Defense Travel Briefing.

1. References:

a. DoD S-5105.21-M-1, SCI Admin Security Manual, AUG 98
b. AR 380-28, DA Special Security System, AUG 97

2. IAW references above, I have read the SSO 10™ MTN “security awareness
briefing” and understand the policy and procedures for the use and protection
of Sensitive Compartmented Information Facility [SCIF]. Any specific
questions concerning the use of protection of SCI not outlined in the briefing
will be directed to the SSO for clarification. '

3. Ihave also reviewed the Defense Travel Security Briefing and understand my
responsibility to report all official or unofficial foreign travel to my security
manager or the special security office.

4. As outlined in reference A above, my review of these documents meets the
annual requirement for security Awareness and Defense Travel Briefing for
SCI-Indoctrinated personnel.

5. A copy of this memorandum will be maintained in the SSO for two years after
the date of my SCI debrief or departure from this organization.

6. POC for this action is the 10" MTN SSO at DSN 772-8084

Name: MANNTING, S8RPOLLY SowunkD

Signature: 7 ~7’;)

o
iy

En
R -
= <« FOR OFFICIAL USE ONLY

o« 3 Law Enforcement Sensitive




0028-10-CID221-10117
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M. Employee Outside Activities. Potential conflicts with an individual’s
responsibility to protect SCI material may arise from outside employment or
other outside activity from contact or association with foreign nationals. In cases
where such employment or association has resulted in a suspected or established
compromise of SCI, the local SCI security official and supporting Counter-
Intelligence activity must be advised immediately. Involvement in non-U.S.
government employment or activities that rise potential conflicts with an
individual’s responsibility to protect classified information is of security concern
and must be evaluated by an ASI security official to determine whether the
conflict is of such a nature that SCI access should be denied or revoked.
Individuals who hold or are being considered for SCI access approval must report
in writing to the local SCI security official any existing or contemplated outside
employment or activity that appears to meet the criteria listed below. In addition,
initial or updated personal history statements must include details of outside
employment or activities.

1. Employments that must be reported includes compensated or volunteer service
with any foreign national; with a representative of any foreign interest; or with
any foreign, domestic or international organization or person engaged in analysis,
discussion, pr publication of material on intelligence, defense, or foreign affairs.

2. Continuing association with foreign nationals must be reported.

3. When an individual’s outside employment or activity raises doubt as to an
individual’s willingness or ability to safeguard classified information, he or she
will be advised that continuing that employment or activity may result in
withdrawal of SCI access and be given an opportunity to discontinue. If the
individual terminates the outside employment or activity of security concern, his
or her SCI access approval may be continued provided this is otherwise consistent
with national security requirements.

4. DoD SClI-indoctrinated individuals will have paragraph M made available to them
for reading during SCI Indoctrination. Annual security education will advise
individuals to report in writing to their local SCI security officer any existing or
contemplated outside employment or activity that appears to meet the above
criteria. Written reports must be submitted before accepting outside employment
or activity.

Name: MQNH‘ING—, BRAPLEY CDPwRRD

Signature: %‘\

o
Date: 223 TON 0%

—
«
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PRE NONDISCLOSURE EXECUTION BRIEFING

Sensitive Compartmented Information [SCI] is data about sophisticated technical systems
for collecting intelligence and information collected by those systems. SCI systems
require a large number of people to research, develop, build, and operate the collection
systems. The products of these systems are analyzed and produce accurate, detailed
intelligence by senior planners and policy makers.

Communications Intelligence [COMINT], as defined by 18 U.S.C. 798, is the classic
example of SCI, and normally is derived from intercepted communications. The
unauthorized disclosure of COMINT can revel to the target countries which of its
messages are being intercepted and which ones are being read. If the targeted country
implements countermeasures, no further intelligence can be expected from that source
and by that method. More devastating than countermeasures are deception operations
which provide misleading or false data that can result in us U.S. foreign and defense
policies based on misleading data. The cost to replace such systems is enormous.

SCI systems encompass activities and information of extraordinary sensitivity and
fragility requiring extensive security. Security for SCI is based on restricting access to
person who has a clearly established official need for hat information, and who meet
rigorous and stringent personnel security criteria. Persons cleared for confidential, secret,
or even top secret information are not eligible by virtue of those clearances for access to
SCI. Furthermore, a person does now have access to SCI because of rank or position.

The security of SCI depends on distinctive security markings, restricted handling and
dissemination controls, segregating information and programs to further restrict access,
and maintaining SCI material found in “Control Facilities” which have a stringent
physical and procedural barrier and secure means of transmitting SCI.

Persons indoctrinated for SCI accept certain responsibilities and restrictions in a most
explicit way. As a condition of access, and individual signs a nondisclosure agreement
which is contractual agreement between the government and the individual. This
agreement should be read carefully before singing because it states obligations imposed
on the individual and the government. Also, because of an individual’s knowledge and
access to SCI and individual may be denied travel to activities which are deemed
Hazardous. Willful disclosure of SCI to unauthorized individuals, compromise or
security violations constitute criminal or administrative offenses that may result in
prosecution or administrative action. Once indoctrinated it is individual’s responsibility
to become knowledgeable of the security procedures and practices for SCL

Name:  MBUNTN G | BQQDLE«{ D waRD

Signature: /79/ \—’1‘7

Date: g"l Ipy 09
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SENSITIVE COMPARTMENTED INFORMATION NONDISCLOSURE STATEMENT

PRIVACY ACT STATEMENT

AUTHORITY:

PRINCIPAL PURPOSE(S): The information contained herein will be used to precisely identify individuals when it
is necessary to certify their access to sensitive compartmented information.

EO 9397, November 1943 (SSN).

Blanket routine uses, as published by Defense Intelligence Agency in the Federal

ROUTINE USE(S):
Register.
DISCLOSURE: Voluntary; however, failure to provide requested information may result in delaying
the processing of -your certification.
SECTION A
An Agreement Between  ITNANNING | RRADLCY €DWARD and the United States.

(Printed or Typed Name)

1. Intending to be legally bound, I hereby accept the obligations
contained in this Agreement in consideration of my being granted
access to information or material protected within Special Access
Programs, hereinafter referred to in this Agreement as Sensitive
Compartmented Information (SCI). I have been advised that SCI
involves or derives from intelligence sources or methods amnd is
classified or in the process of a classification determination under the
standards of Executive Order 12356 or other Executive order or
statute, I understand and accept that by being granted access to SCI,
special confidence and trust shall be placed in me by the United States

Government. Rem

2. I hereby acknowiedge that I bave received a security
indoctrination concerning the nature and protection of SCI, including
the procedures to be followed in ascertaining whether other persons to
whom [ contemplate disciosing this information have been approved
for access to it, and I understand these procedures. I understand that [
may be required to sign subsequent agreements upon being granted
access to different categories of SCI. I further understand that all my
obligations under this Agreement continue to exist whether or not I
am required to sign such subsequent agreements. Bem

3. I'have been advised that unauthorized disclosure, unauthorized
retention, or negligent handling of SCI by me could cause irreparable
injury to the United States or be used to advantage by a foreign
nation. I hereby agree that I will never divulge anything marked as
SCI or that I know to be SCI to anyone who is not authorized to
receive it without prior written authorization from the United States
Government department or agency (hereinafter Department or

| Agency) that last authorized my access to SCI. [ understand that it is

my responsibility to consult with appropriate management authorities
in the Department or Agency that last authorized my access to SCI,
whether or not I am still employed by or associated with that
Department or Agency or a contractor thereof, in order to ensure that
I know whether information or material within my knowledge or
control that [ have reason to believe might be SCI, or related to or
derived from SCI, is considered by such Department or Agency to be
SCI. I further understand that I am also obligated by law and

| regulation not to disclose any classified information or material in an

unauthorized fashlon. B EM

4. In consideration of being granted access to SCI and of being
assigned or retained in a position of special confidence and trust
requiring access to SCL, I hereby agree to submit for security review
by the Department or Agency that last authorized my access to such
information or material, any writing or other preparation in any form,
including a work of fiction, that contains or purports to contain any
SCI or description of activities that produce or relate to SCI or that I

BEm

4. (Continued) have reason to believe are derived from SCI,
that I contemplate disclosing to any person not authorized to have
access to SCI or that I have ‘prepared for public disclosure. I
understand and agree that my obligation to submit such preparations
for review applies during the course of my access to SCI and
thereafter, and I agree to make any required submissions prior to
discussing the preparation with, or showing it to, anyone who is not
authorized to have access to SCI. 1 further agree that I will not
disclose the contents of such preparation to amy person not
authorized to have access to SCI until I have received written
authorization from the Department or Agency that last authorized
my access to SCI that such disclosure is permitted. , Esm

5. I understand that the purpose of the review described in
paragraph 4 is to give the United States a reasonable opportunity to
determine whether the preparation submitted pursuant to paragraph
4 set forth any SCI. I further understand that the Department or
Agency to which I have made a submission will act upon thern,
coordinating within the Intelligence Community when appropriate,
and make a response to me within a reasonable time, not to exceed

30 working days from date of receipt. ezm

6. I have been advised that any breach of this Agreement may
result in the tecmination of my access to SCI and removal from a
position of special confidence and trust requiring such access, as
well as the termination of my employment or other relationships
with any Department or Agency that provides me with access to
SCI, In addition, I have been advised that any unauthorized
disclosure of SCI by me may constitute violations of United States
criminal laws, including the provisions of Sections 793, 794, 798,
and 952, Title 18, United States Code, and of Section 783(b), Title
50, United States Code. Nothing in this Agreement constitutes a
waiver by the United States of the right to prosecute me for any

statutory violation. B €M

7. 1 understand that the United States Government may seek
any remedy available to it to enforce this Agreement, including, but
not limited to, application for a court order prohibiting disclosure of
information in breach of this Agreement. 1 have been advised that
the action can be brought against me in any of the several
appropriate United States District Courts where the United States
Government may elect to file the action. Court costs and reasonable
attorneys' fees incurred by the United States Government may be

assessed against me if I lose such action. Gf"'\

8. I understand that all information to which I may obtain
access by signing this Agreement is now and will remain the
property of the United States Government unless and until otherwise
determined by an appropriate official or final ruling of a

D FORM 1847-1, DEC 91 (EG)

PREVIOUS EDITIONS ARE OBSOLETE.

Designed using Perform Pro, WHS/OIOR, Jun 84
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8. (Continued) court of law. Subject to such determination, [
do not now, nor will I ever, possess any right, interest, title or
claim whatsosver to such information. 1 agree that I shall return all
materials that may have come into my possession or for which I am
responsible because of such access, upon demand by an authorized
re of the United States Government or upon the
conclusion of my employment or other relationship with the United
States Government entity providing me access to such materials. If
I do not return such materials upon est, | understand this may
be a violation of Section 793, Title 18, United States Code. Ba\\

9. Unless and until I am released in writing by an authorized
representative of the Department or Agency that last provided me
bgl g::)cw xmto sig:]. I xmdexbslag‘d t all the colnm;i;m a.mnd
obligations upon me is Agreement 3 uring the
time I am gmn]t)eod access (0 SCI.);nd m‘:ﬁ times theggu. BEm

10. Each provision of this Agreement is severable. If 2 court
should find any provision of this Agreement to be unenforceable, all
other provisions of this shall remain in full force and
effect. This Agresment concerns SCI and does not set forth such
other conditions and obligations not related to SCI as may now or

to my employment by or assignment or relationship

hereafter ;)em.m
with the Department or Agency.

11. These restrictions are consistent with and do not-supersede
conflict with or otherwise alter the employee obligatlons, rights, ar
liabilities created by Executive Order 12356; Section 7211 of Title
5, United States Code 50vérrdn%gi;closums to Congress): Section
1034 of Title 10, United States e, as amended by the Milftary
Whistieblower Protection Act (governing disclosure to Congress by
(b)(8) of Title 5, United

11. {Continued) (governing disclosures of illegality, waste, fraud,
zbuse or public health or safety threats); the Intelligence Identities
Protection Act of 1982 (50 USC 421 et seq.) (governing disclosures
that could expose confidential Government agents), and the statutes
which protect against disclosure that may compromise the national
security, including Section 641, 793, 794, 798, and 952 of Title 18,
United States Code, and Section 4(b) of the Subversive Activitles Act
of 1850 (50 USC Section 783(b)). The definitions, requirements,
obligations, rights, sanctions and labilities created by said Executive
Order and listed statutes are incorporated into this agreement and are

controlling, ecm

*. 12. [ have read this Agreement carefully and my questions, if any,
have been answered to my satisfaction. 1 acknowledge that the
briefing officer has made available Sections 793, 794, 798, and 952 of
Title 18, United States Code, and Section 783(b) of Title 50, United
States Code, and Executive Order 12356, as amended, so that I may
read them at this time, if I so choose. RTM

13. T hereby assign to the United States Government 21l rights, title
and interest, and all royalties, remunerations, and emoluments that
have resulted, will result, or may result from any disclosure,
publication, or revelation not consistent with the terms of this

Agreement, BEtMm
14. This Agreement shall be interpreted under and in conformance
with the Jaws of the United States. REN

15. I make this Agreement without any mental reservation or

members of the military); Seclion 23
States Code, as amended by the Whistleblower Protection Act | purpose of evasion. Q{M
16. TYPED OR PRINTED NAME (Last, First, Miadle initial} 17. GRADE/RANK/SVC 19. BILLET NO. (Optional)
MALNING, BRADLEY £ E3 [ PRC.
21. SIGNATURE O

20. ORGANIZATION

HHC, S8 L ReT 10TH MW D1V

=

FOR USE BY MILITARY AND GOVERNMENT CIVILIAN PERSONNEL

SECTION B

The execution of this Agreement was witnessed by the undersigned, who accepted it oo behalf of the United States
Government as a prior condition of access to Sensitive Compartmented Information.

St, First, Middie initial}

24. ORGANIZATION

25. SIGNATURE

WHC 28T 10® Mro DY Cel)
28, DATE SIGNED
: (YYMMDD]
W’ oGaLE

FOR USE BY CONTRACTORS/CONSULTANTS/NON-GOVERNMENT PERSONNEL

SECTION C
The execution of this Agreement was witnessed by the undersigned.

27. TYPED OR PRINTED NAME (Last, First, Middle Initial)

28. ORGANIZATION

to Sensitive Compartmented Information.

29, SIGNATURE 30. DATE SIGNED
(YYMMDD)
SECTION D .
This Agreement was accepted by the undersigned on behalf of the United States Governmeat as a prior condition of access

31. TYPED OR PRINTED NAME (Last, First, Middle initiai)

32. ORGANIZATION

34. DATE SIGNED

33. SIGNATURE
(YYMMDD)
DD FORM 1847-1, DEC 91 (BACK)
FOR OFFICIAL USE ONLY
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10. These restrictions are consistent with and do not supersede, conflict with or otherwise alter the employee obligations,
rights or.iiabilities created by Executive Order 12356; Section 7211 of Title 5. United States Code (governing disclosures to
Congress); Section 1034 of Title 10, United States Code, as amended by the Military Whistieblower Protection Act (governing
disclosure to Congress by members of the military); Section 2302(b)(8) of Title 5, United States Code, as amended by the
Whistieblower Protection Act (governing disciosures of illegality, waste, fraud, abuse or public health or safety threats); the
Intelligence Identities Protection Act of 1982 (50 U.S.C. 421 et seq.) (governing disclosures that could expose confidential
Government agents), and the statutes which protect against disclosure that may compromise the national security, including
Sections 641, 793, 794, 788, 952 and 1924 of Title 18, United States Code, and Section 4(b) of the Subversive Activities
Act of 1950 (50 U.S.C. Section 783(b)). The definitions, requirements, obligations, rights, sanctions and Jiabilities created by
said Executive Order and listed statutes are incorporated into this Agreement and are controlling.

11. | have read this Agreement carefully and my questions, if any, have been answered. | acknowledge that the briefing
officer has made available to me the Executive Order and statutes referenced in this Agreement and its implementing
regulation (32 CFR Section 2003.20) so that | may read them at this time, if | so choose.

SOCIAL SECURITY NUMBER

SIGNATURE ) < DATE
. 11 sef Of

ORGANZATION (IF CONTRACTOR, LICENSEE, GRANTEE OR AGENT, PROVIDE: NAME, ADDRESS, AND, IF APPLICABLE, FEDERAL SUPPLY CODE NUMBER)
(Type or Priny) .

Maw\\\\irxs, Srodley Tduoacd
IOICD N Riva ‘"L‘:)L e
= \‘rum‘ VY \ToD

WITNESS ; ACCEPTANCE
THE EXECUTION OF THIS AGREEMENT WAS WITNESSED BY| THE UNDERSIGNED ACCEPTED THIS AGREEMENT ON
THE UNDERSIGNED. BEHALF OF THE UNITED STATES GOVERNMENT,
SIGNATURE DATE SIGNATURE DATE

I7 Se O

NAME ANDADORESS ¥7ype or print) ] NAME AND ADDRESS (Type or prnt)
10100 N. Riva Ridge Loop 10100 N. Riva Ridge Loop
FT. Drum, NY 13601 FT. Drum, NY 13601

SECURITY DEBRIEFING ACKNOWLEDGMENT

| reaffirm that the provisions of the espionage laws, other federal criminal laws and executive orders applicable to the safeguarding of classified
information have been mads available o me; that | have returned all classified information In my custody; that | will not communicate or

- transmit classified information to any unautherized person or organization; that | will promptly report to the Federal Bureau of Investigation any

attempt by an unauthorized person to solicit classified Information, and that | {have} (have not) (strike out inappropriate word or words)
received a security debriefing.

SIGNATURE OF EMPLOYEE DATE

NAME OF WITNESS (Type or print) SIGNATURE OF WITNESS

NOTICE: The Privacy Act, 5 U.S.C. 552a, requires that federal agencies inform individuals, at the time information is solicited from them, whether the
disclosure is mandatory or voluntary, by what authorlty such information is solicited, and what uses wili be made of the information. You are hereby
advised that authority for soliciting your Social Security Account Number (SSN) Is Executive Order $387. Your SSN will be used to identify you
precisely when t is necessary to 1) certify that you have access to the information indicated above or 2) determine that your access to the
information indicated has terminated. Although disclosure of your SSN is not mandatory, your failure to do so may impede the processing of

such certifications or determinations, or possibly result in the denial of your belng grantad access to classified information. o

* NOT APPLICABLE TO NON-GOVERNMENT PERSONNEL SIGNING THIS AGREEMENT.

STANDARD FORM 312 BACK (REV. 1-00)
APD PE v1.00
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DEPARTMENT OF THE ARMY
HEADQUARTERS, 10™ MOUNTAIN DIVISION (LIGHT INFANTRY) AND FORT DRUM
FORT DRUM. NEW YORK 13602-5000

REPLY TO
ATTENTION OF

AFZS-LF-1 DATE Q2 TAN 09

MEMORANDUM FOR 10™ MTN Special Security Office [SSO]
SUBJECT: Personal Attestation upon the Granting of Security Access.

1. I, RRADLEY EPWRRD MANNTY (- , accept the
responsibilities associated with being granted access to Classified National
Security Information. I am aware of my obligation to protect classified
national security information through proper safeguarding and limiting access
to individuals with the proper security clearance and the need to know. I
further understand that, in being granted access to classified information, a
special confidence and trust has been placed in me by the United States
Government.

2. This form will be placed in the individuals security folder and maintained
IAW AR 380-67

Name:  MANNIVEG EQQ‘DL_i‘J. ZDWARD

Signature: %

Witness: .

Name: Stark, Loren J. 2

Signature: l’:/;/m ﬁ%’\

a'l\,

)
L ot
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DEPARTMENT OF THE ARMY
HEADQUARTERS, 10™ MOUNTAIN DIVISION (LIGHT INFANTRY) AND FORT DRUM
FORT DRUM. NEW YORK 13602-5000

REPLY TO
ATTENTION OF
AFZS-IN-ACoSG2 DATE_23 TAN OF

MEMORANDUM FOR 10™ MTN Special Security Office [SSO]

SUBJECT: Personal Attestation of Receiving Access Card and/or Picture Badge.
1. 1, MQMNDJC;) BRADLTY SpwARD , have been issued

[ ] A 10" Mountain Division [LI] SCIF Access Card with personalized PIN
Code. I understand that this card and pin code are accountable items and can not
be given to, or shared with, any other person. I understand all transactions
involving this SCIF Access Card are to go through the SSO directly, and
immediately. I understand that returning the SCIF Access Card to the SSO is part

of the mandatory out-processing requirements.

A 10" Mountain Division [LI] Picture Badge. I understand that this
Badge is to be displayed in SCIF areas only, or T-SCIF areas during exercises. I
understand that the Picture Badge is only a reflection of the Access Roster
maintained by the SSO and is to be returned to the SSO as part of the mandatory

out-processing requirements.

2. Iunderstand failure to comply will delay in-processing gaining unit and may
complicate obtaining accesses through gaining unit.

3. This form will be placed in the individuals security folder and maintained
IAW AR 380-67

Name: MANNVING | BRADLTY EPwARD

\\
Signature:

=

FOR OFFICIAL USE ONLY

Law Enforcement Sensitive




)028-10-CID221-10117

N N— ~—

DEPARTMENT OF THE ARMY
HEADQUARTERS, 10™ MOUNTAIN DIVISION (LIGHT INFANTRY) AND FORT DRUM
FORT DRUM. NEW YORK 13602-5000

REPLY TO
ATTENTION OF

AFZS-IN-AC0SG2 DATE X4 JAMW 09

MEMORANDUM FOR 10™ MTN Special Security Office [SSO]
SUBJECT: Special Intelligence [SI] and Talent Keyhole [TK] Briefings

1. 1, BRrADY ZOWRARD MANNING , acknowledge that the
10" MTN DIV [LI] SSO has made available to me: The Special Intelligence
[SI] and Talent Keyhole [TK] briefings during my Sensitive Compartmcmed
Information [SCI] Indoctrination Briefing.

2. This form will be placed in the individuals security folder and maintained
IAW AR 380-67

Name: __MANVTWG , BRADLEY ¢pwARD

Signature: 7?’ "7/~\—j

P <

Witness:

Name:

Signature:

'f:&* FOR OFFICIAL USE ONLY
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SENSITIVE COMPARTMENTED INFORMATION
INDOCTRINATION MEMORANDUM

This memorandum records the fact that I was briefed on this date on the following Sensitive Compartmented Information
(SCI) Special Access Program(s) (Use Unclassified Indicators Only):

TQ%) Secret ST /T}(

Authority (optional):

The need for special protection of this material was made known to me, and | was reminded that my access to this material
is governed by the terms of the SCI Nondisclosure Agreement that | signed.

3
%’ P RRC &' 10ommd 0TV
Signatiee” -

Organization

MAVMING, BRADLs ¢ &

Printed/Typed Name (Last, First, Middle Initial) SSN (See Notice Below)
Pre/ €3 K01 29
Rank/Grade Date of IndoctrinatiOn Billet Number
YY, MM, DD)

e above briefing presented by me was in accordance with relevant SCI procedures.

G250

horize et Organization
, e S J alIVas
Printed/Typed Name (Last, Hirst, Middle Initial) Date of Briefing (Y'Y, MM, DD)

Notice: The Privacy Act, 5 U.S.C. 5524, requires that federal agencies inform individuals, at the time information is
solicited from them, whether the disclosure is mandatory or voluntary, by what authority such information is solicited, and
what uses will be made of the information. You are hereby advised that authority for soliciting your Social Security
Account Number (SSN) is Executive Order 9397. Your SSN will be used to identify you precisely when it is necessary to
certify that you have access to the information indicated above. Although disclosure of your SSN is not mandatory, your

failure to do so may delay the processing of such certification.

DD FORM 1847, JAN 83 (EG) Previous Editions Obsolete Designed using Perform Pro, WHS/DIOR, Jun 94

FOR OFFICIAL USE ONLY
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ADDENDUM
[To DD Form 1847-1]

Pursuant to Treasury, Postal Service, and General Government Appropriations Act of
1991, the following language shall be incorporated into and considered part of the
attached Non-Disclosure-Agreement:

“These restrictions are consistent with and do not supersede, conflict with, or otherwise
alter the employee obligations, rights, or liabilities created by Executive Order 12356,
section 7211 of title 5, United States Code, [Governing disclosures to congress] Section
1034 of Title 10, United States Code, as amended by the Military Whistleblower
Protection Act [governing disclosure to congress by members of the military]; section
2303 [b][8] of title 5, United States Code, as amended by the Whistleblower Protection
Act [governing disclosures of illegality, waste, fraud, abuse of public health or safety
threats]; the intelligence identities protection act of 1982 [50 USC 421 et seq.] [governing
disclosures that could expose confidential government agents], and the statues which
protect against disclosure that may compromise the national security, including section
641,793,794,798 and 952 of Title 18, USC, and section 4[b]. the definitions,
requirements, obligations, rights, sanctions and liabilities crated by said Executive Order
and listed statues are incorporated into this agreement and are controlling.”

Name: MPANNING, QRPOLEY EDwARD

Signature: %

Date:. g\& JR\J Oq

FOR OFFICIAL USE ONLY
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An Agreement Betwcenv m RO L{ Ul ED 1Y QRD MA"”\) N C" and the United States.
(Name - Printed or Typed)

1. Intending to be legally- bound, 1 hereby -accept the obligations Cofitdined in this Agresment in’ tonsidefation of my being granted acce
information or material protected within Special Access Programs, hereinafter referred to:in'the Agreement as Sensitive Compartmented Information (SC
 havebeen advised thatSCI invalves or derives fram intelligence souirees or methods and i clissified or is in process of 2 classification détermipation u
the standards of Bxecttive Order 12958 o other Executive Order or statue. I undérstarid and accept that by being granted access to SCI, special canfid

. amd trust sttall be placed in ine by the United Statés Government. ' R o T
" 2. T hereby acknowledge that I have received a security indoctrination concerning the ature atid protection of SCI, including the procedures ¢
- fellewed in: esoertaining whether other persans to whom I contemplate disclosing this information or riaterial have been approved gocess to it, &
. -understagd these procedases. Lundetstand that I may bé required to sign subsequent agreements upon being granted access fo different categuries of SC

* further understand that all my obligations under this agreement continue fo-exist whethér or not {amreqmted to sign such subseqﬁmf?*grwhéﬁts'.

3. I have boen advised that the unauthorized disclusure, unauthotized retenticn, or tiegligeat iandling of SCI by mé could caise irfepaiable injur
the United States or be used to advantage by a foreign nation. I hereby agres that I will never divulge anything marked as SCI or that I know to be SC
anyone who is not authorized to receive it without prior written authofizafion from the Ufited Statés Goveriimiént department or agency ‘(hereina
Department or Agency) that authorized my access to SCI. I understand that it is my responsibility to consult with appropriate management authorities in
Department or Agency that last authorized my access to SCI, whether or not I am still employed by or associated with that Department or Agency ¢
contractor thereof, ifi order to ensure that I know whether inforsmation of inaferial within my knowledge or control that I have reason to believe might be §

I further understand that I am obligated by law and regulation not to disclose any classified information or material in an unauthorized fashion.

4. 'Tn consideration of being granted access to SCI and of being assigned or retpinpd.in-a-pasition of special confiderce and trustrequiting sécles

SCI, I hereby agree to be submitted for security review by the Department or Agency that last authorized my access to such information or material, a
writing or other preparation in any form, including 2 work of fiction, that coptaing or, puxports to contain any SCI or description of actindties fhat producs
relate t0:SCI or thatLhave reason to believe are derived-from SEL, that Icontemplaterdiselosing to any person not authorized to have access to SCI or tha
have prepared for public disclosure. I understand and agre that miy gbligation to sybmit:such preparations for review applies during the course of my acce
to SCI and thereafter, and I agree to make any required submissions prior to discussing-the preparation with, or showing it to, anyone who is not authoriz
to have access to SCI. I further agree that I will not disclose the cantents of such prgparation wif, or shawdng. it to, snyone who is vot authorized, o ba

. access t6' SCI unhil I have received written authorization froin the Department or Agency that last authorized my access to SCI that such disdlosure

5. Tunderstand that the purposc of the 1eview described in paragraph:4 is to give the United States a reasonable opportunity to determirie whether. t
preparation submitted pursuant to paragraph 4 sets forth any SCI. I further,understand that the Department or. Agency to which I have made:a submissic
will 4t upon it, coordinating within the Intelligence Community wiien appropriate, and make a response to e within a reasonable time, not to exceed 3
workiag days from date of receipt. G - '

1

“

(5}

6. "I have been advised that any breach of this Agreement may renﬂ},-mmyﬁmnahon of my access to SCI and removal from a position of spéciz
confidence and trust requiring such access, as well as the termination of my;employment or other relationships with any Departrent or Ageacy that provide
me with-aceess to SCL . In addition, I Kave been advised that any unauthorized disclosure.of SCI by me. may constitute violations of United States-erimina
laws;including provisions of Séctions 793, 794, 798, and 952, Title 18,{United Stités Code, and of Section 783(b), Title 50, Utiited States Code. Nothing it
this Agrecment constitutes & waiver by the United States of the right to prosecute me for any statutory violation. S i

7. I understand that the United States Government may’ se&k’ any remedy’ available to it to enforce this Agreement including, but not limited to
application for a court order probibiting disclosure of informatisn in bréach,of this, Agreenient. Fhiave been advised that the action can bé brought against me
in anyt of the several apprepriate United States District Courts where the United Sfates, Government may elect to file the action. Court costs and reasonable
attortieys fees incurred by the United Stites Government may be asSesséd agajnst mg if J lose such action. :

) . b R
- & . I uiderstand that all information to which I may obtain acpess by.signing mi;- Agreement is now and will remain the propecty of the United States
Government unless and until otlierwise determined by an appropiiate official or final ruling 6F a court.of law. Subjoc:ta sugh determination, I do notngw,
2or will I evér, possess any right, intetest, title, or claitn whatspever.to uch, information., Lagroe that I éhinll retitn ‘all-materials that may have-cotné istg ray
>ossession or for which I am responsible becausé of such access; upon demand by an authorized representative of the United Stafes"Govemfoent of upok the
onclusion of my employment or other relationship with the United States Government eatity providing me access to such materials. IfIdo not return such
naterials upor request, I understand that this may be a violation ofSec@gn,?,;Q},: Title 18, United States-Code. - PRV i

LA Y BRI

9, Unless and until I am released in writing by an authorized rep;csentanvc of the Department or Agency that last provided me access to SCLI
iderstand that all conditions and obligations imposed on me by this Agreement apply during the time [ am granted access to SCI, and at all hmcs theceafter.

10 Each provision of this Agfeemerttis severable. If a court shoyldfind apy jprovision of this Agreement to be nerforceahle, all other proisions of
5 Agreement shall vemait ia full f6re and effect. . This Agreement canceps $Cland doesinot set forth such othet conditions and obligations not related o

:Lasmaynow or hereafier pertain to. my employment by.or assrgnmetg or relationship with the Department or Ageticy.

m . R . . . . ( Fam ‘355 . ] "'. " . . . . N . . v g - J e -A; N - .
, 4414 which is obsolete and Page I of 2
g 414 (EF)  ainotbeuseq) FOR OFFICIAL USE ONLY . : -

Law Enforcement Sensitive

s .
&L ‘% .

& o e g

S - |




11. IhavereaddhisAgre  toar  -and my questions, ifaiy, Bavbbedd an, 3 0 {10-CHRAIOkE The bricfing officer
made available Sections 793, 79798 ane—52 of Title 18, United States Code, and Section 783(b) of Title 50, United States Code, and Executive O
12958, as amended, so that ] may read them at this time, if I so choose. - ' i

12. I hereby assign to the United States Government all nghtg, title and inferest, and all royalties, remunerations, and emoluments that have resul

will result, or may result from any disclosure, publication, or révdiﬁéi:?ﬁf'm’* psistéat ath thie tems of this Agreement. - .
1. These restriclions are consistent with and do, not supessede conffigt mth or otherwise alter the employee obligations .xi'ghtﬁ"gril.igbﬂiﬁos created
hing disclosures to-Congress); Section. 1034.of Title 10, United States Code

*‘Bxecutive Order 12958; Section 7211 of Title 5, United States Codk (fovéthing dist ‘ t

amended by fhie Military Whistleblowers Protection Act (governing disolgsures to Congress by members of the Military); Section. 2382(b)8). of Tith

United States Code, as amended by the Whistleblower Protection Act (géveining disclosure of illegality, waste, fraud, abuse, or public health or s

threats); the Intelligence Identities Protection. Act of 1982 (50 U.S.C. 421 & seq.Jégoveming disclosures that could expose confidential Government agen

, and e statutes which protect, agent disclosure which may, campromise national security, including Section 641, 783,794, 798, 4nd 952 of Ticle 18, Unj

. Stafes Code, and Section 4{b) of the Subversive Activities Act of 1950'(SORUSIC. 783(k)). The definitions, requirements, obligations, righits; sanctiohs :
liabifities ¢ieated by said Executive Order and listed statutes are incorporatéd into-this Agreement.and are-controlling. - IR

. 14. This Agreement shall be interpreted under ang in confarmamx vnth the.law of the United States.

5. 1mﬁbth,fswt:ﬁﬂloﬁtm)’menml'}esq;nﬁéﬁ_orémpbéep[evasiom o ' . ‘ . L o

e T 3T, 09

epted it on belalf g

the,United States Government as a prior -

/4

The execution of this Agreement was witnessed by the undersigtisd why/a
condition.of aceess:to Sensitive Compastmented: Information” .

Y] ity

“WITNBSS and ACCEPTANCE:

P Lo R oy, . . o . oL L
1y s 4, 3 e —p——n

NG ACKNOWLEDGMENT |

SECURITY BRIEFING / DEBRIEFI

(Special’Aceess Programs by Inials Orly) B e
. . Painted oc Typed Name, S Organizaton - o

BRIEF  pae: __ ]| oEeREF oate .. . .}
b | " themby acknowledge that | was briefed.on the above.SC! ;] . | Having baan seminded of my confining obligatien to - 3
Spedial Access Program(s): o C et o complywith the torms ¢f this Agreement, Fheneby. S
! S o L acknowtedge-that | was debrisfed on the.above:SCT ~ -

' 1 :]. 'Spedial Access Prograim(s): -

" Signatyre of Individuat Debriofed L
Y on e bv { io sl s e .
e ‘(Aﬂ'l k

A .~
P A X

i Tl

eI

SO 10% MTN DIV, FT Drum, NY ©

AN
-
—

Né_ﬁ . PrgtedorTypedName = .., .. .. Organizatioa (Nama and Address) . -
NQTICE: The Privacy Ack.5 U.5.C. 5223, tequires that federal agencies inform Indiiduals, at tie e IRfarmaton Is soliied: from them, viiether (i
disclosure is mandatory or voluntary, by. what authority.such-information s eolicited, and-whatuses wilt be made of the informmtion. You m-maradasgg
that authority: for soliditing your Sodial Security Account Number (SSN).Is Executive. Order 9397. Your SSN will be used fo identify you desdy. when l(.cs
necessaty fo 1) certify that you have access to the information indicated above, 2) determine that your access to the information has teminated, or 3) certify
gteat you hﬁaov:.s witnessed a briefing or debriefing. Although disclosure 6f your SSN is not mandatory, your failure- to do so may impede such certifications. o)
temminations. Pt ‘ o . ‘
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CLASSIFIED INFORMATION NONDISCLOSURE AGREEMENT

AN AGREEMENT BETWEEN AAN NI & gfo&\e.\/ AND THE UNITED STATES
' (Name of Individual - Printed or typet) '

. Intending te be legally bound, | hereby accept the obligations contained in this Agreement in consideration of my being
granted access to classified information. As used in this Agreement, classified information is marked or unmarked classified
information, including oral communications, that is classified under the standards of Executive Order 12958, or under any
other Executive order or statute that prohibits the unauthorized disclosure of information in the interest of national sacurity;
and unclassified information that meets the standards for classification and is in the process of a classification determination
as provided in Sections 1.2, 1.3, and 14(e) of Executive Order 12958, or under any other Executive order or statute that
requires protection for such information in the interest of national security. { understand and accept that by being granted
access to classified information, special confidence and trust shall be placed in me by the United States Government. -

2. | hereby acknowledge that | have received a security indoctrination concerning the nature and protectlon of classified
information, including the procedures to be followed in ascertaining whether other persons to whom | contemplate disclosing
this information have been approved for access to it, and that | understand these procedures.

3. | have been advised that the unauthorized disclosure, unauthorized retention, or negligent handling of classified
information by me could cause damage or irreparable injury to the United States or could be used to advantage by a foreign
nation. | hereby agree that | will never divuige classified information to anyone unless: (2) | have officially verified that‘the
recipient has been properly authorized by the United States Government to receive it; or (b) | have been given prior written
notice of authorization from the United States Government Depariment or Agency (hereinatter Dapartment or Agency)
responsible for the classification of the information or last granting me a security clearance that such disclosure is permitted. |
understand that if | am uncertain about the classification status of information, | am required to confirm from an authorized

_ official that the information is unclassified before | may disclose it, except to a person as provided in (a) or (b}, above. 1
further understand that | am obligated to comply with laws and regulations that prohibit the unauthorized disclosure of

classlified information.

4. 1 have been advised that any breach of this Agreement may result in the termination of any security clearances | hold;
removal from any position of special confidence and trust requiring such clearances; or the termination of my employment or
other relationships with the Departments or Agencies that granted my security clearance or clearances: in addition, [ have
been advised that any unauthorized disclosure of classified information by me may constitute a viclation, or violations, of
United States criminal laws, including the provisions of Sections 641, 793, 794, 798, *952 and 1924, Title 18, United

States Code, " the provisions of Section 783(b), Title 50, United Statés Code, and the provisions of the Intelligence Identities
Protection Act of 1982. | recognize that nothing in this Agréement constitutes a waiver by the United States of the right to

prosecute me for any statutory violation.

5. [ hereby _assign to the United States Government all rbyalties, remunerations, and emoluments that have resulted, will
resuit or may resuit from any disclosure, publication, or revelation of classified information not consistent with the terms of

this Agreement.

6. I understand that the United States Government may seek any remedy available to it to enforce this Agreement including,
but not limited to, application for a court order prohibiting disclosure of information in breach of this Agreement. .

7. lunderstand that all classified information to which | have access or may obtain access by signing this Agreement is now
and will remain the property of, or under the contro! of the United States Government unless and until otherwise determined
by an authorized official or final ruling of a court of law. | agree that I shali return alt classified materials which have, or may
come into my possession or for which | am.responsible because of such access: (a) upon demand by an authorized
representative of the United States Government; (b) upon the conclusion of my employment or other relationship with the
Department or Agency that last granted me a security clearance or that provided me access to classified information; or (c)
upon the conclusion of my employment or other reiationship that requires access to classified information. If [ do not return
such materials upon request, | understand that this may be a violation of Section 793 and/or 1924, Title 18, United States

Code, a United States criminal law.

8. Unless and until | am released in writing by an authorized representative of the United States Government, | understand
that all conditions and obligations imposed upon me by this Agreement apply during the time | am granted access to classified.

_information, and at ail times thereafter.

8. Each provision of this Agreement is severable. If a court should find any prov:snon of this Agreement to be unenforcgable,
all other prov:snons of this Agreement shall remain in full force and effect.

( Continue on reverss. ) .
STANDARD FORM'312 (REV. 1-00)

‘NSN 7540-01-280-5499 .
Pravious editlon not usable. — Prescribed by NARAASOO
. ’ . For OfTicial Use Only 32 CFR 2003, E.Q. 12058
Law Enforcement : APD PE v1.00

L Sensitive ]

98/;01 N




V028-10-M>21-1n717

10. These restrictions are consistent with‘-}f(do not supersede, conflict with or otherwise af'im\ﬁ:employee obligations,
rights or.liabilities created by Executive Order 12356; Section 7211 of Title 5, United States Code (governing disclosures to
Congress); Section 1034 of Tifle 10, United States Code, as amended by the Military Whistleblower Protection Act (governing
disclosure to Congress by members of the military); Section 2302(b)(8) of Title 5, United States Code, as amended by the
Whistleblower Protection Act (governing disclosures of illegality, waste, fraud, abuse or public health or safety threats); the
Intelligence Identities Protection Act of 1982 (50 U.S.C. 421 et seq.) (governing disclosures that could expose confidential

" Government agents), and the statutes which protect against disclosure that may compromise the national security, including
Sections 641, 793, 794, 798, 952 and 1924 of Title 18, United States Code, and Section 4(b) of the Subversive Activities
Act of 1950°(50 U.S.C. Section 783(b)). The definitions, requirements, obligations, rights, sanctions and liabilities created by
said Executive Order and listed statutes are incorporated into this Agreement and are controlling.

11. 1 have read this Agreement carefully and my questions, if any, have been answered. | acknowiedge that the briefing
officer has made avaliable to me the Executive Order and statutes referenced in this Agreement and its implementing
regulation (32 CFR Section 2003.20) so that | may read them at this time, if | so choose.

SIGNATURE/ ‘ \ DATE SOCIAL §ECURITY NUMBER
Il sef of
ORGANIZATION (IF CONTRACTOR, LICENSEE, GRANTEE OR AGENT, PROVIDE: NAME, ADDRESS, AND, IF APPLICABLE, FEDERAL SUPPLY CODE NUMBER)
(Type or Print)

Meanannn, .3(«&\@/ Ech\(g\
IDICS TN Riva. Ridee O
U Beum | oy \RLOD

WITNESS . ; ACCEPTANCE
THE EXECUTION OF THIS AGREEMENT WAS WITNESSED BY| THE UNDERSIGNED ACCEPTED THIS AGREEMENT ON
THE UNDERSIGNED. . BEHALF OF THE UNITED STATES GOVERNMENT.
SIGNATURE DATE SIGNATURE ' DATE

i Sep oK
" NAME ANDADDRESS }Type or print) ‘

Balonek, Kyle J
10100 N. Riva Ridge Loop 10100 N. Riva Ridge Loop
FT. Drum, NY 13601 FT. Drum, NY 13601

NAME AND ADDRESS (Type or prinf)

SECURITY DEBRIEFING ACKNOWLEDGMENT -

1 reaffirm that the provisions of the espionage laws, other federal criminal laws and executive orders applicable to the safeguarding of classified

information have been made available to me; that | have returned all classified information In my custody; that I will not communicate or

transmit classified information to.any unauthorized person or organization; that [ will promptly report to the Federal Bureau of Investigation any

attempt by an unauthorized person to solicit classified information, and that | (have) (have not) (strike out inappropriate word or words) .
~ received a security debriefing,

SIGNATURE OF EMPLOYEE

DATE

NAME OF WITNESS (Type or print) SIGNATURE OF WITNESS

NOTICE: The Privacy Act, 5 U.S.C. 552a, requires that federal agencies inform individuals, at the time information is soiicited from them, whether the
disclosure is mandatory or voluntary, by what authority such information s soliclted, and what uses will be made of the information. You are hereby
advised that authority for soliciting your Social Security Account Number (SSN) is Executlve Order 9397. Your SSN will be used to identify you
precisely when it I8 necessary to 1) certify that you' have access to the information indicated above or 2) determine that your access to the
information indicated has terminated. Although disclosure of your SSN is not mandatory, your failure to do so may Impede the processlng of

such oertlﬁcatlons or determinations, or possibly result in the denial of your being granted access to classified tnformation

* NOT APPLICABLE TO NON-GOVERNMENT PERSONNEL SIGNING THIS AGREEMENT. ;
STANDARD FORM 312 BACK (REV. 1-00)

For Official Use Ounly APD PE v1.00
Law Enforcement
Sensmve i . 99/’0,
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AFDR-BBA-IN 22 January 2009

MEMORANDUM TO Division Provost Marshal

SUBJECT: Request for Local Provost Marshal Records Check

1. Reference: AR380-67, Personnel Security Program, 9 Sep 88

2. In accordance with AR380-67, the individual listed below requires a local law enforcement
records check. This check is to determine if the individual has a record of any derogatory
information. This information will become a part of the individual's application for a personnel
security clearance.

3. Request your office conduct this check and indicate below if there is a record of any
derogatory information.

4. Individual Information:

NAME: Bradley E. Manning

RANK: PFC
UNIT: HHC 2BCT
SSN:

Kyle J\Balbnek\)
2BCT Personal Security Manager
315-772-7346

FOR PROVOST MARSHAL USE ONLY

TO WHOM IT MAY CONCERN

1. The above named individual does / do (circle one) have derogatory information.

2. The list of positive results is listed here’

NAME OFFENSE DATE MPR-NO

e

PMO APPROVING AUTHORITY
FOSERE £ MARGREY

FOR OFFICIAL USE ONLY
Law Enforcement Sensitive
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Person Summary
MANNING, BRADLEY EDWARD
Person Category Active Duty - Enlisted (USA) -
ssn: R Date of Birth: 1987 12 17
Open Investigation: N/A Marital Status: N/A
PSQ Sent Date: N/A Place of Birth: Oklahoma
Attestation Date: N/A Citizenship: U.S. Citizen
Incident Report: N/A NdA Signed:Yes
SF 713 Fin Consent Date: N/A NdS Signed: No
" SF 714 Fin Disclosure N/A
Date:
Polygraph: N/A
Foreign Relation: 1, Mother, United Kingdom
P ¢ ' Request to Res d
f Eligibility
Non-SC| Access History
NdA History
Accesses
Suitability and .
Category US Access PSP Trustworthiness Available Actions
Active Duty - Top Secret No IT: 3 Indoctrinate Non-
Enlisted (USA) SCI

Public Trust: N/A
brief Non-SCI

Child Care: N/A

Person Category Information

Category Classification: N/A
Organization: WBDAAA, 0010 IN HHC 02 HHC BDE LID, , FT DRUM, NY, 13602
Organization Status: N/A
Occupation Code: N/A Separation Date: N/A
SCI SMO: N/A

Non-SCI SMO:2ND BCT, SID, Leve! &, IS G s army.mil

Servicing SMO: Yes

Office Symbol: N/A Grade: E3
Position Code: N/A PS:N/A
Arrival Date: N/A RNLTD: N/A
Office Phone Comm: N/A . Office Phone DSN: N/A
Separation Status: N/A TAFMSD:2007 09 26
Interim: N/A Proj. Departure Date: N/A
Proj. UIC/RUC/PASCODE: N/A
Report Incident In/Out Process
Remarks
Lot Suspense Data
—
- A -
© < Investigation Summary ‘ Investigation History
%
E ? FOR OFFICIAL USE ONLY
g Law Enforcement Sensiiva
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JUAVS Person Summary rage £ vt e
0028-10-CID221-10117

— N
SSBI from OPM, Opened: 2007 10 10 Closed 2008 01 15
ENAC from OPM, Opened: 2007 09 26 Closed 2007 10 02
Adjudication Summary Adjudication Histo

PS! Adjudication of SSBI OPM, Opened 2007 10 10, Closed 2008 01 15, determined
Eligibility of SCI - DCID 6/4 on 2008 10 06 ArmyCCF

Interim SCI Adjudication of ENAC OPM, Opened 2007 09 26, Closed 2007 10 02,
determined Eligibility of Interim SCI on 2007 10 17 ArmyCCF

External Interfaces
Perform SH Search DCIi

Notice: Under the Privacy Act of 1974, you must safeguard personnel information retrieved through this
system. Disclosure of information is governed by Title 5, United States Code, Section 552a Public Law 93-579,
DoDD 5400.11, DoDR 5400.11-R and the applicable service directives.

=
I
o
[
@54 FOR OFFICIAL USE ONLY
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DEPARTMENT OF THE ARM__ 0028-10-CID221-10117
" HEADQUARTERS, 2D INFANTRY BRIGADE COMBAT TEAM
10TH MOUNTAIN DIVISION (LIGHT INFANTRY)
FORT DRUM, NEW YORK 13602

AFZS-LF-| 22 January 2009

MEMORANDUM FOR SSO, 10th MTN Division

SUBJECT: Nomination for SC| Access

1. The following Individual requires access to SCI material:

NAME AND RANK: Manning, Bradley E.

SSN, DOB, POB: m NS 17 December 1987, San Diego, CA
POSITION: , Intelligence Analyst

ORGANIZATION: HHC, 2BCT 10th Mountain Division

EMAIL Address bradley.manning@us.army.mil

2. Justification. PFC Manning is an Intelligence Analyst assigned to the S2 section
2BCT, 10th Mountain Division (LI). He requires a TS Clearance with access to SCI
(SUTK/G/HCS). '

3. PFC Manning's requirement for TS/SCI is validated by the unit Security Manager
and certified there are no known reasons why this individual should be denied access to
SCI. Additionally, should any such information be discovered, it will be reported to the
10th MTN Division SSO immediately.

4. The point of contact for this memorandum is the undersigned at [[iEIESIR

Brig'ade Security Manager
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(UHF6H6) INDOCTRINATION FOR SENSITIVE SERIES COMINT

(WIFouo)
1. (&) Certain communications intelligence, due to its unique or highly sensitive

nature, is Published in GAMMA series reports and requires more restrictive bandling
than norma! TOP SECRET Codewoxd Product. :

I 70)
2. (€) Iy accordance with the commmuty—wxdc criterig set fortl‘ in the Signals

Intelligence Security Regulations (SISR), COMINT is placed in the GAMMA Series by
the Director, NSA based on one or more of the following factors:

a. Collection methods, when the dissemination of the information could reveal an
unusually sensitive method or location. ,

b. Ahalyﬁc techniques, when the dissemination of the information could reveal an
unusually sophisticated SIGINT techrnique. )

c. Security provisos, when a providing Agency (other than NSA) determines that
restricted protection Is necessary to protect a sensitive means of collection or when
the existence. or contents of the report could reveal the means of collection.

d. Sensitive substantive content

¢. 4 sepsitive target

3. (UHPGUO) Access to GAMMA COMINT requires special clearance.
wr
4. (€) If used in any manxer in other publzca.non, memos, cables or briefings,
GAMMA information must be identified by the caveat "GAMMA Controlled ktem" and
access to such materials may only be afforded to persons having the GAMMA
clearance. GAMMA material is never used in formal COMINT series reports outside the

GAMMA Control System.

(WFoup)
5. (€) GAMMA sensitive series COMINT produced by U.S. or second party

cryptologic activities is casily recognized by the use of the zppropriate GAMMA control
caveat. Additionally, these items are identified in the COMINT serial.

EXAMPLE: G/O./XXXX—Q!

I have read and anderstand this memo

Date: 29T A o‘
Signature: " oy

Print:_ Ma VU6, CROLIYE.
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7] Person Summary

MANNING, BRADLEY EDWARD

Person Category Active Duty - Enlisted (USA)
ssn: DI Date of Birth: 1987 12 17
Eligibility: . 010 /4, 2008 1006, DoD Place of Birth: Oklahoma

Investigation: SSBI, 2008 01 15, OPM

Accesses
Category US Access Tf::tt::?:ttgl::gs SClI
Active Duty - Enlisted Top Secret IT:3 Sl
(USA)
Public Trust: N/A TK
Chlild Care: N/A G
HCS
Access Number: N/A

Person Category Information

Category Classification: N/A
" Organization: WBDAAA, 0010 IN HHC 02 HHC BDE LID, , FT DRUM, NY, 13602
Organization Status: N/A

Grade: E4 Interim: N/A

External Interfaces
Perf h

Notice: Under the Privacy Act of 1974, you must safeguard personnel information retrieved through this
system. Disclosure of information is governed by Title 5, United States Code, Section 552a Public Law 93-579,
DoDD 5400.11, DoDR 5400.11-R and the applicable service directives.
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| Person Summary
MANNING, BRADLEY EDWARD

Person Category Active Duty - Enlisted (USA) -
ssNnEISE Date of Birth: 1987 12 17
Eligibility: (szg:: OCID 6/4, 2008 10 06, DoD Place of Birth: Oklahoma

Investigation: SSBI, 2008 01 15, OPM

Accesses
Suitability and
Category US Access Trustworthiness SCI
Active Duty - Enlisted Top Secret IT: 3 Yes
(USA)

Public Trust: N/A

Child Care: N/A

Person Category Information

Category Classification: N/A
Organization: WBDAAA, 0010 IN HHC 02 HHC BDE LID, , FT DRUM, NY, 13602
Organization Status: N/A

Grade: E4 Interim: N/A

External Interfaces
Perform Sl Search

Notice: Under the Privacy Act of 1974, you must safeguard personnel information retrieved through this
system. Disclosure of information is governed by Title 5, United States Code, Section 552a Public Law 93-579,
DoDD 5400.11, DoDR 5400.11-R and the applicable service directives.
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