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JOHN GREENEWALD 
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CASTAIC CA 91384 

Dear Mr. Greenewald: 

NATIONAL SECURITY AGENCY 
CENTRAL SECURITY SERVICE 

FORT GEORGE G. MEADE, MARYLAND 20755-6000 

FOIA Case: 102958A 
8 December 20 17 

This is our final response to your Freedom of Information Act (FOIA) request of 
15 November 2017, for Intellipedia pages on "MUHAMAD WANNDY BIN MOHAMAD 
JEDI" and any pages that contain this phrase. As stated in our previous response, 
dated 16 November 2017, your request was assigned Case Number 102958. For 
purposes of this request and based on the information you provided in your letter, 
you are considered an "all other" requester. As such, you are allowed 2 hours of 
search and the duplication of 100 pages at no cost. There are no assessable fees for 
this request. Your request has been processed under the FOIA. 

For your information, NSA provides a service of common concern for the 
Intelligence Community (IC) by serving as the executive agent for Intelink. As such, 
NSA provides technical services that enable users to access and share information 
with peers and stakeholders across the IC and DoD. Intellipedia pages are living 
documents that may be originated by any user organization, and any user 
organization may contribute to or edit pages after their origination. Intellipedia pages 
should not be considered the final, coordinated position of the IC on any particular 
subject. The views and opinions of authors do not necessarily state or reflect those of 
the U.S. Government. 

We conducted a search of all three levels of Intellipedia for the requested topic, 
and located one document that is responsive to your request. This document is 
enclosed. Certain information, however, has been deleted from the enclosure. 

This Agency is authorized by statute to protect certain information concerning 
its activities (in this case, internal URLs) as well as the names of its employees. Such 
information is exempt from disclosure pursuant to the third exemption of the FOIA, 
which provides for the withholding of information specifically protected from 
disclosure by statute. The specific statute applicable in this case is Section 6, Public 
Law 86-36 (50 U.S. Code 3605). We have determined that such information exists in 
this record, and we have excised it accordingly. 

In addition, personal information regarding individuals has been deleted from 
the enclosures in accordance with 5 U.S.C. 552 (b)(6). This exemption protects from 
disclosure information that would constitute a clearly unwarranted invasion of 
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personal privacy. In balancing the public interest for the information you request 
against the privacy interests involved, we have determined that the privacy interests 
sufficiently satisfy the requirements for the application of the (b)(6) exemption. 

Since these deletions may be construed as a partial denial of your request, you 
are hereby advised of this Agency's appeal procedures. You may appeal this decision. 
If you decide to appeal, you should do so in the manner outlined below. 

• The appeal must be in writing and addressed to: 

NSA/CSS FOIA/PA Appeal Authority (P132), 
National Security Agency 
9800 Savage Road STE 6932 
Fort George G. Meade, MD 20755-6932 

• It must be postmarked no later than 90 calendar days of the date of this letter. 
• Please include the case number provided above. 
• Please describe with sufficient detail why you believe the denial of requested 

information was unwarranted. 
• NSA will endeavor to respond within 20 working days of receiving your appeal, 

absent any unusual circumstances. 
• Appeals received after 90 days will not be addressed. 

For further assistance and to discuss any aspect of your request, you may 
contact our FOIA Public Liaison at foialo@nsa.gov. You may also contact the Office of 
Government Information Services (OGIS) at the National Archives and Records 
Administration to inquire about the FOIA mediation services they offer. OGIS contact 
information is: Office of Information Services, National Archives and Records 
Administration, 8601 Adelphi Road-OGIS, College Park, MD 20740-6001; e-mail: 
ogis@nara.gov; main: 202-741-5770; toll free: 1-877-684-6448; or fax: 202-741-5769. 

Encl: 
afs 

Sincerely, 

JOHN R. CHAPMAN 
Chief, FOIA/PA Office 

NSA Initial Denial Authority 
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(U) Muhamad Wanndy Bin Mohamad 
Jedi 

UNCLASSIFIED 
From Intellipedia 
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Malaysian national Muhammad Wanndy Mohamed Jedi is a lead recruiter for Majmu'ah al Arkhability, 
an ISIL battalion of Southeast Asian fighters in Iraq and Syria. Originally called Katibah Nusantara, this 
group functions as an independent operational unit mounting both frontline combat and terrorist attacks. 
Wanndy is a 26-yr-old male from Durian Tunggal, Malacca, Malaysia, who was confirmed as one of the 
first Malaysian ISIL foreign fighters in Syria. In FEB 2015, Wanny was seen smiling and crouching 
over a Syrian prisoner' s dead body while another Malaysian, Mohd Faris Anuar' s was likely the 
cameraman. Neighbors described Wanndy as a loner who always isolated himself from those around 
him and had guests who would visit him for long periods between AUG-DEC 2014, prior to leaving for 
Syria with his wife in JAN 2016. Wanndy' s friends reported that he had contacts in in Kuala Lumper, 
whom he visited fre uentl to brin back ba s ofmone , re ortedl used to settle his and his wife ' s 
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debts, facilitate their move to Syria and in his local recruitment efforts for IS. Using Telegram and 
Facebook, Wanndy has radicalized and recruited a number of Malaysians who have been arrested for a 
number of charges to include collecting funds for ISIL, acquiring chemicals to make bombs, and setting 
up work arrangements with militant groups in Southeast Asia. Many of these operations were revealed 
in numerous arrests made in JAN and MAY by Malaysian counter-terrorism authorities. Malaysian 
officials also froze a family member' s account in MAY, suspected of funneling money to the group. 
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