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NATIONAL SECURITY AGENCY 
FORT GEORGE G. MEADE, MARYLAND 20755-6000 

JOHN GREENEWALD 
27305 W LIVE OAK ROAD 
SUITE 1203 
CASTAIC CA 91384 

Dear Mr. Greenewald: 

FOIA Case: 105023A 
23 October 2018 

This responds to your Freedom of Information Act (FOIA) request of 
27 August 2018, which was received by this agency on the same day, for Intellipedia 
Category Pages for Transformation 3.0. As stated in our initial response to you dated 
10 September 2018, your request was assigned Case Number 105023. For purposes 
of this request and based on the information you provided, you are considered an "all 
other" requester. As such, you are allowed 2 hours of search time and the duplication 
of 100 pages at no cost. There are no assessable fees for this request. Your request 
has been processed under the provisions of the FOIA. 

For your information, NSA provides a service of common concern for the 
Intelligence Community (IC) by serving as the executive agent for Intelink. As such, 
NSA provides technical services that enable users to access and share information 
with peers and stakeholders across the IC and DoD. lntellipedia pages are living 
documents that may be originated by any user organization, and any user 
organization may contribute to or edit pages after their origination. lntellipedia pages 
should not be considered the final, coordinated position of the IC on any particular 
subject. The views and opinions of authors do not necessarily state or reflect those of 
the U.S. Government. 

We conducted a search across all three levels of Intellipedia and located one 
document responsive to your request. The document is enclosed. Certain 
information, however, has been deleted from the document. 

Some of the withheld information has been found to be currently and properly 
classified in accordance with Executive Order 13526. The information meets the 
criteria for classification as set forth in Subparagraph (c) of Section 1.4 and remains 
classified TOP SECRET as provided in Section 1.2 of Executive Order 13526. The 
information is classified because its disclosure could reasonably be expected to cause 
exceptionally grave damage to the national security. Because the information is 
currently and properly classified, it is exempt from disclosure pursuant to the first 
exemption of the FOIA (5 U.S.C. Section 552(b)(1)). 

In addition, this Agency is authorized by various statutes to protect certain 
information concerning its activities. We have determined that such information 
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exists in this document. Accordingly, those portions are exempt from disclosure 
pursuant to the third exemption of the FOIA, which provides for the withholding of 
information specifically protected from disclosure by statute. The specific statutes 
applicable in this case are Title 18 U.S. Code 798; Title 50 U.S. Code 3024(i); and 
Section 6, Public Law 86-36 (50 U.S. Code 3605). 

Since these deletions may be construed as a partial denial of your request, you 
are hereby advised of this Agency's appeal procedures. If you decide to appeal, you 
should do so in the manner outlined below. 

• The appeal must be in sent via U.S. postal mail, fax, or electronic delivery (e­
mail) and addressed to: 

NSA FOIA/PA Appeal Authority (P132) 
National Security Agency 
9800 Savage Road STE 6932 
Fort George G. Meade, MD 20755-6932 

The facsimile number is (443)4 79-3612. 
The appropriate email address to submit an appeal is FOIARSC@nsa.gov. 

• It must be postmarked or delivered electronically no later than 90 calendar days 
from the date of this letter. Decisions appealed after 90 days will not be 
addressed. 

• Please include the case number provided above. 
• Please describe with sufficient detail why you believe the denial was 

unwarranted. 
• NSA will endeavor to respond within 20 working days of receiving your appeal, 

absent any unusual circumstances. 

For further assistance or to discuss your request, you may contact our FOIA 
Public Liaison at foialo@nsa.gov. You may also contact the Office of Government 
Information Services (OGIS) at the National Archives and Records Administration to 
inquire about the FOIA mediation services they offer: Office of Information Services, 
National Archives and Records Administration, 8601 Adelphi Road-OGIS, College 
Park, MD 20740-6001; e-mail: ogis@nara.gov; main: 202-741-5770; toll free: 1-877-
684-6448; or fax: 202-741-5769. 

End: 
afs 

Sincerely, 

ft»Af 1v 
F 

John R. Chapman 
Chief, FOIA/PA Office 

NSA Initial Denial Authority 
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(U//FOUO) Transformation 3.0 

From Intellipedia 

Contents 

TOP SECRETh'BI 

(U) This page has not been edited since October 11 , 20 II . Please 
help with completing or updating the page if it has intelligence 
value 

(U) See lntellipedia:Abandoned pages for more information about pages 

with this banner. 

(U) See the discussion page for more information about the status of this 
page. 

. .. 

• 1 (U) Background 
• 2 (U) Details 
• 3 (U) Goals 
• 4 (U) See Also 
• 5 (U) References 

(U) Background 

.. I (b) ( 3) - P.L . 86 - 36 1 

(U/It'OUQ) Following the Cold War, Transformation 1.0 positioned NSA to grapple with more varied threats 
and more modem technology. Transformation 2.0, beginning in 2000, fashioned new relationships for the new 
world order, redrawing distinctions between national and tactical, producer and consumer, collector and 
operator, etc. Now, as NSA's customers and adversaries move onto the Net, NSA is shedding its residual 
industrial age practices in favor of the agility that life on the Net demands. The National Security 
Transformation Imperative required NSA/CSS to develop U.S. network supremacy and to lead the effort to 
develop a solution to Net Warfare vulnerabilities. In this new communications world, where the same global 
digital infrastructure serves us as well as our adversaries, Transformation 3.0 focuses on being prepared to 
exploit, defend, and/or attack in the entire operational space. 

(b) (1) 

(b ) (3) - 5 0 usc 3024 (i) Approved for Release by NSA on 10-23-2018, FOIA Case # 105023 
l of4 (b) (3)-P . L . 86 - 36 8/27/2018 lO:ll M 
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(b) (1) 

(b) (3) - 50 usc 3024 (i) 

(b) (3) - P . L. 86-36 

(b ) (1) 

(b) (3) - 18 USC 798 (a) 

(b) (3) - 50 usc 3024 (i) 

(b) (3) -P.L. 86 - 36 
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• (U) Advanced Analytic Tools: Provide the capability f~ analysts to exploit orders of magnitude more 
information through the procurement and fielding of state·.of the art software tools. 

• (i'SHSI-) Robust IT Infrastructure: Develop the IT infrasb;ucture to facilitate the global exploitation and 
attack of the global network, and defense ofU.S. assets. · 

• ('ff3HSI1 Exploitation of Increasingly More Difficult Encryp~on : Acquire and retain a core density of 
personnel in the fields of crypto-mathematics, high performance computing, and signals exploitation. 
Provide the necessary resources for these personnel to maintain ~\lr ability to decrypt future advanced 

• rncryption algorithms. . 

• ('ff3//S+) I' National'to ,Tactical: E,nsure we train and operate as 
I lfom :the natiOnal to tactical level, providin.g the ac~ss to resources and data 
needed to acCQmplish the mission. . 

• (U) High Assu'r;mce on th~ Protection of our Information Networks:. Pro~ide the protection of our 
information on tlie. global information network. · ·.. '.. 

• (U) Establishment of an operational environment that ensures continuous availaJ>ility and minimizes . . . 
operator intervention. ·.. · · :.r-----------, 

(U) See Also 

. .. 
'j (b) (3) - P . L . 86 - 36 1. 

• Comprehensive National Cybersecurity Initiative 

(U) References 

1. NSA FY2008 Agency Financial Report 

I 
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• This page has been accessed 2,309 times. 
• 5 watching users 
• This page was last modified 13:05, 19 March 2018 by 
I Most recent editors 
I bridl- · · · · · ------jand others ... _ .. ___ . . . L------_--__ -:-. ~------' 
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Use of this U.S. Government system, authorized or unauthorized, constitutes consent to monitoring of this system . Unauthorized use may subject you to criminal 
prosecution. 

Evidence of unauthorized use collected during monitoring may be used for administrative, criminal, or other adverse actions. 
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