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DEFENSE INTELLIGENCE AGENCY 

WASHINGTON, D.C. 20340-5100 

U-14-4012/FAC2A1 (FOIA) 

Mr. John Greenewald 
 

 

Dear Mr. Greenewald: 

NOV 19 Z014 

This responds to your Freedom oflnformation Act (FOIA) request, dated October 20, 2009, 
that you submitted to the Defense Intelligence Agency (DIA) for a copy ofthe DIA Employee 
Manual or Handbook. I apologize for the delay in responding to your request. DIA continues its 
efforts to eliminate the large backlog of pending FOIA requests. In order to properly respond, it 
was necessary to consult with multiple offices within the agency. A search ofDIA's systems of 
records located one document (218 pages) responsive to your request. 

Upon review, I have determined that some portions the document must be withheld in part 
from disclosure pursuant to the FOIA. The withheld portions are exempt from release pursuant 
to Exemptions 3 and 6 ofthe FOIA, 5 U.S.C. § 552 (b)(3) and (b)(6). Exemption 3 applies to 
information specifically exempted by a statute establishing particular criteria for withholding. 
The applicable statutes are 10 U.S.C. § 424 and 50 U.S.C. § 3024(i). Statute 10 U.S.C. § 424 
protects the identity ofDIA employees, the organizational structure ofthe agency, and any 
function ofDIA. Statute 50 U.S.C. § 3024(i) protects intelligence sources and methods. 
Exemption 6 applies to information which if released would constitute an unwarranted invasion 
of the personal privacy of other individuals. 

If you are not satisfied with my response to your request, you may exercise your right to file 
an administrative appeal by writing to the address below and referring to case number 0050-
2010. Your appeal must be postmarked no later than 60 days after the date of this letter. 

Defense Intelligence Agency 
7400 Pentagon 
ATTN: FAC2A1 (FOIA) 
Washington, D.C. 20301-7400 

Enclosure 

Sincerely, 

!'l 7 '/ . 
L !..U~ . bU,}jij/~ 

Alesia Y. W lliams ~ M 
Chief, FOIA and Declassification Services Office 
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1. Introduction 
Welcome to DIA! The information in this reference guide will help you navigate through 
DIA and the many policies governing its employees. As a DIA employee, it is your 
responsibility to understand and abide by the rules and regulations outlined in this 
manual. 

This book should help: 

•!• Acclimate you to DIA 
•!• Familiarize yourself to DIA locations and facilities 
•!• Answer common new employee questions 
•:• Shed light on important employee policies 
•!• Provide useful tips and reminders 
•!• Highlight key acronyms, phone numbers, and contact information 



2. Key 

Attention 

UNCLASSIFIED 

Descri tion . I, 

Highlights critical information or requirements for DIA 
supervisors 

$~ ~ Indicates information applies to military personnel only 

A Highlights important information 

? 
• 

.('~ 
~ 
--u·.: ... ~ ~ .... 

· ~f)··~ 
j;:o' 

. ·., 

Calls attention to tips or suggestions; subsequent tips can be 
identified from the bullets below 
c Main Tip 

a Sub Ti 

Poses a question: the question is in italics and the answer is in 
bold italics 

Identifies tools that employees can use from the book, such as 
procedural checklists and instructions for filling out HR forms 

Highlights key point of contact (POC) information 

Alerts to more information found in another section of the 
handbook 

Indicates that more information on DIA policies and procedures is 
located in existing documentation 

Indicates that an action should not be taken 
Hi hli hts tasks to be com leted 

Calls out information found in eZHR or tips for navigating eZHR 

~ eZHR Forms Details documents found in eZHR Forms 
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3. Getting Started and Sponsorship Program 

Gateway 

The Gateway program is designed to welcome new employees to DIA and to provide 
the best information on the Agency's mission, vision, culture, employee services, and 
security processes and procedures. Gateway helps new employees gain the 
knowledge and tools necessary to transition into their respective roles at DIA. 

The bi-weekly program covers a variety of topics on life at DIA. 

Gateway is a week long program for all new DIA civilian employees. During the first 2% 
days, new civilian employees have the opportunity to learn about and complete all the 
necessary paperwork in order to begin officially as a DIA employee. New employees 
are briefed on security at DIA, civilian benefits, and all other HR personnel 
requirements. 

During the last 2% days, Gate!way demonstrates how the individual supports DIA's core 
intelligence business function of strategic all-source analysis. All new employees are 
also briefed on security requirements, anti-terrorism, force protection, and procedures 
for classifications and markings. During this session, all new employees also complete 
all mandatory training requirements that are outlined in federal, DoD, and DIA 
regulations. 

Sponsorship Program 

The Sponsorship Program is designed to orient new employees to DIA. Each new 
employee is assigned a Sponsor to help get acclimated to their role and to serve as a 
new employee's primary source of reference for job-related questions and concerns. 

Before the completion of Gateway: 

0 Introduce the new employee to their division supervisor and colleagues 

0 Familiarize the new employee with the facility 

0 Discuss DIA training opportunities 

0 Direct new employees to the EAP Office for information regarding childcare or 
schooling 

0 HR or benefits questions should be referred to th~ 
D 

1 (b)(3) :10 ------------- -------- --- _us_Q_~ 2 4 

0 Contact the new hire to arrange a meeting time and place after Gateway is complete 
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After Gateway: 

~ Help to ensure that the new employee has a workspace with furniture, basic office 
supplies, telephone, and computer 

0 Assist with new the employee checklists 

0 Continue to maintain contact with the new employee to ensure a smooth transition 

4 
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4. DIA Organizational Chart 
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5. Senior Leadership Biographies 

(b)(3):1o usc I 

Director: Lieutenant General Ronald L Burgess, Jr., USA 
Deputy Director: Ms. Letitia A. Long 
Chief of Staff: Mr. Phillip R. Roberts 
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Lieutenant General Ronald L. Burgess, Jr., USA 
Director 

Defense Intelligence Agency 

BIOGRAPHY 
DEFENSE INTELLIGENCE AGENCY 

Lieutenant General Ronald L. Burgess, Jr., was commissioned in 
Military Intelligence through the Auburn University ROTC 
Program in 1974. He earned a Master of Science degree in 
Education from the University of Southern California in 1980, and 
a Master of Military Arts and Science from the U.S. Army 
Command and General Staff College in I 986. 

His military education includes the Armor Officer Basic Course, 
the Military Intelligence Officers Advanced Course, the Command 
and General Staff College, the Advanced Military Studies Program, and the Air War College. 

Lieutenant General Burgess has held a variety of key staff and command positions. 

His staff assignments include: Assistant Executive Officer to the Deputy Chief of Staff for 
Intelligence, Washington, D.C. in 1990; G-2, 25th Infantry Division (Light) from June I 993 to June 
1994 at Schofield Barracks, Hawaii . He served as J-2, Joint Special Operations Command (JSOC), 
Fort Bragg, North Carolina from July 1997 to June 1999; Director for Intelligence (J2) U.S. Southern 
Command from July 1999 until May 2003, and J2, Joint Staff from June 2003 to July 2005. Lieutenant 
General Burgess assumed duty as the Deputy Director ofNational Intelligence for Customer Outcomes 
in August 2005 transitioning to Director of the Intelligence Staff in February 2007. He was dual-hatted 
twice as the Acting Principal Deputy Director of National Intelligence from May 2006 to October 
2007, and January to February 2009. · 

Command assignments include: Company Commander, !24th Military Intelligence Battalion, 24th 
Infantry Division (Mechanized) at Fort Stewart, Georgia; command ofthe !25th Military Intelligence 
Battalion, 25th Infantry Division (Light), Schofield Barracks, Hawaii from June 1991 to June 1993; and 
command of the 470th Military Intelligence Brigade in Panama from July 1995 to June 1997. LTG 
Burgess became the 17m director of the Defense Intelligence Agency on March 18, 2009. 

His personal awards and decorations include the Defense Distinguished Service Medal, Defense 
Superior Service Medal (Two Oak Leaf Clusters), Legion of Merit, Meritorious Service Medal (Four 
Oak Leaf Clusters), Joint Service Commendation Medal, Army Commendation Medal, Army 
Achievement Medal, NATO Medal for Yugoslavia, Army General Staff Identification Badge, Joint 
Staff Identification Badge and Parachutist Badge. 

Lieutenant General Burgess and his wife Marta have five children: Lee, Regina, Julia, Mary, and John. 



MS. LETITIA A. LONG 
Deputy Director 

BIOGRAPHY 
DEFENSE INTELLIGENCE AGENCY 

Ms. Letitia A. Long became the Deputy Director of the 
Defense Intelligence Agency on 14 May 2006. Previously 
she was the Deputy Under Secretary of Defense for 
Intelligence (Policy, Requirements, and Resources) from 
June 2003 until May 2006. She also served in the positions 
of Deputy Director ofNaval Intelligence from July 2000 to 
June 2003 and the Director of Central Intelligence's (DCI) 
Executive Director for Intelligence Community Affairs, 
responsible for community wide policy formulation, 
resource planning and program assessment and evaluation 
between January 1998 and June 2000. 

Ms. Long entered federal service with the Navy in 1978 as a Project Engineer in training 
with the David Taylor Research Center. Upon completion of her degree in 1982, she 
continued with David Taylor Research Center for six years working on various 
submarine acoustic sensor programs. In 1988, Ms. Long joined the staff of the Director of 
Naval Intelligence where she managed Intelligence Research and Development programs. 

Ms. Long was selected into the Senior Intelligence Executive Service in July 1994 and 
was dual-hatted as the Director, Requirements, Plans, Policy, and Programs for the 
Navy N2 staff as well as the Director of Resource Management for the Office of Naval 
Intelligence (ONI). From 1994 to 1996, Ms. Long was on rotational assignment from 
ONI to the Defense Intelligence Agency (DIA) as Director of Military Intelligence (DMI) 
Staff Director. In 1996, Ms. Long joined DIA as the Deputy Director for Information 
Systems and Services where she directed DIA's first Chief Information Officer. 
worldwide information technology and communications programs. 

Ms. Long earned a BS in Electrical Engineering from Virginia Tech and a MS in 
Mechanical Engineering from the Catholic University of America. She is the recipient of 
the Department of Defense Medal for Distinguished Civilian Service, the Presidential 
Rank Award of Distinguished Executive, the Navy Distinguished Civilian Service 
Award, the Presidential Rank Award of Meritorious Executive (2 awards), the National 
Intelligence Distinguished Service Medal and the Defense Intelligence Agency Director' s 
Award (2 awards). Ms. Long is married to Mr. John Skibinski. They reside in Arlington, 
Virginia. 
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6. DIA Locations 
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BIOGRAPHY 
DEFENSE INTELLIGENCE AGENCY 

DEFENSE INTELLIGENCE SENIOR EXECUTIVE SERVICE 

PHILLIP R. ROBERTS 
Chief of Staff 

Mr. Phillip R. Roberts was appointed as Chief of Staff in March 2007. 
As Chief of Staff he insures timely satisfaction of the Agency's current 
requirements while developing the plans, process improvements, and 
strategies that prepare the Agency for the future. Prior to this 
assignment, Mr. Roberts was the Chief of DIA Liaison - London. He 
was the Vice Deputy Director for Analysis prior to becoming Chief of 
DIALL. The Directorate for Analysis and Production (DI), composed . 
of approximately J ,900 military and civilian personnel, provides all­
source intelligence analysis to the Unified Commands and deployed 
U.S. and allied forces; the Chairman, Joint Chiefs of Staff; and the 
Secretary of Defense. 

Prior to his appointment to Vice Deputy Director, Mr. Roberts served as the Chief, Operational 
Support Group, Directorate for Intelligence. As such, he was responsible for the production of all­
source intelligence on foreign infrastructure and operational environment related Issues, in support of 
deliberate and crisis planning requirements worldwide. 

ln August 1998, Mr. Roberts became a member of the Defense Intelligence Senior Executive Service 
(DISES). From 1998 to 1999, Mr. Roberts was the Chief, Office for Counterproliferation Support .. In 
this capacity, he was responsible for the production of all-source intelligence on foreign, nuclear, 
chemical, and biological warfare programs in support of U.S. counterpro!iferation efforts. From 1995 
to 1998, Mr. Roberts was the Senior Intelligence Officer (SIO), Office for Counterpro!iferation 
Support and from 1993 to 1995, he served as the SIO, Office for Ground Forces. 

. . 
From 1991 to 1993, Mr. Roberts served as the Deputy Functional Manager and Director, Office of 
General Military Intelligence Functional Management. In this capacity, he oversaw program planning 
and budget execution for approximately $520 million and 7,550 personnel. During this period, Mr. 
Roberts chaired the Council of Intelligence Producers and directed the "JIC/JAC studies" which served 
as the basis for the largest reallocation of Defense intelligence resources in the post-Cold War period. 
From 1989 to 1990, as the Special Assistant for Intelligence Production, Directorate for Research, he 
directed the production of finished intelligence and data base maintenance of over 800 analysts. Prior 
to 1989, Mr. Roberts served in other supervisory and analytical positions including Chief, North 
Korean Military Capabilities Branch, and Senior Intelligence Officer, Asia Division. 

Mr. Roberts has received two Intelligence Community National Meritorious Unit Citations and is a 
recipient of the Defense Intelligence Agency Award for Exceptional Civilian Service Medal, the 
Defense Intelligence Agency Award for Meritorious Civilian Service Medal, the Defense Intelligence 
Director's Award, and the Director of Central Intelligence Diversity Management Award. From 2004 
to 2007 he represented the Director, DIA at the NATO Intelligence Board. 

October 2007 
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General Information 

The Clarendon Boulevard building is a commercially leased facility. The building was 
constructed in 1984 and DIA occupied it in December 1987. 

Directions 

From Reagan National Airport 
•:• Take George Washington Parkway to 1-395 South. 

•!• Exit 1-395 at Route 11 0 (Rosslyn). 

•!• Follow Route 110 to Rosslyn. Stay in left lane to Wilson Boulevard. 

•!• Follow Wilson Boulevard approximately three miles to Highland Street. 

•!• Turn left on Highland Street. Building is on the right. 

From Dulles Airport 
•!• Take Dulles Access Road to 1-66 East. 

•!• Exit 1-66 East at Glebe Road . 

•:• Follow Glebe Road and turn left at Wilson Boulevard. 

•!• Follow Wilson Boulevard until it turns into Clarendon Boulevard. 

•!• Building is on the right. 

From Baltimore-Washington International Airport 
•!• Take 1-95 South to 1-66 West. 

•:• Exit 1-66 West at Glebe Road. 

•!• Follow Glebe Road and turn left at .Wilson Boulevard. 

•:• Follow Wilson Boulevard until it turns into Clarendon Boulevard. 

•!• Building is on the right. 

! Attention 

IMPORTANT PARKING INFORMATION FOR VISITORS TO 

THE CLARENDON FACILITY 

Garage parking is extremely limited and must be prearranged with the Clarendon 
Special Service Office at (703) 907-0900. Metered, street parking is available, but it is 
extremely limited. 

The Clarendon facility is also accessible via the metro at the Clarendon stop on the 
Orange Line. 

13 
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Clarendon 
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Genera/Information 

The MSIC is located on Redstone Arsenal, Alabama, and is a field operating agency of 
the Defense Intelligence Agency (DIA). Its origin is traced to the establishment of the 
U.S. Army Ballistic Missile Agency in 1956, which was headed by Dr. Wernhervon 
Braun, the father of U.S. missile technology. In 1967, MSIC became one of the six 
major scientific and technical intelligence production elements of DIA. Since 1992, 
MSIC has been an integrated production activity of the Department of Defense (DoD). 
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··': __ < ~~t;~;:;;J:c~~: .i}~::_ . ··· ···•< ,,.. -.•. ••• : ' .· ---------
.. (b}(3):10 

. ~ ' · lil_~~IJ ~~~; ~~ra.t~lu~t\....~·; I)C_ I,~~·par~~ -to pt.,l\.' iLh~· · lh_L~ . •tiJ:4•~· ~~~¢}~~ ~t'}"'u•linn:_ ~: ,· _;._ .. · . . . ·., ·: 
· ·. USC424 

. ·: : .'.' {~~ ~~~~-;~:iu~~':-lltll~lk:;:. : .· · ·. :: : ,: .. ' . • ~ ." , . . ·.· ': ·. · · ·. ·. ·->; -<;<\ .. : · 
- ~·----.::_--__,~~ 

· • .f31 ~ ..... '"' Nunat~r-' ·· · · .. · , ·, ·- ":: :: • . _,: ... . · .. , • 
, l4):1~J><' 111'.\,.....iJ;UUi(·.-: Rco1toio">-'<l • : :: .: ·" _-.: · . . .. 

. .IS) Uuil~in~ot ,\dti!V'<s: I ------- ... -L - .. ~ ... .: ~ c•. :·, :-, : · . . . . :· '· :· .. . , . · •·· . . ·· 

J . . . > . • .. " ==~ ·=- ---=E: ::-.:~:~~~ ·. 
Genera/Information 

·• ·· -

NCMI, located at Fort Detrick, Maryland, formerly the Armed Forces Medical 
Intelligence Center {AFMIC), transitioned to a national center on 2 July 2008 in 
recognition of its expanding role as the Intelligence Community's premier producer and 
coordinator of medical intelligence. AFMIC was transferred to DIA from U.S. Army Or:'11 
January 1992. 
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Floor Plan 

Room numbers are comprised of the following information: 

The first number or letter indicates the floor on which the room is located: B = 
Basement, M = mezzanine, 1-5 = floors 

The next letter indicates the ring on which the room is located. (Rings are designated 
as A,B,C,D, and E for the mezzanine and floors 1-5 plus the additional rings F and Gin 
the basement only.) 

The next digit or the next two digits indicates the corridor on which the room is 
located. (Corridors are designated 1, 2, 3, 4, 5, 6, 7, 8, 9, and 1 0) 

The last two digits indicate the specific bay or room number assigned to an office. 

EXAMPLE, to locate room 30326: 

Go to the third floor, A Ring 
Proceed along the A Ring to corridor 3 
Go down corridor 3 to the D Ring 

" Turn right and proceed to room or bay number. 

· -·~ ···· 
Proc.ed .to noor : , , 

:~::,~·or · , 
. ~·.to-}' ' ' 

':·l -: .• -::··.;. 

· T~IIUhll'maln ; . 
coiridor (A Ring) 
to .ach nllnlbOrod .c:OrrtdOt;· ... •;: :. : . 

CORRIDOR 
J •·• '. 

- ~g!hl· 
· c«rldors (1 thnr . 
,1 0) to. • apeelflc· 

· ring (8 thru !) 

BAY 

·enter 'i1ng to the 
lett tor rooma/biYI 
numbering below 
so, lintt to ..,. right 
lor. roomalbaya 
abOve 50. 
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Directions 

From Reagan National Airport 

•!• George Washington Parkway South to 1-395 South 
•!• 1-395 South to PentagonNJashington Boulevard (Route 29) Exit 
•!• Take Pentagon Exit on left. 

From Dulles Airport 

•:• Dulles Access Road to 1-66 East {Washington} 
•!• 1-66 East to Pentagon Exit 24 

From Baltimore Washington International Airports 

•!• 1-95/495 South to 1-395 North 
•!• 1-395 to Pentagon Exit 

::~-=-
•"-..~-.... 
J.l~~~-.:-= Ill.....,_.__,. - .. --·------

PENTAGON 
VICINITY MAP 
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7. Frequently Used Acronyms 
ABB Agency Bonus Boards 
ACT Accelerated Career Transfer Program 
AE Acquisition Executive 
AFB Air Force Base 
AHB Agency Hiring Board 
AO Administrative Officer 

AWS Alternative Work Schedules 
C Confidential 

CAC Civilian Awards Committee 
CD Collateral Duty 
CE Command Element 
Cl Chief of Investigations 
Cl Counter Intelligence 

COMINT Communications Intelligence 
CONUS Continental US 

CP Office for Congressional and Public Affairs 
CS Chief of Staff 

CSO Chief of Special Office 
CSP Career Service Plan 

CSRS Civil Service Retirement System 
CWF Civilian Welfare Fund 
CWS Compressed work schedule · 
DA Directorate for Administration 

(b)(3):1o 1 ____ ___ 1 

usc 424- --__ ______ !:= __ "=O""'-A:""":C::-::T=--......==~D=-e-re-e--=-A-ss-=i~st~e-:-d -:::c=-a-re_e_r-:::T=-r-an....,.s-:-it:-:-io-n--:P~rogram 

DAS 
DCEM 

DCI 
ocs 
DO 

DDFor 
DH 
01 

DIAC 
DISES 
DISL 
DLPT 
ONI 
DR 

DS 

DT 
EAP 
EEO 

Defense Attache ystem 
DIA Civilian Expeditionary Medal 
Director of Central Intelligence 
Defense Courier Service 
Deputy Director 
Deputy Director For 
Directorate for Human Intelligence 
Directorate for Analysis 
Defense Intelligence Analysis Center 
Defense Intelligence Senior Executive Service 
Defense Intelligence Senior Level 
Defense Language Proficiency Test 
Director for National Intelligence 
Director 
Directorate for Information Management & Chief Information 
Officer 
Directorate for MASINT and Technical Collection 
Employee Assistance Program 
Equal Employment Opportunity 
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EO 
FE 

FECA 
FEGLI 
FEHB 
FERS 
FFLA 
FLPP 

FLTCIP 
FMLA 
FOUO 
FPCON 

FSA 
FWS 
GC 
GG 
GS 

HMO 
HRM 

HRMS 
HUMINT 

lA 
IC 

ICA 
I CARP 

IE 
IG 

I MINT 
INSCOM 

10 
J2 

JAG 
JMIC 

JMITC 
JWICS 

LES 
LWOP 

MAS INT 

UNCLASSIFIED 
Equal Employment Office 
Office of the Chief Financial Executive 
Federal Employees Compensation Act 
Federal Employees Group Life Insurance 
Federal Employees Health Benefits Program 
Federal Employees Retirement System 
Family Friendly Leave Act 
Foreign Language Proficiency Pay 
Federal Long-Term Care Insurance Plan 
Family and Medical Leave Act 
For Official Use Only 
Force Protection Conditions 
Flexible Spending Account (Health Savings Plan) 
Flexible Work Schedule 
General Counsel 
General Grade 
General Schedule 

ita I 

(b)(3) :10 

_ -·--··· -· -·- ·-·-·-· ____ 
1 

___ __ __ ___ __ _ US.C.-42 4 

Health Maintenance Organization 
Human Resources Manager 
Human Resources Management System 
Human Intelligence 
Information Assurance 
Intelligence Community 
Intelligence Community Award 
Intelligence Community Award Review Panel 
Office of International Engagement 
Office of the Inspector General 
Imagery Intelligence 
US Army Intelligence and Security Command 
Intelligence Officer 
Directorate for Intelligence 
Judge Advocate General 
Joint Military Intelligence College 
Joint Military Intelligence Training Center 
Joint Worldwide Intelligence Communication System 
Leave and Earnings Statement 
Leave Without Pay 
Measurement and Signatur~ Intelligence 
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MD 
MSIC 
MWF 

NIPRNET 
NCMI 

NOFORN 
NSA 
NTE 

OASDI 
OCONUS 

OPF 
OPI 

OPM 
050 

OSHE 
OS INT 
PAR 

PARS 
POC 
PPO 
QC 
QSI 
R 

ROO 
RIF 

RMP 
s 

SAA 
SCD 
SCI 

SCIF 
SES 

51 
SIGINT 

SIPRNET 
ssco 
550 
SSP 
sss 
T&A 
TOY 
TEC 
TIP 
TK 
TS 

TSP 
u 

UMP 
uso 

UNCLASSIFIED 
Office of Diversity Management 
Missile and Space Intelligence Center 
Morale Welfare Fund 
Non-secure Internet Protocol Router Network-Unclassified 
National Center for Medical Intelligence 
No Foreign Nationals 
National Security Agency 
Not to Exceed 
Old Age Survivors Disability Insurance (Social Security) 
Outside the Continental US 
Official Personnel Folder 
Oral Proficiency Interview 
Office of Personnel Management 
Office of the Secretary of Defense 
Occupational Safety, Health, and Environment Program 
Open Source Intelligence 
Personnel Action Request 
Performance Appraisal Review Board 
Point of Contact 
Preferred Provider Organization 
Quality Control 
Quality Step Increase 
Restricted 
Regular Day Off 
Reduction-In-Force 
Response Management System 
Secret 
Special Act Award 
Service Computation Date 
Sensitive Compartmented Information 
Sensitive Compartmented Information Facility 
Senior Executive Service 
Special Intelligence 
Signals Intelligence 
Secret Internet Protocol Router Network-Classified 
Special Security Contact Officer 
Special Security Office 
Sustained Superior Performance 
Staff Summary Sheet 
Time and Attendance 
Temporary Duty 
Training and Education Committee 
Tomorrow's Intelligence Professionals 
Talent Keyhole 
Top Secret 
Thrift Savings Plan 
Unclassified 
Upward Mobility Program 
Unit Security Office 
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WG 
WIG I 
WHS 

UNCLASSIFIED 
Wage Grade 
Within-Grade Increase 
Washington Headquarter Service 
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9. Frequently Used Phone Numbers 

NCMI Frequently Used Phone Numbers and Facilities 

(b)(32.:_10 SSO/Badge Office, 
usc 424 ·----- Buildi-ng._Ml:l_nagemen , 

_Emerge,ri_c -~ 
Mailroom, 
Operations 

- . (b)(3):10 --------- ---- -~" ;c·--use- 424 

L..._ ___ .....J 

Barber Shop 
Fort Detrick Barbershop is located in I -· --·------------- --1~~~-~~ess (b)(3):10 
hours are Monday 0900-1600; Tuesday, Wednesday, and Friday 0900-1700;·- - -- HSG424 
Thursday 0900-1900; and Saturday 0900-1600. 

Building Trouble Calls 
Report electrical, heating, air conditioning. and ventilation problems to the NCMI 
Building Manager's Office atl -------·--- l -------------·-- ... __ (1:>_)(3):10 

USC -424 
Conference Rooms 

~0h0emlCMI ope~~-~i~-~~- ~r~~--~~~~-~-~-~--~~-~ -~~~:-~-~:i~= -~;l~~):!.~~-~~=2~onference 
Health and Medical 

The occupational health office is located in!-:-1 -::-::........-.:----·--·-·-_--_-··----=-::.:---:;;;:--;:;;;;··-·=--· --J~nd is . 
available and open Monday-Friday from 07 45-1630. ----------------<!:>)(3) .1 o 

USC424 

Lost and Found 
Lost or found items can be retrieved or deposited at the Building Manager's 
Office, I ------------- ----------1----------------------- ___ _____ _____ __ ·--------- -- ________ _______ ___ -~~~~~104 

Locker Rooms and Shower Facilities 

Mail 

Locker rooms for men and women are equipped with showers. They are located 
on the lower level of the NCMI facility. A limited number of lockers are available 
for daily use. 

Official mail may be deposi~ed and/or pjcked up in the NCMI building at the 
~~~)~~~- ----- ------------ -----PrGgFam-&-Seeurity-Bfanch ---------- lA U.S. Postal Service mailbox is located 

in the parking lot across the street from the facility. 

~arking 
Parking on base at Fort Detrick is open to all personnel unless specifically 
identified for exclusive use by an individual, special permit, visitor, or 
organization. · 
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Clarendon Frequently Used Phone Numbers and Facilities 

SSO/Badge Office, Room 427 (703) 907-1639 
Building Management, Room 302 (703) 907-0900 

:Em~19~ij.~y~(":_":r; ·:i~>:: ... : .•.• : :;~··· · .· . ··., " :.~·'! ::::::::::r:·; 3'· '~·>·~ ~ :-: :: ,:· ~ : ::~:i~,7.o~·f[~~qt~1~2~~:i"·: ::;JE·: 
Mailroom, Room 440 (703) 907-0858 

Barber Shop 
Refer to the retail and service booklets in the Building Manager's Office, (703) 
907-0900. 

Building Construction and Alterations 
Minor construction, alterations, or maintenance and repair in Clarendon will be 
handled in accordance with DIAR 12-3. Requests shall be submitted through the 
element's space and engineering coordinator to the facility engineer, Room 302, 
(703) 907-0871 . 

Building Trouble Calls 
Report building problems to the facility manager's office at (703) 907-0871, 
Room 302. If the building maintenance staff is unavailable; call the Building 
Manager's Office at (703) 907-0900, Room 302. 

Bus Service 
The DoD Bus provides bus service between Clarendon, the Pentagon, the DIAC, 
and CIA. The bus stops in front of the building on Clarendon Boulevard. Bus 
schedules are posted throughout the Clarendon building and in the DoD 
telephone directory. 

Equipment Repairs 
Equipment repairs (typewriters, desk calculators, etc.) are arranged through the 
Operations Management Branch, (703) 617-3880. Computer repairs are 
arranged through the ADP Command Center, Room 81-209 in the DIAC, (202) 
231-8000. 

Food Service 
Clarendon does not have contract food services. However, a cafe is located on 
level M. In addition, numerous restaurants are within easy walking distance of 
the building. The cafe on level M can assist with limited luncheon catering 
requirements. 

Lost and Found . 
Lost or found items can be retrieved or deposited at the Building Manager's 
Office. 

Locker Rooms and Shower Facilities 
Men and women's lockers and shower facilities are located on the third level. 
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Official mail may be deposited and/or picked up in Clarendon mail room, Room 
440. 

Parking 
A professional parking concessionaire manages the parking garage at Clarendon 
for the building owner. To procure parking in the garage, a daily or monthly fee 
must be paid. Visitors can obtain 
a one-day parking pass. 

~~~)~~04.- -.. - --~L...---_-.. -_ ... _·-··_·-·· __ ...... frequently Used Phone Numbers and Facilities 

Lost and Found 
Lost and Found items can be retrieved or deposited at the Building Manager's 
Office. 

Locker Rooms and Shower Facilities 
There is no gym, locker room, and shower facility. 

Food Services 
Food vendors are located close to the lobby in the adjacent building. 

Smoking 
The designated smoking area is located by the building loading dock. 

Visitor Access After Hours 
If a visitor is expected after normal working hours, on Saturday, Sunday, or 
holidays, arrangements must be made through I ·-----------lto.bav.atbe_yjsjJgL ___ (p)(3):10 

(b)(3UQ ____________________ admitte.d..J .. o.Jb .. e ... ~_l)_ij.QJ!!9,1 ______ \requires the full name of the visitor and usC-424 
usc 424 I their a jproximate time of arrival. I lean be reached atj ·•· __ .. J 1 b )(3): 1 o 

. ·-- -usc_~24 
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DIAC Frequently Used Phone Numbers and Facilities 

ADP Command (Help Desk-Computer Issues) 
SSO/Badge Office .I j 
Barber Shop 
Pentagon Federal Credit Union CBollinq AFB) 
Building Management~J -=--~---~J 
Building Maintenance & Repair 
Clinic 

~~~~~~~jy ___ :.:'~~~-- ~ ··:1~ . - ~~~~~-~. -- ~-~--~----: - -.- - ~-~. - - ~;~. :c. 
Emergency TIY 
Employee Assistance Program 
Dry Cleaners 
Facts and Snacks 
Library (Unclassified 
Library (Classified 
Mailroom, 
Security 
Travel an,_d::;---nP~as:-:s~p-=-ort"7"i'<S.-:-e-:-rv-.-ice~s--_. 

Barber Shop 
The Barber Shop is located in the main lobby of the DIAC and is open from 
Monday-Friday from 0700-1600. 

(b)(3) 10 
usc 424 

Laundry and Dry Cleaners 
The DIAC Laundry and Dry Cleaners are located inl -------------~nd-provide ----- -- ----'~)(3)_: 10 
d I · 1 d It t' d h · · Usc 424 ry c eanmg, aun ry, a era ton, an s oe repatr servtces. 

Food Services 
(b)(3) : 1 ~- __ ____ _______ ____ _____ Ihe.DIAC .cafeteria. .is.~ocated-in- -th~ ---------- I Breakfast and lunch are served 
usc 424 Monday-Friday, except for U.S. government holidays. Breakfast is served from 

0600-0930 and lunch is served from 1000-1400,1 ---- ----- -- l~~!ering (b)(3):10 
service is available -------------------. _l)§~ 424 

Health and Medical 
The DIAC health unit is open Monday-Friday from 0630-1630. In addition to 
providing first aid and walk-in care, the unit also provides nursing services, 
referrals, and immunizations to civilian employees. 
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Fitness 
Civilian employees may utilize the cardia center across the hallway from the 
supply store, first floor under the escalators leading down to the cafeteria. 
Balling Air Force Base also operates two gyms that civilian employees may use. 
These gyms include cardia and weight machines, as well as locker rooms and 
shower facilities. 

Lost and Found 
Lost and found items can be retrieved or deposited in the Building Manager's 
Office. 

The DIA Store 
The DIA store sells a variety of DIA memorabilia. Showcases of the 
merchandise are in the main lobby. 

MISIC Frequently Used Phone Numbers and Facilities 

(b)(3):10 
usc 424 ~b~g)~-~~---~---~~~~:d~=-,~-~;~k----- ------ -----------

" ______ -. . - - ·-=..:..:.~:..::..:..::.:.~..,. ________ ...J.-_-:------ -

;Emerge __ n~ _ -.. - - ··--- _ 
-~~--------~ 

- -- ------ ----

~b~g~~~--- ----~~~i~ii~~s:L...·-_---_----_-_------_--_--_-_-____ __.l 
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Pentagon Frequently Used Phone Numbers and Facilities 

(b)(3):10 
usc 424 :;~~~~~1~:1~ I__ _ _ 

. ~mergy_tl~y-"_:i_- _· ··- -.-~.: :: . ____ __ ----~..:-~~~-- ----- :-~ 
--. .. ~··_, .. 

.. .- ·· , 

Emergenc...,y_TIY:......:......; __ -... 
Mailroom) I 
Building Operations Command Center 
Ceremonies and Special Events 
Deliveries and Clearances (Dock Master) 
Pentagon Police Force 
Safety Issues 
Pentagon LSA (Reporting computer related problems} 

Being that DIA is headquartered at the Pentagon and it is one of the larger locations, 
there are a variety of facilities and services offered here. Food services range from a 
sushi bar to Taco Bell and McDonalds. Other services include an athletic center, CVS 
Drugstore, GNC Nutrition Center, Hair Care Center, Pentagon Dry Cleaners, Pentagon 
Vision Center, Book Store, Beauty Shop, and Library. 
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10. Employee Benefits 

Introduction 

We know you work hard every day supporting DIA's mission. We also understand your 
interest in learning more about all of the benefits that are available to DIA employees. 

In this section, we lay out key features of DIA's pay, benefits, and support services, and 
we describe our commitment to making DIA the best possible employer. 

In this section you will find useful information on: 

·:· Foreign language proficiency pay (FLPP) 

·=· Leave and Earnings Statement (LES) 

•!• Premium pay, bonuses, and allowances 
•!• Work schedules 

·:· Employee tiers (emergency designation) 

·:· Bad Weather and Emergencies 

·:· Time and attendance 
•!• Holidays 

·:· Leave 

·:· Employee benefits and insurance 

·:· Retirement 

·:· Employee Assistance Program 
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usc 424 -·-------------

(b)(3): 10 usc 424 ____ . 

UNCLASSIFIED 

Foreign Language Proficiency Pay 

As a DIA employee, you should know that you may be eligible for Foreign Language 
Proficiency Pay (FLPP). 

If you demonstrate proficiency in a foreign language, you can request FLPP pay in the 
following manner: 

Attention 
FLPP pay may be terminated 
or reduced at any time, 
especially if the language is 

"~'-""' ........ "~ your DLPT or oral proficiency removed from the DIA 
---~I(;Of,B·-(Oif-- -· -

Critical Language List, or 
If you are deemed eligible for FLPP J - -- ki!l_ __ the employee ~as not 
forward your certifiCation to payroll. · --·-sompleted their annual 

Test annually to retain your FLPP eligibility. retesr.------ -·-- --- --. 
(b ){3)~10 . .U$C 424, . -....... .. 

• ~~~)~~4 _____ __ H _ _ _ _ ---~s you~ resource for foreign lang~~~~ related issues at DIA . . __ Their 
L__jwebs1t~l . . - --- --- ----- ·- -- - -. 1 .1.!~-~~~~ ·--- _ (b)(3): 1o 
abundance of mformat1on on such 1ssues as FLPP pay, testmg, ehg1b1hij, - -- m rC424 
and language priorities. 

How much can FLPP pay impact your total compensation? The amount of FLPP 
awarded ranges from $75.00-$500.00 per pay period, depending upon your language(s) 
and proficiency level(s). 

Premiums, Bonuses, and Allowances 

We've covered how you get paid for working hard and how you get paid for working a 
lot, now we're going to explain how you get paid for working at odd times and in odd 
places. In addition to regular pay, overtime, or comp time, DIA offers its employees 
other premium pay, including: 

•:• Sunday pay 

•:· Holiday pay 

•:• Night differential 
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?How much does work on a Sunday or holiday pay? 

Sundays pay 25% more than your base pay. Holidays pay 100%.more 
than your base pay. · 

DIA employees can receive still more pay, depending on assignment-specific 
circumstances: 

•:• Incentives 

•!• Allowances 

·:· Differentials 

Work Schedules 

·u .......... . -..... . 

•• 
Premium pay procedures for working late at 
night or in hazardous conditions are detailed 
in DIAI1400.002, "Civilian Pay 
Administration." 

-- ----- ·-------- -------·- --- _J_ ____ (p)~~): 10 
usc 424 

At DIA, the standard work schedule is 8 %-hours per day, forty hours per week, with a 
standard 30-minute meal period. 

In keeping with the non-standard demands of the Agency mission and dependent on 
mission requirements, DIA permits employees to arrange accommodating work 
schedules with their supervisors. Several pragmatic work-life balance options are 
detailed below. 

Flexible Work Schedule 

Require employees to complete 40 hours of work each week. A regular schedule for 
each employee must be established and approved in advance by the supervisor. With 
supervisory approval, employees may be permitted to vary their arrival and departure 
times while still completing the 8 Y2 hour workday; or employees may be permitted to 
vary the number of hours worked on a given day, as long as the hours worked are 
within established office hours and the employee is present for duty for primary 
business hours. 
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Compressed Work Schedule 

The next page is withheld 
in full and not included. 

CWS allows employees to fulfill their 80 hour bi-weekly work requirement in less than 10 
workdays. There are two types of CWS schedules: 5-4/9 and 4/10. 

5-4/9 CWS. The 5-4/9 schedule features the 
following biweekly pay period breakout: 

·:· Eight 9-hour workdays 
•!• One 8-hour workday 
•!• One Regular Day Off (ROO) 

The 4-10 CWS option features the following 
biweekly pay period breakout: 

•!• Four 1 0-hour work days 
•:• One ROO each week 

Overtime 

& CWS must be approved by 
the three letter Office Chief. The 
5-4/9 configuration is the 
preferred CWS for use within 
DIA. 

Compressed Work Schedules are 
always fixed and no credit hours 
are permitted. 

Overtime consists of all hours worked in excess of the standard work schedule, which 
are officially ordered in advance by the supervisor. 

Comp Time 

Supervisors may grant Compensatory Time 
in lieu of overtime pay, which is time off 
(paid leave) equal to the time spent on 
unscheduled or scheduled overtime work. 

Credit Hours 

Attention 
Flexible work schedules, compensatory 
work schedules, overtime, credit hours, 
and Flexiplace are all subject to 
manager approval and not all jobs at 
DIA support these work options. 

Credit hours are hours within a flexible work 
schedule that an employee requests to work in 
excess of the basic work day in order to vary the 
length of a future work day. A maximum of 24 
credit hours can be accepted for later use. 

& Employees can accumulate 
a credit hour balance and use 
those hours in place of annual or 
sick leave. Credit hour balance 
cannot exceed 24 hours. 

Flexiplace (Telework) 

Certain DIA employees can take advantage of Flexiplace (DIA's Telework Program) and 
work from home. If you can perform at least 10% of your job in an unclassified 
location, you may qualify for Flexiplace. Sit down with your supervisor and review 
the criteria for participation (detailed inDIA Form 158), if you are interested in learning 
more about Flexiplace. 

45 



UNCLASSIFIED 

Bad Weather & Emergencies 

In the event of an emergency or inclement weather, please can'-l ___ --_--_- ----~- l?._r. ______ ._
4
(b
2
J
4
(3):10 usc 

I· Ito determine if you must come to work. - - -... __ 

? 
• _How do I interpret the OPM closure, delay, or early release announcements? 

0 Option One: Unscheduled Leave 
If employees can't make it to work, they can request unscheduled leave for the 
entire work day. Supervisors must be notified. 

0 Option Two: Delayed Arrival Employees may arrive to work no more than XX 
hours later than their normal arrival time. (XX = delayed time announced by OPM) 

0 Option Three: Delayed Arrival/Unscheduled Leave 
Employees may show up XX hours later than normal or request unscheduled leave if 
unable to report to work. 

00 Option Four: Closed 
Non-emergency employees will not report to work and will receive an excused 
absence for the number of hours they were scheduled to work. 

Time & Attendance 

Supervisor T&A Responsibilities 

0 Learn time and attendance policies then sign the MTime and Attendance Certifying 
Officer Appointment Letter", confirming your responsibilities in the T&A process 

0 Approve work schedules and work schedule changes for all your employees 

0 Return approved schedules to the timekeeper prior to the start of the pay period 

0 Provide timekeepers with documentation of all time and attendance actions 

: Attention 
Employees, when you submit your time sheet you 
are certifying that it is accurate and true. 
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Holidays 

DIA generally observes 10 legal holidays annually. 

When a legal holiday falls on a Saturday, then the prior Friday is treated as a holiday; 
if the holiday falls on a Sunday, then the following Monday is treated as a holiday. 

Working on holidays that fall between Monday-Friday will not be required unless 
justified by unusual circumstances. 

Leave 

Leave is a benefit for employees. Below are the most common types of leave: 

•!• Annual leave 
•!• Sick leave 
•!• Family friendly leave (FFLA) 
•!• Family and medical leave (FMLA) 

c Providing supervisors with a tentative leave schedule helps supervisors plan 
workload so everyone can enjoy their vacations! 

c Employees occupying critical positions are expected to report for duty on legal 
holidays and should see their supervisor for more details. 

c Supervisors are responsible for ensuring all employees are given an opportunity for 
a vacation. 

j . :::::u 
More details on these leave programs can be found in D IAI 1424.001. 

Attention 
. Employees, may now leverage 3 hours of "fitness" leave each week to work out for 
general well being. Contact EAP to learn more about the civilian fitness leave program 
and to request the program enrollment form that must be turned into your supervisor. 
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Annual Leave 

As an employee, you accrue annual leave based on the amount of time you have been 
a federal employee. The table below details the amount of annual leave employees 
accrue, by pay period and year, based on tenure. 

Years of Hours per 
Service Pay Period 

Up to 3 
4 Hours 

Years 
3 to 15 

6 Hours 
Years 

15 Years 
8 Hours 

and Up 

Total Leave 
Days per 

Year 

13 Days 

20 Days 

26 Days 

Attention 
Supervisors, if an employee does 
not show up for work or call within 
one hour after his/her scheduled 
start time it is your duty to inform 

I -----1-- --- __ _________ _ 
(b)(3): 10 

-- . -USC-..424 

Accumulated annual leave remaining at the end of a calendar year can be added onto 
the next year's leave balance, up to 240 hours. 

Except in cases of emergency, approval of annual leave should be obtained in advance 
from your supervisor. 

Supervisors may advance annual leave, but only up to the amount that an 
employee would ''eani during the remainder of the leave year. . 

Sick Leave 

As an employee, you accrue 4 hours of sick leave per pay period. There is no limit to 
the amount of sick leave you can accumulate and carry-over in later leave years. 

In the case of serious disability or ailment, you may be advanced up to 30 days of sick 
leave. 

You can view your leave balance in eZHR. 

,j -·u 
Leave is requested and approved on an OPM Form 71 Request for Leave or Approved 
Absence. The same form is also used for requesting and approving sick leave and 
family friendly leave. 
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You must apply for sick leave as soon as possible after the beginning of your 
illness. If you cannot make it to work, you must call your supervisor within 1 hour after 
the beginning of your shift and request sick leave. 

Family Friendly Leave 

Family Friendly Leave is another form of leave in which DIA employees may use 40-80 
hours of sick leave to: 

•!• Provide care for a family member with physical or mental illness, injury, pregnancy, 
childbirth, or medical, dental or optical examination or treatment 

·!· Make funeral arrangements for a family member or attend a funeral of a family 
member 

·Family Medical and Leave Act. .. 
• ' I. 

This act covers an empl()yee's ~on, da.ughter, pa~entor spouse; it pr~yides • 
employees a total of 12.:a~r:ninistrative wo'rk weeks of leave durir;~~g anY 12 .. ·month 
period to take care ofciil;taJn family medical needs. · · · .. · ; 

More Leave Definitions 

Leave Without Pay (LWOP) -approved leave without pay must be requested by the 
employee and approved by the employee's supervisor 

A. ·b···· .se .. n.c. e. W .. itho~ve (AWOL)- unauthorized absence from work; supervisors are 
~~~)4~~ - -----~~-~~~~-g.JQ_ notifyLJif they believe an employee is AWOL 

-·--·- -·- w-...-

Home Leave- earned during an overseas tour of duty and may be used during travel 
from an overseas duty station. Home leave must be taken in the United States or its 
territories. For each year of service abroad, DIA employees will accrue 15 days of 
home leave. 

Court Leave- granted to employees performing jury duty or when serving as a 
witness. 

? 
• Using your leave to travel to a foreign country? 

~~~)4~ - ______ -~~1!-~ _§Y.tJt_to_call-L..I- -_--_--- --...Jibefore you leave, you have some forms to fill out. 

You must also attend an overseas security briefing and submit foreign travel 
request to be approved by your supervisor. The correct forms can be found on 
the DIA website - Cl security link. 
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Leave Sharing Programs 

Leave Transfer 

Leave Transfer enables employees to donate leave on a case-by-case basis to other 
employees experiencing a personal or family medical emergency. 

To donate leave to DIA employees you must submit OPM Form 630-A. There are some 
restrictions: 

•!• You may not donate leave to your supervisor. 

•!• You may not donate leave that has not been earned. 

•!• Donated leave can only come from your earned "annual" leave accounts. 

•!• Sick leave may NOT be donated. 

? 
• Can I donate my leave to federal employees outside DIA? 

Yes/ ff you wish to donate leave to an employee in another federal agency, you 
must provide all of the necessary information about the receiving agency 

~~~)4~4 - .. ----- -· __ _Z,~t name, phone number, and fax number) and submit OPM Form 630-B 

Leave Bank 

Leave Bank consists of annual leave donated by employees to a leave bank 
established by the Agency for use by DIA employees. 

· .. ~ . ·. J' w · u 
To become a leave bank member (e.g., potential recipient), you must enroll 
through eZHR during open season. 

To participate in DIA Leave Sharing Programs as a donor or recipient, contact your 
(b)(

3
):

10 
director~tel- lwho will explain any qualifying criteria and direct you to the correct 

usc 4g4-- ___ QPMTorms, as needed. By participating in/donating to the leave bank, DIA employees 
are eligible to use leave in the bank as well. DIA employees may donate accrued 
annual leave to the Leave Bank Program and the Leave Transfer Program in 4, 6, or 8 
hour increments. Sick leave hours cannot be donated. 

· Attention 
All leave (sick leave, annual leave, etc.) must be exhausted before DIA employees 
can receive leave from either the leave transfer program or the leave bank. 
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Employee Benefits & Insurance 

DIA manages a vast portfolio of employee health benefits, insurance options, and 
retirement plans including: 

•!• Health Benefits 

•!• Life Insurance 

•!• Long Tenn Care Insurance 

•!• Workers Compensation 

··:· Health Savings Account 

•!• Retirement Federal Employee Retirement System (FERS), Thrift Savings Plan 
(TSP), Civil Service Retirement System (CSRS), Social Security, and Annuity 

Health Benefits 

? When can I change my enrollment? 

You can change most types of benefits during open season or when you 
experience a major life change, such as marriage, birth of a child, or' 
deployment overseas. 

? When is open season? 

Open season is during November and December annually, however; changes 
to retirement plans may be made at any time. 

? When do changes take effect? 

Changes take effect in January. 

Federal Employee Health Benefits (FEHB) 

All DIA employees are eligible to enroll in the Federal Employee Health Benefits 
Program (FEHB). 

? 
• What are the advantages of FEHB? 

Advantages include: 
0 Better rates than private insurance 

0 Guaranteed protection for employees and their family 

0 No examinations or restrictions 

0 A choice of plans to fit individual needs 
~ Your portion of the insurance cost is not subject to taxes 
0 Payments can be made easily through payroll 
~ Continued protection after retirement 
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Federal Employee Group Life Insurance (FEGLI) 

All DIA employees are eligible to enroll in the Federal Employees Group Life Insurance 
Program (FEGLI). 

? 
• What are the advantages of FEGLI? 

Advantages include: 
0 Low-cost life insurance 

0 Convenient payroll deductions 

0 Protection for your family in the event of an untimely 
death 

Flexible Spending Accounts (FSAs) 

Once you enroll in 
FEGLI, you can view your 
life insurance information 
in eZHR. 

DIA employees are eligible to participate in FSAFEDS - a Flexible Spending Account 
(FSA) that can save you money by allowing you to set aside pre-tax funds to pay for a 
wide range of common, out-of-pocket health and dependent care expenses. 

There are two types of FSA's: 

1. Health Care FSA 
2. Dependent Care FSA 

You can apply your Health Care FSA to many expenses not typically paid by insurance, 
such as: 

•!• Co-payments and deductibles 

•!• Acupuncture, chiropractic, and other alternative care 

•:• Expenses that exceed your plan limits 

•!• Home medical equipment 

You can apply your Dependent Care FSA to dependent expenses that allow you and 
your spouse to work .. 
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Retirement 

As a DIA employee, you fall under one of three retirement plans, the Civil Service 
Retirement System (CSRS), CSRS Offset, or the Federal Employee Retirement 
System (FERS). . 

CSRS Offset applies to employees who returned .to federal service after 1983 after 
a break in CSRS coverage of more than one year. Employees in CSRS Offset pay 
into Social Security and pay a reduced amount intoCSRS. 

Federal Employee Retirement System (FERS) 

DIA employees who began working after 1985 fall under FERS and the systems three 
main components: 

0 Social security benefits 
0 Basic pension benefit annuity 
0 Thrift Savings Plan (TSP) 

Under this plan, you pay full social security taxes and a small contribution to the 
FERS Basic Benefit Plan. 

Thrift Savings Plan (TSP) 

The purpose ofTSP is to provide you with retirement income. The retirement 
income you receive from TSP depends on how much you and your agency have 
contributed to the account during your working years, as well as the earnings on those 
contributions. 

Saving money for retirement: 

c Contribute to your TSP as soon as you are eligible. You want to receive as 
much of your DIA matching contribution as possible 

c Start saving early in your career. Your money will grow through interest and 
compounding the longer it is working for you. · 

You may make changes to your TSP contribution at anytime. Changes must be made 
in eZHR unless you do not have access to JWICS. 
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? 
• FERS employees do you know how to receive FREE retirement money? 

DIA will match your TSP contribution $1 for $1 for the first 3% of salary and $.50 
for $1 for the second 2% of salary.* That means if you contribute 5% of your 
annual income to your TSP, DIA will also contribute up to 5% to your TSP account 
to your retirement. You can't beat free money! 

*After opening a TSP account and waiting a short period, DIA will deposit the equivalent 
of 1% of your basic pay to your TSP account irrespective of your contributions. 

Learn about TSP investment options at www.tsp.gov. 

To receive your FREE matching contributions, you must complete and initial6-
12 months of federal service. 

U.S. Savings Bonds 

Did you know that as a DIA employee you can purchase U.S. savings bonds year-round 
by having money taken directly out of your paycheck or through paperless Treasury 
Direct? 

www.savinqsbonds.gov 

The DoD Savings Bonds Program enables you to purchase bonds in the following 
amounts: 

·:· $50 
·:· $75 
•!• $100 
·:· $200 
•!• $500 
·:· $1 ,ooo· 
Savings bonds are not subject to the ups and downs of the stock market and always 
increase in value above the rate of inflation. 

. .. ........ I ' 
~iii . 
~~ u 

To participate t=j. h DoD Savings Bonds Program complete the payroll election forms 
available from ----

--- -- --- (b)(3): 10 
---usc_ ~24 
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Employee Assistance Program (EAP) 

Through a suite of service offerings, EAP is available to help DIA employees 
reach their full performance potential. It's there to assist you through problems 
outside of work that might affect your health, happiness, and your interaction with 
others. 

EAP can assist employees with issues such as: 

·:· Work performance ·:· Relaxation methods 
·:· Management challenges ·:· Time management 
·:· Health and wellness ·:· Finances 
·:· Stress reduction ·:· Midlife and retirement 
·:· Interpersonal effectiveness •!• Caregiving 
•!• Grief and loss ·:· Everyday issues 
•!• Marriage and divorce ·:· Work and life 
·:· Legal ·:· Parenting and childcare 
·:· Anger •!• Education 
·:· Addiction •!• Older adults 
•!• Motivation •!• Disability 
·:· Depression •!• Managing people 
·:· Adjusting to changes in life 

EAP OneSource programs provide confidential counseling and referral services to all 
DIA employees. EAP is available in-person, online, or by phone. 

? 
• /s EAP confidential? 

Yes. All of EAP seNices, both on­
site and off-site, are confidential. 

? 
• When should I call EAP? 

Call anytime. Our on-site specialists 

How to Contact EAP 

Internet: www.eaponesource.COI!J . 

provide custom assistance. Or your supe!Visor may refer you to EAP for a 
specific need. 

? . 
• Questions about something not listed? 

Call anyway! 
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Defense Civilian Intelligence Personnel System (DCIPS) 

What is DC IPS? 
The Defense Civilian Intelligence Personnel System (DCIPS) is an enterprise-wide management system 
that streamlines personnel management functions and activities. It aligns the Intelligence Community (I C) 
under a consistent occupational framework as determined by the Under Secretary of Defense for 
Intelligence (USD[I]). 

The DCJPS Design: 

0 Enterprise perspective - Reflects the principle that there is one Defense Intelligence Community 
(IC). Agencies and Components must function as part of the Defense Intelligence enterprise. 

0 Consistency across the Intelligence Community- Allows for the most effective and efficient use of 
available personnel and resources. 

0 Foundation of performance - Focuses on driving individual and organizational performance by 
basing compensation on performance and contributions toward meeting the mission. 

0 Pay for performance- Rewards individual perfonnance through base salary increases and bonuses. 
0 Move toward market-based pay - Creates a competitive compensation system that makes IC 

organizations a more attractive option for potential candidates. 

DCIPS has three (3) core goals: 

0 Accountability: Hold managers/supervisors accountable for properly managing their employees, and 
hold employees accountable for achieving results. 

[J Flexibility: Create a system. that is flexible enough to meet the needs of the DIA workforce. 
D Results: Drive individual· and organizational performance towards mission accomplishment. 

57 



The Five Points of DCIPS 

ENHANCED Cmer 
Management 

NEW Perfurmance· 
basal Payouts 

New Occupational Structure 
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NEW Cttupational structure 

NEW Pay Band 
SystEm 

ENHANCED 
Perfmmance 
Management Process 

A common structure aligns the DoD IC which facilitates agility, mobility and infonnation sharing. It 
includes 17 occupational groups, three work categories and 4 work levels through which all competency 
based position descriptions are mapped. 

~~ 

LM1~ -~~~(i)~~·······~~~~~~-·· ...... ______ _ 
----. 

LM 2 ~ l;--V\bi(-Category---,1 ....-1 Wrt~Category---.1 I Vbk ~ I 

, .. 
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Occupational Groups include positions that have similar qualifications and career patterns. 

DIA has 17 occup · atlona groups 1 ent1 1e m t eta e eow: 'd 'fi d . h bl b I 

Acquisition (AE) Human Capital (HC) 

Ad~inistration (AD) Information Technology (IT) 

Analysis (lA) Intelligence Operations (IP) 

Collection (IC) Legal (LG) 

Communications and Media Oversight and Compliance (OC) (CO) 

Education (EC) Science. and Technology (ST) 

Facilities and Logistics (FL) Security (OC) 

Financial Services (FS) TechniCians (fE) 

Health Services (HS) 

Work Categories define broad sets of work that cross related occupational series and are characterized 
by common qualifications and types of work. There are three categories: 

Technician/Administrative Support- Work primarily involves support for the operations and 
functions of a particular type of work or organizational unit. Such support activities are technical or 
administrative in nature. Generally, qualifications are acquired through practical experience and 
supplemented by on-the-job or skill-specific training. 

Such work tends to have fewer career progression stages and work levels. 

Professional- Work that requires the interpretation and application of concepts, theories, and 
judgment. 

D All groups in this category require either a bachelor's degree or equivalent experience for entry. 
D Some occupations in this category have positive education requirements (that is, a requirement 

for a particular type or level of academic degree). 
This work category features multiple career progression stages and work levels. 

Supervision/Management- Work primarily involves planning, directing, and coordinating the 
operation of units within components; developing or executing strategy; formulating or implementing 
policies; overseeing daily operations; and managing material, financial, or human resources. 

Work Levels defme work in terms of complexity; span of authority and responsibility; level of 
supervision; scope and impact of decisions; and work relationships associated with a particular work 
category. There are four work levels: 

Entry/Developmental- Work at this level in both the Professional and the 
Technician/Administrative Support Work Categories includes learning and applying basic procedures 
and acquiring competencies through training or on -the -job experience. 

At this level, positions in the Technician/Administrative Support work category may involve 
independent performance of duties. Technician/Administrative Support positions at this work level 
involve positions whose primary function is the execution of established office procedures and 
standard program practices, and whose typical career patterns do not extend to the complexity, 
variety, and scope of Full Performance. 

FuU Performance- Involves independently performing the full range of non-supervisory duties. 
Employees at this level have successfully completed required entry level training or development 
activities, have a full understanding of the technical or specialty field, independently handle situations 
or assignments with minimal day-to-day instruction or supervision, and receive general guidance and 
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direction on new projects or assignments. In short, anyone who performs his or her assignment as 
required without significant technical oversight. · 

Senior- Involves a wide range of complex assignments and non-routine situations that require 
extensive knowledge and experience in a technical or specialty field . Receiving broad objectives and 
guidelines from the manager/supervisor, senior employees independently handle a variety of complex 
assignments and non-routine situations and exercise independent judgment to identify and take 
alternative courses of action. 

Expert- Involves an extraordinary degree of specialized knowledge or expertise to perform highly 
complex and ambiguous assignments that normally require integration and synthesis of a number of 
unrelated disciplines and disparate concepts. Employees at this level set priorities, goals, and 
deadlines, and make final determinations on how to plan and accomplish their work. 

New Pay Band System 

Pay is setting and administered by using five (5) pay bands; three (3) work categories (e.g., 
technician/administrative support, professional, supervision/management); and four (4) work levels (e.g., 
entry/developmental, full performance, senior, and expert) to meet the unique needs of the IC. 

PeyBand2 

PeyBancl3 

PayB.,d4 

Pav9ancl5 

Enhanced Performance Management Process 

Entry/ Oevelopm~ntal 
Level 

Full Performance Level 

Senior Level 

, Expert Level 

Results-driven performance objectives and performance elements address what and how achievements are 
accomplished. 
New Performance-based Payouts 
Salary and/or bonuses are directly tied to performance and results towards achieving Agency mission. 

Enhanced Career Management 
Enterprise-wide career development roadmaps identify developmental milestones, relevant skjlls and 
t~ining associated with occupational specialties in support of each occupational career path. 
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Tbe Performance Management Cycle 
Performance management is a cyclical and ongoing process comprised of three (3) distinct phases: (l) 
Plan, (2) Manage, (3) Evaluate. Within the phases, there are five (5) primary activities: (I) Plan (2) 
Monitor (3) Develop (4) Rate (5) Reward. 

PNu1 : 
Plan Performance 

Performance 
Management 

Cycle 

Ph&M3; 
EvaiUale Performance 

Phase 1: Plan Performance 

Phuo2: 
Manage Performance 

Source: USDI 

Activity 1: Plan -In this phase, employees collaborate with their supervisors to develop 3 to 6 
performance objectives and an individual development plan (lOP) that outlines their developmental goals 
for the performance appraisal period. The IDP is completed on DlA Form 200. Employees and their 
supervisors also discuss performance elements and how they relate to their performance objectives. 

SMART Performance Objectives 

Writing performance objectives is a collaborative effort between a supervisor and employee. Effective 
objectives: 

Focus on Performance - Perfonnance objectives should be created to bring out the best in individual and 
team performance. 
Align with your Organization- Performance objectives must make sense in the context of the 
organization. Individual objectives must align with the organization's mission and goals. 
Serve as an AppraisaVManagement Tool- Performance objectives serve as a basis to assess 
accomplishments. 

Well-written performance objectives enable continuous evaluation by monitoring progress, resources, and 
effort and allowing for corrections on the path to accomplishment. Employees and their supervisors rely 
on the SMART framework to help them write clear, concise, measurable statements that describe the 
specifics of what the employee needs to accomplish: 

CJ Specific describes an observable action, accomplishment, or achievement. 
CJ Measurable (or observable or verifiable) describes a method or procedure that must exist to 

assess and record the quality of the outcomes. 
CJ Achievable examines capacity and conditions required to accomplish an objective. 
0 Relevant examines significance, value and applicability. 
CJ Time-bound describes the performance objective start and end points. 

Performance Elements 

Performance elements are attributes and behaviors significant to the accomplishment of performance 
objectives. They explain how the performance objectives should be accomplished. There are six (6) 
performance elements; four (4) of which are the same for both non-supervisors and supervisors. These 
elements are consistent across the IC. During the planning phase, employees should consider these 
performance elements in developing their individual development plans (lOPs). 
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Non-Supervisory Supervisory 
Accountability for Results Accountability for Results 
Communication Communication 
Critical Thinking Critical Thinking 
Engagement & Collaboration Engagement & Collaboration 
Personal Leadership & Integrity Leadership & Integrity 
Technical Expertise Managerial Proficiency 

Phase 2: Manage Performance 

This phase consists of monitoring and development activities. During this phase, employees engage in 
frequent performance discussions with the individual responsible for their performance appraisal, usually 
their supervisor. Employees also complete a self assessment of their performance at the midpoint of the 
appraisal period, and they receive a formal midpoint review from their supervisor. Throughout the year, 
employees and supervisors should discuss performance. In fact, it is a good idea to keep a record of 
accomplishments throughout the cycle. 

Activity 2: Monitor- Monitoring employee performance throughout the performance year is a 
responsibility for both the employee and the supervisor. The midpoint review is a good opportunity for 
both employees and supervisors to: 

0 Discuss progress towards achieving perfonnance objectives and identify ways to achieve them. 
0 Verify the·perfonnance objectives are still appropriate. 
0 Modify performance objectives if work priorities have changed since the start of the year. 

At the midpoint of the performance period, both employees and rating officials complete the Midpoint 
Performance Review Form (DIA-Form 241). The following actions take place: 

0 Employees assess their accomplishments against each performance objective and performance 
element to date. 

0 Rating officials provide their assessment of employee performance for each performance 
objective and performance element on the same form in the relevant area. 

tl Rating officials specifically address areas where the employee needs improvement and 
documents areas for development. 

Activity 3: Develop- Developing and enhancing skills is a critical component of employee success. 
Employees should: 

1:1 Review their IDP to identify if there are additional areas they would like to develop. 
0 Discuss available training and development opportunities with their supervisor and how those 

opportunities would enhance their skills and their value to the organization. • 
D Discuss mentoring and coaching programs and professional and technical development 

opportunities. 

Phase 3: Evaluate Performance 

During this phase, employees complete a self assessment, are rated on their performance and receive an 
overall performance rating. 

Activity 4: Rate- Rating activity begins at the end of the appraisal period. Supervisors rate employee 
performance based on what the employee accomplished and how they accomplished it. Employees 
continue to document their achievements using an Employee Self-Assessment Form (DIA Form 242). 

As depicted below, the overall rating on the performance appraisal is calculated as an average of the 
performance objective rating and the performance element rating. 

62 



UNCLASSIFIED 

0 P.:..+:i) i J : 3.3 
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Activity 5: Reward- Rewarding employee performance is the final step in the performance 
management cycle and enables organizations to recognize and reward individual and team 
accomplishments. During this phase employees receive salary increases and bonuses based on their 
performance rating. Proposed salary increases and bonus decisions are reviewed at several levels of the 
agency to ensure consistent standards are applied in an equitable manner. · 

The performance management reward process is illustrated below. 

August - October November- December 

DCIPS is a management system that compensates and rewards employees based on performance and 
contribution to the mission. DCIPS provides flexibility to move more freely across a range of work 
opportunities. DCIPS gives DoD the tools to foster a culture that values and recognizes talent. The entire 
DoD Intelligence Community is implementing a common performance management system which 
standardizes evaluation processes and rewards for all employees. 

For_ : __ uestions contact the Human Capital Customer Service Hotline:! I Toll (b)(3):10 USC 
~~~3) : 1~-~-?~ ____ f.re9:_------ !between the hours of0700-1700 L----------=~----- -- --42!1: ___ _ _ 

Ore-mail : 
(b)(3): 10 .1=---F----:-:·-- -- ---------------- -_--_- ____ ....JtJWICS) Or, type Human Capital Customer Service in your Outlook To: USC <124 ____ -- field 

(b)(3): 10 ____ _J=---'-------- -------------___ __,KSIPRNet) Or, type Human Capital Customer Service in your Outlook To: field . 
usc 424 -
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11. Employees' Guide to the Standards of Conduct 

Whom to Call for Advice 

( b)(3 ):1 ~ ________ _ _Ihe _DJA_General-CouJlsel~----- --- ----- lis the Designated Agency Ethics Official 
usc 424 (DAEO} for DIA employees, both civilian and military, who serve in the Defense 

. Intelligence Aaencv. The Alternate Desjaoated Aaencv Ethics Officials are: ·r-:-1-;.:;..... _ ___,1 
(b)(3):1 0 ____ ____ J_ _______ _____ ______ ___ ________ ___ _________ hs the POC for ethics is~ues . 

usc 424 However, all of the attorneys in the General Counsel's office are all Ethics Counselors. 

Please direct your ethics and standards of conduct questions to: 
DIA General Counsel 

Telephone I 
Fax 

Important Advice 

·--- -~1-- -- ·· fd£~1 10 usc 

If you're not positive that what you're about to do is appropriate, ask your ethics official. 
One mission of our office is to advise DIA personnel and assist them to accomplish their : 
goals without violating the standards of conduct. 

In fact, disciplinary action for violating the standards of conduct will not be taken against 
you if you act in good faith reliance upon the advice of your ethics official, if you have . 
made full disclosure of the relevant circumstances. 

This guide provides a general summary of the rules. It does not include every exception, 
every requirement, or all the factors that must be considered in making certain 
decisions. If you are unsure of your actions, call your ethics official before you act. 
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General Principles of Public Service 

Don'ts Do's 

R Don't use nonpubllc Information to ~ Place loyalty to the Constitution, the 
benefit yourself or anyone else laws, and ethical principles above 

private gain 

·~ Don't solicit or accept gifts from ~ Act impartially to all groups, persons, 
persons or parties that do business and organizations 
with or seek official action from DoD 
(unless oermitted bv an exception) 

n Don't make unauthorized ~ ~ . ·•··· Give an honest effort in the 
commitments or promises that bind perfonnance of your duties 
the Government 

a Don't use Federal property for G Protect and conserve Federal i . 

unauthorized purposes property 

~ Don't take jobs or hold financial ~ Disclose waste, fraud, abuse, 
interests that conflict with your and corruption to appropriate 

Government responsibilities authorities 

~ Don't take actions that give the a Fulfill In good faith your obligations . . 
appearance that they are Illegal or as a citizen, and pay your Federal, 

unethical State, and local taxes 

~ Comply with all laws providing equal 
opportunity to all persons, 
regardless of their race, color, 
religion, sex, national origin, age, or 
handicap 

. >,'':::'>.;' . . 
Remember: Violating ethics :principle$ rr1ay result in disciplinary or corrective 
action, including criminal prosecution. Protect yourself from disciplinary action 
by seeking the advice of your agency ethics official. · · 
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Gifts 

Gifts From Outside Sources 

Rule: You may not accept a gift given: 

• Because of your official position, or 

• By a prohibited source 

Regardless of any exceptions that allow accepting gifts, it is 
always impermissible to: 

• Accept a gift in return for being influenced in the 
performance of an official act. This is a bribe! 

• Solicit or coerce the offering of a gift 

• Accept gifts from the same or different sources so 
frequently that a reasonable person would think 
you're using your office for private gain 

• Accept a gift in violation of a statute 

What's a Prohibited Source? 

A prohibited source is any person who is, or any organization 
a majority of whose members are: 

• Seeking official action by DoD 

• Doing or seeking to do business with DoD 

• Regulated by DoD, or 

• Substantially affected by the performance of your 
official duties 

What's a Gift? 

Anything of monetary value. 
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Patty, a DoD employee, 
meets informally every 
week with representatives 
of defense contractors, 
who customarily treat her 
to a small breakfast. 
Although an exception 
might permit acceptance 
of these small breakfasts, 
Patty's recurring practice 
of accepting them is 
improper. 

Joe, a Computer.Com 
repre·sentative, is seeking 
to do business with DoD. 
He invites members of the 
acquisition dept. to a golf 
tournament, which his 
company will pay foL DoD 
acquisitions personnel · 
cannot accept the gift of 
free golf greens fees 
unless .an exception to the 
gift rule applies, because 
Computer.Com, by 
seeking to do business 
with DoD, is a prohibited 
source. 
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What's Not a Gift? 

Here are examples of items that are not defined as "gifts": 

• Modest items of food and refreshments (like coffee 
and donuts) when not served as a meal 

• Prizes in contests open to the public 

• Greeting cards and items with little intrinsic value, 
such as plaques, certificates, and trophies, intended 
only for presentation 

• Commercial discounts available to the public or to all 
Government civilian or military personnel 

• Anything the Government acquires by contract or 
otherwise legally accepts 

• Anything for which you pay market value 

Gifts That You May Keep 

Remember, you don't have to accept a gift. It may be 
smart, depending on the circumstances, to decline a gift, 
even when it is allowed by the exceptions-below. 

• Gifts valued at $20 or less, but 

• not cash or investment interests 

• not mo~ than $50 in total from one source in a year 

• Gifts motivated by personal relationships 

• Certain discounts and similar benefits offered 

• by professional organizations 

• to groups unrelated to Governmen.t employment 
(such as MRP) 

• to groups in which membership is related to 
Government employment, if the same benefits are 
available to other, similar organizations. (e.g.: 
discounted loans to Gov't. credit union members.) 

• by a non-prohibited source to any group as long as 
not discriminatory on basis of rank, type of 
responsibility, or pay. 

• Gifts resulting from your or your spouse's outside 
business activities 
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You may accept cups of 
coffee offered by a 
contractor at no charge. 

If you enter your business 
card in a drawing sponsored 
by a DoD contractor that is 
open to the public, you may 
keep the prize. 

On each of his quarterly 
visits, a sales representative 
of Overpriced Computers 
Inc. gave Bonnie, a DoD 
employee, a company T­
shirt, valued at $10 each. 
During that period, Bonnie's 
brother Steve, who also 
works for Overpriced 
Computers Inc., purchased 
for her a birthday present. 
valued at $60. Bonnie rna¥ 
keep all of the gifts given to 
her. The T-shirts don't 
exceed the $50 annual limit 
from one source, and the gift 
from her brother .Steve is the 
result of a personal, not 
business, relationship. 

Tom was offered two tickets 
valued at $30 a piece to a· 
baseball game from an 
employee of a defense 
contractor. Since the price 
of each ticket exceeds the 
$20 limit, Tom may only 
accept the tickets if he pays 
the contractor $60, the full 
market value of the tickets. 
(Paying only $40 is not 
permissible.) 
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• Free attendance provided by a state, local 
government, or tax exempt civic organization when 
there is a community relations interest 

• Gifts accepted under specific statutory authority, such 
as certain gifts from a foreign government 

• Certain educational scholarships and grants (consult a 
DoD ethics official) 

• Free attendance, food, and entertainment (not travel) 
when provided by a sponsor: 

• of an event on the day that you are speaking or 
presenting information, or 

• of a widely attended gathering, provided that your 
supervisor determines that your attendance is in 
the agency's interest. (If the sponsor has interests 
that may be affected by you, an additional conflict 
of interest determination is required.) 

• Free attendance, food, and entertainment (not travel) 
provided by a person other than the sponsor of a 
widely attended gathering, if: 

• the market value of the gift of free attendance is 
$285 or less and more than 100 persons are 
expected to attend, and 

• your supervisor determines that your attendance is 
in the agency's interest. (If the person has 
interests that may be affected by the employee, an 
additional conflict of interest determination is 
required.) 

• Meals, lodging, transportation, and other benefits in 
connection with employment discussions 

• Awards for meritorious public service or achievement, 
and honorary degrees - see your ethics counselor 

• Travel benefits and free attendance from political 
organizations in connection with certain political 
activities 

• Food and entertainment (not travel and lodging), at 
social events, if: (1) the invitation is not from a 
prohibited source, and (2) the event is free to all 
attendees. 
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On account of his DoD 
position, an arms trade 
association invites Jared, a 
DoD officer, to an industry­
wide, one-day seminar 
sponsored by the 
association, a $200 value. 
He is also invited to dinner, 
which costs $100, at a 
restaurant after the seminar 
with several industry 
executives. Jared may 
accept the seminar invitation, 
provided that his supervisor 
determines that his 
attendance furthers DoD's 
interests. Jared may not 
accept the free dinner 
invitation, which is not part ,of 
the seminar and is closed to 
other interested participants. 

An annual dinner is held by a 
veterans' service 
organization that costs $125 
per person. Representatives 
from veterans' groups, 
Congress, and the media will 
attend. Several DoD 
employees are given free 
tickets by Big Guns, Inc. At 
the dinner, a veteran will be 
honored. Since it is a widely 
attended gathering, the DoD 
employee may be able to 
accept the free tickets if his 
or her ethics official 
determines more than 1 00 
persons are expected to 
attend the event, and there is 
an agency interest in the 
DoD employee's attendance. 
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• Gifts of food and entertainment (not to exceed the per diem rate) at meetings or 
events attended in an official capacity in foreign areas, when (1) not provided by a 
foreign government and (2) non-U.S. citizens participate in the meeting or event 

Foreign Gifts 

Rule: Federal employees may accept gifts from foreign governments if the gift is below 
the "minimal value" which, in October 2002, is $285. Che·ck with your ethics counselor 
about appraising the gift or what the current threshold is. 

Disposition of Improper Gifts 

Rule: If you are offered a gift that you cannot accept, you should: 

• Decline the gift 

• Return the gift, or 

• Pay the donor the gift's market value 

Attention 
Subsequent reciprocity is not a solution 

Gifts Between Employees 

Rule: You may not accept a gift from an employee who 
earns less than you (unless you have a personal 
relationship with the employee, and you are not in the 
chain of command) 

Rule: You may not give, make a donation toward, or 
solicit a gift for someone superior to you in the chain of 
command. 

Exceptions to the Rule 

1. On an occasional basis, such as holidays or 
birthdays, you may give to a superior or receive from 
a subordinate: 

• Non-monetary gifts of up to $10 

Under certain circumstances, 
perishable items may be: 
• donated to charity 
• destroyed 
• shared within the office 
(check with your ethics official) 

Bill asks his 4 coworkers each 
to pitch in $20 tq purchase a 
$1 00 golf putter for Doreen, 
their boss, for Christmas. 
Doreen invites the office to a 
New Year's party, serving 
meals valued at $25. Bill 
brings a $20 bottle of wine. 
• Bill may not solicit, and he 

and his coworkers may not 
give, their boss a group gift 
or individual gifts at 
Christmas that exceed $10. 

• The dinner and the wine 
are both appropriate. 

• Personal hospitality provided at a residence (or an appropriate hosUhostess gift), 

• Food or refreshments shared in the office 

2. On special, infrequent occasions, 
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• of personal significance, such as marriage, illness, 
or birth or adoption of a child 

• that terminate the chain of command, such as 
retirement, resignation, or transfer you may 

• solicit voluntary contributions up to $1 0/person for 
a group gift 

• give an appropriate gift to a superior 

• accept appropriate gifts and group gifts that do not 
exceed $300 from subordinates (See your ethics 
counselor for exceptions.) 

Conflicts of Interest 

Conflicting Financial Interests 

Criminal Rule: You may not do government work on a 
particular matter that will affect the financial interest of: 

• You 

• Yourspouse 

• Your minor children 

• Your general partner 

• Organizations with which you're negotiating or 
have arrangements for future employment, or 

Doreen decides to retire. Bill, 
who works for Doreen, gives 
her a $20 book and again 
solicits for a going-away gift. 
He would like to get her a golf-
related desk set that costs 
about $50. 

• Bill may give the $20 book, 
as it is an appropriate gift 

• Bill may also solicit for a 
gift and contribute toward 
the group gift 

• Bill has learned his lesson 
and does not suggestan 
amount to contribute 

Bryan, a DoD procurement 
officer, is. about to award a 
contract for new computers. 
His wife, Deanna, owns a 
computer sales business, 
which has bid on the contract. 
Bryan may not participate in 
the contract award decision, 
since the decision will affect 
his wife's financial interests. 

• Any organization for which you serve as an employee, officer, director, trustee, or 
general partner 

If you think you may have a conflicting financial interest, consult your DoD ethics official 
immediately to determine the appropriate remedy. 
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Bribery and Graft 

Rule: You may not seek or accept anything of value, other 
than your salary, for being influenced in your official duties. 

Commercial Dealings Between DoD Employees 

Rule: You may not knowingly solicit or make solicited sales 
to personnel who are junior in rank, grade, or position (or 
their families}. This includes insurance, stocks, real estate, 
cosmetics, household supplies, and other such goods and 
services. 

Sue operates a 
cosmetics sales business 
out of her home after • 
hours. During the day she 
is a supervisor at DoD .. 
She may not make 
solicited sales to her DoD 
subordinates or the job or 
after work by calling them 
at home. 

Representation of Others in Matters Affecting Government 

Rule: You generally may not represent anyone outside the Government before a 
Federal agency or court, or share in any compensation for such representations made 
by anybody else, if the Government is involved in the particular matter. 

• There are limited exceptions. 

• There are special exceptions for consultants. 

• Check with your ethics official. 

Supplementation of Federal Salary 

Rule: You may not accept compensation from any source except the Government for 
your services as a Government employee. 

This rule does not apply, if: 

• you are a "special Government employee"- i.e., a consultant, or 

• you serve without compensation, or 

• your supplementation is a result of a public service award 

Impartiality in Performing Official Duties 

Rule: Maintain your impartiality. Don't participate in 
any particular DoD matter if: 

• the matter is likely to affect the financial 
interest of a member of your household, or a 
person with whom you have a "covered 
relationship" is involved in the matter, and 

• a reasonable person with knowledge of the 
relevant facts could question your impartiality. 
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A senior VP from Blatz Corp. 
recently resigned from Blatz to 
become a senior official in 
DoD. Shortly after his arrival, . 
the official's office is tasked to 
decide whether or not to renew 
Blatz's contract with DoD. 
Because the senior official was 
employed by Blatz within the 
last year, he may not make the 
decision 
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Who may be in a "covered relationship?" 

• A member of your household or a relative with whom you're close, 

• Someone with whom you have or seek to have a business relationship, other 
than a routine consumer transaction, 

• An organization (other than a political party) in which you actively participate, 

• Someone with whom you had, within the last year, a close business 
relationship, such as partnership or employment, or 

' 
• Someone with whom your spouse, parent, or dependent child has (or seeks 

to have) a close business relationship, such as partnership or employment. 

Misuse of Position 

Rule: You may not use, or permit the use of, your Government position, title, or any 
authority associated with your office: 

• To induce or coerce another person to provide 
any benefit to you or anyone with whom you 
are affiliated to imply that DoD or the 
Government endorses personal activities 

• To imply that DoD or the Government 
endorses personal activities 

• To endorse any product, service, or 
enterprise, except as provided by statute or 
regulation 

Use of Government Resources 

Rule: Use Federal Government equipment and 
property, including communications systems, only for 
official purposes or authorized purposes as approved by 
your supervisor. 

Rule: Use official time in an honest effort to perform 
official duties, and don't ask subordinates to perform 
tasks outside their official duties. 

Fundraising 

Rule: You may raise funds for organizations in your 
personal capacity, but you may not use your official title, 
position, or authority to fundraise, nor may you solicit 
subordinates or prohibited sources. 
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The General Counsel has 
been asked by his college to 
serve on the Alumni 
AssoCiation. He may serve in 
his personal capacity; but may . 
not allow his position as · 
General Counsel to ·be used 
on the college letterhead or 
other promotional literature. 

Oscar, who is the deputy 
director of a DoD office, is in 
charge of raising funds for his 
son's Little League team. 
Oscar may not ask his 
subordinates to contribute. 

Stu, an ethics attorney at DoD, 
has been offered $1500 to 
teach a 1-day course on 
Federal ethics to employees at 
Big Contractor, Inc. Because 
the topic relates to his official 
duties, he may not accept the 
compensation. 



UNCLASSIFIED 

Teaching, Speaking, and Writing 

Rule: You may accept payment for teaching, speaking, or writing that is unrelated to 
your official duties and that was not prepared on official time. 

• If your employment by DoD is identified, you must make a disclaimer. 

Outside Activities 

Rule: If you file a financial disclosure report, you need 
your supervisor's prior written approval before you 
engage in business activity or employment with a DoD 
"prohibited source" (see page 2). Presidential 
appointees and certain non-career employees have 
additional restrictions -consult your ethics counselor. 

Rule: You may not have outside employment or 
activities that would materially impair your ability to 
perform your duties. 

Political Activities 

Jill, who,:.tests new computers 
fort~e offiGe:r wants to work on 

·· weekend~'!fQr .the vendor of 
thos~homp,U,ters. Since her 

· outsidex~~ployment would . 
cau~~,~~ ;¢6nflit;:t of interest with 
hetf (3pvernmEmt duties, she 

. shouid not accept the job. 

DIA civilian employees may NOT actively participate in political campaigns and other 
partisan activities. While the Hatch Act loosened restrictions on political activity for most 
Federal civilian employees, Federal laws still limit the political activities of military 
personnel, law enforcement, national security, and career SES employees. If you plan 
to engage in any partisan political activity, you should consult your ethics counselor. 

Prohibited Political Activity- DIA employees may not 

• Participate in a permitted political activity while on duty, while in a 
Government office or building, or while using a Government vehicle. 

• Use their official authority or influence to interfere with or affect the result of 
an election. 

• Participate in the following political organization activities: 
o Serving as officers of a political party or partisan group; 
o Serving as delegates, alternates or proxies to a political party convention; 

and 
o Addressing a political convention, caucus, or rally in support of or in 

opposition to a candidate, if done in concert with a candidate, political 
party, or partisan. group. 

• Participate in the following political fundraising activities: 
o Soliciting or receiving political contributions; 
o Hosting, sponsoring, managing, organizing, selling tickets to, promoting, 

addressing, or being a featured guest at a political fundraiser. 
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• Take an active part in a political campaign : 
o Endorse or oppose a candidate in a political advertisement, broadcast, or 

campaign literature, in concert with a candidate, political party, or partisan 
group; 

o Distribute campaign literature printed by or in concert with a candidate, 

politi~al party, or partis~n group; a~~ Helen, a DIAemployee, would 
o Prov1de volunteer services to a pol1t1cal like to place a political sticker 

campaign. on her POV. She drives her 
• Run for partisan office. POV to the DIAC each day 

Pennitted Political Activities - DIA employees may. 

• Express their political opinions publicly (but 
not in concert with a candidate, political party, 
or partisan group}, which includes: 
o Display a political sign, sticker, button, or 

similar material (but not while on duty, in a 
Government office, or using a Government 
vehicle. 

o Sign a political petition .. 

and parks-in the gravel parking 
lot. Helen may put ttie sticker 
on her ca·r because she is 
expressing her political opinien 
publi.cly,. she js not on duty, 
and she is not in a 
Government building or office. 

• Be politically active in connection with a question that is not specifically 
identified with a political party (such as a municipal ordinance.) 

• Participate in the following election-related activities: 
o Voting; . 
o Running for non-partisan office (where political parties may not designate 

candidates); . 
o Serve as election judges or clerks when the law requires them to perform 

non-partisan duties. 
• Participate in the following political organization activities: 

o Be a member of a political party or partisan group; and 
o Attend a political convention, caucus, or rally solely as spectators. 

• Participate in the following political fund raising activities: 
o Make a financial political contribution; and 
o Be present at a political fundraiser solely as an attendee. 

Employment Issues 

Seeking Employment 

Rule: If you are seeking non-Federal employment (e.g., 
sending resumes to select employers), you may not do 
Government work on a particular matter that will affect 
the financial interests of any of your prospective 
employers. You must give a written disqualification 
statement to your supervisor. 

Post-Government Employment 
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Janelle, a procurement 
specialist, is. doing work as a 
Government employee on a 
contract worth $500,000. She 
is offered an interview for a job 
by the contractor. Janelle must 
disqualify or recuse herself 
and inform her supervisor and 
ethics official. 
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Rule: Amays consult your ethics counselor before separating from the Government. 
He or she will advise you on the restrictions that will apply to your activities in the private 
sector in light of your specific duties and level of responsibility as a Government 
employee. 

Official Travel Benefits 

You may keep promotional items such as frequent flyer miles that are awarded for 
official travel that is funded by the Government. If Government travel is funded by a 
non-Federal entity, you may keep promotional items that are awarded for that travel if 
the non-Federal entity does not object. 

You may also keep promotional items given to compensate you for being voluntarily 
bumped from a flight. You may voluntarily surrender your seat ONLY if doing so does 
not adversely affect the performance of your official duties and does not result in 
additional cost to the Government. 

You may not keep promotional items given to compensate you for being involuntarily 
bumped from a flight. 

Sources of Further Information 

If you have further questions, consult a DIA ethics counselor in the General Counsel's 
office described on page ii. 

Additional information is available in: 

1. Standards of Conduct for Employees of the Executive Branch 
The U.S. Office of Government Ethics has developed a comprehensive set of 
regulations to assist Federal employees with their ethics questions. This is a 
primary source of guidance on ethics and standards of conduct. It may be 
found on the Office of Government Ethics website: www.usoge.gov. 

2. DoD 5500.7-R, the Joint Ethics Regulation ("JER") 

The JER contains supplemental regulations for DoD employees. 
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memorandum 
U· 733-08/GC 

DATE: May 5, 2009 

REPLY TO 

Alllj OF: GC 

SUBJECT: Initial Ethics Training 

TO: New DIA Employees 

REF: DoD Directive 5500.7-R, Joint Ethics Regulation 

l. As a new employee of the Defense Intelligence Agency (DIA), you are required to complete 
initial ethics training. To satisfY this training requirement, you must read the enclosed 
"Employees' Guide to the Standards of Conduct." If you cannot find this document in your in-
processing package, ptease conractl -------- -- ----- -- ---- -- -- L _____ ______________ _______ .(1:>)(3): 1 o usc 

424~----

2. You are authorized one hour of official time to read this material. This training must be 
(b)(Jno +completed wrin 30 days of coming on bo..-d to DlA. When completed, please notifYD 
USC 42r ·------------- -------- by either mailing or faxin the rint le ibly signed, and dated copy this 

m o De ense Intelli ence A enc Office of General Counsel, 
Wit your completion data. (b) ( 3): 1 o _ ).,J_$_C _______ - --- --- ---- ----- -------- -------

424 . 
3. You may wish to review additional guidance on standards of conduct issues. Additional 
ethics material is located on General Counsel's ''· u•~· 

(b)(3): 10 
------ --------·--·--------- -- ---- ------ -------------- --- ------·----·--- ·-----usc-~2 4 

4. The Designated A~ency Ethics Official f~r DIA isl -- ---- -- - ---- -lo::l-Cmmrl----- -------- ~~~~~~04 
The DIA Agency Eth1cs Program Manager 1sl ------ ------
Assistant General Counsel. Additional ethics counselors are available inDIA Genernr·· -------------... (bJQ):10 USC 
Counsel's Office. 424 --- -

5. lfyou have any questions about standards of conduct issues, please feel free to contact me at 
(b)(3) : 1~-~~_g _____________ +--------- I I am located in the Pentagon! I I welcome you to DIA and thank 
424 you for your time and attention. 

I [ - -- --- W6)~i~ 
~......:A~s"""si~st:-a~nt:-:G,.e--n--=-e-ra:;-1 "C;:-o--u--ns=-=e11 _ ___. 

I certify that I have read the "Employee's Guide to the Standards of Conduct." 

Printed Name Signature Date 
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12. Equal Opportunity and Diversity Policy Memorandum 

IIU\YTO 
ATTN OF: EO 

APR I 0 2009 

UNITED STATES GOVERNMENT 

memo,randum 
U-09·0563/CE 

suuer: Equal Opportunity nnd Diversity P~>licy Statement 

TO: DlA Worlcfurce 

I. People are the Defense Intelligence Agency's most precious conunodity. Each employee is 
an essential member of a team supporting our national defense mission. Without our people, our 
capability to acromplish the mission would be nonexistent. 

2. I o.m personally committed to equality of opportunity and diversity III1d to establishing and 
sustaining a work environment characterized by an atmosphere of inclusion, and of free and open 
competition for employment. Unlawful discrimination is prohibited. 

3. In addition, I am committed to hiring nnd maintaining a work force that reflects the diversity 
of our nation. The entire work force benefits from recognizing and utilizing the unique qualities 
employees of different backgrounds and cultures bring to the workplace. 

4. DIA will provide a work environment free of unlawful discrimination III1d harassment of any 
kind, provide reasonable accommodation for people with disabilities, and empower employees 
with the mCo.n.s necessary to reach their full potential. The policies and objectives embodied in 
our Equal Opportunity and Diversity Program provide the framework for our agency to be 
viewed as a model employer. · 

5. I fully e.'tpect our ci\'ilian and military managers to support these values in their workplace 
decisions. All employees share in this responsibility by maintaining sensitivity to our culturill 
differences and valuing the contributions each employee makes to the acromplishrnent of our 
mission. 
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13. Drug Testing 

~~~t Notice of Random~~~-T:ti:g~~~j __ [b)j:l)
1
_o_usc 

424 
• 

Memorandum 

REPLY TO A TIN OF: DR 

SUBJECT: General Notice of Random Drug Testing in DIA 

REFERENCES: 

a. Executive Order 12564, 15 September 1986. 

b. DIA Manual22-17, "Drug-Free Federal Work Place Program." 

TO: Distribution F 

1. The purpose of this notice is to remind the work force of the Department of Defense 
(DoD) guidance that has effected the number of civilian random drug tests conducted at 
DIA. 

2. In 1986, the President issued Executive Order 12564, which mandated specific 
actions to assure the objective of a drug-free Federal workplace. Since then, DoD has 
been in the forefront in developing and implementing effective drug testing programs for 
its work force. DIA, based on its sensitive intelligence mission, has an especially 
compelling obligation to continue taking the necessary steps to eliminate illegal drug 
use from its workplace. 

3. DIA civilians have been subject to random drug tests since 1989. However, until now, 
there has never been an annual requirement to test a specified percentage of the 
civilian work force. DoD guidance now calls for each organization to randomly test 50 
percent of its civilian work force. 

~· To meet this requirement, th~ . -:~- -------- -- ____ 1.~~~---- (b)(3 )4~4 mcreased the frequency of testmg, and the number of DIA CIVIlian employees to be --- ____ I,.L$g __ _ _ 
tested each month. Therefore, there is a very good possil:?ility that an employee may be 
selected for testing more than once. If selected for random testing, an employee will be 
notified through his/her supervisor of the date, time, and place of the test on the same 
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day that the test is scheduled. Selection for random testing in no way implies that an 
employee is under suspicion of using drugs. 

5. All DIA employees have a mandatory obligation to be tested when contacted. They 
are required to participate, regardless of whether or not they were previously tested. 
Managers must treat this requirement as a priority and ensure their employees take the 
test when notified. 

6. Employees who are found to use illegal drugs or refuse to take a scheduled drug test 
will be subject to the full range of disciplinary actions authorized under DIA regulations. 
Disciplinary action may be mitigated when an employee voluntarily admits to illegal drug 
use, obtains required counseling and/or rehabilitation, and thereafter refrains from using 
illegal drugs. 

7. OIA's drug free environment continues to be a testimonial to the integrity of our 
employees and the overall success of a multifaceted approach to monitoring employee 
welfare. 
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14. Hand Carrying Classified Documents 

Do 
Plan well in advance so that the material will be waiting for you at your destination. 
Make every effort to send material via secure means (i.e., registered U.S. mail, the 
Defense Courier Service (DCS)).· Consider hand carrying as your last resort. Let courier 
professionals do the job. 

Prior to Leaving 

. 0 Obtain written authorization 
1t1 Travel orders/theatre clearance 
0 Courier card (regardless of mode of travel) 
0 Courier Letter of Authorization (if traveling by commercial aircraft) 
0 Get a travel briefing (within 6 months of travel) 
0 Make arrangements for any overnight storage. Obtain a receipt for any temporary 

storage. Classified material must be stored only at an accredited facility. 
0 Make a list of materials you will carry and leave the list at your office 
0 Double wrap materials 
li?1 Arrange to have the classified material shipped back via a normal secure means 

(registered U.S. mail or DCS) 
0 Use secure FAX machines to send materials that do not require original signatures 

While Hand Carrying 

0 Keep materials in your possession at all times 
0 Report security incidents immediately upon arrival at an accredited facility or your 

destination (whichever comes first) 

If Traveling by Commercial Aircraft 

0 Ensure all airlines are U.S. carriers, or that no U.S. carrier is available before using a 
foreign carrier 

0 Arrange with destination's point of contact for passage through nonwU.S. Customs 
checkpoints and have in your possession: 

o Courier Authorization Card 
o Courier Letter of Authorization (original, signed copy) 

DO NOT 

~ Read, display, or use materials in public 
1!1 Leave materials unattended 
l!l Wait until the last minute to decide what classified material should be taken 
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lBl Take the material home with you before, or after your trip, or store it in your hotel 
room 

~ Think that because you hand carried the material to your destination, that you have 
to hand carry it back 

1!1 Hand carry unless there i~ no other way to get it there 

i.iifM\if.], 
(b)(3):10 ~for 
usc 4?·L ------- -- ---addiUcnrarasslstance or to report problems encountered during couriering 

References 
DIAR 50-2, "Information Security Program," Chapter 5, Appendix C. 
DoD S-5105.21.-M-1, "Sensitive Compartmented Information Administrative Security 
Manual," Chapter 3. 
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15. Information Systems Security (INFOSEC) Guidelines 

System Protection/Antiviral Practices 

Passwords 

Individual Account 
Protection 

Passwords are issued to individuals for their use only. Giving your 
password to another person is in violation of DIAR 50-23. Protect 
passwords, when combined with user account names, at the 
highest classification level of the system to which the passwords 
allow access. 

To ensure individual account and system protection, users must use 
the screen lock function or log-off the system each time they leave 
their workstation. For the purposes of the workday, activating a 
password-protected screen locking mechanism is considered 
secure. Users are required to logoff when departing for the day. 
Failure to secure the workstation by using screen lock or logging off 
is a practice dangerous to security and may result in adverse 
administrative action. 

Non-DIA Software Requests for approval to use non-standard DIA software, including 
free and unsolicited demonstration software, must be sign~ 
division chief or higher official before submitting to the DIAL__j 

(b)(3). 10 . Approval to use and install non-DIA software can be requested 
usc 4z4 ______________ --------------------- ----througl'\-thej - ------------- ------------ ------ I 

Personally-Owned 
Software 

Personally-owned software, regardless of source, may not be 
introduced into DIA computers. 

Modems Use of modems in DIA is controlled and managed. Modem 
connection to computers may be approved as outlined in DIAM 50-
24. A division chief or hi her official must submit a re uest for 
modem connection to 

(b)(3): 1 o USG--424----- ------------------- Ap-proval is site and configuration specific. 

Escort Responsibility The individual providing escort duty is responsible for ensuring the 
person being escorted does not gain access to a DIA automated 
information system. Failure to do so may result in a security incident 
and adverse administrative action. 
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Classification Markings 

_ Media Labels 

Marking 

All removable magnetic media must bear a label indicating the 
classification level of information to which the media contains. A 
color-coded security classification label, for example an SF-712 for 
SCI, must be affixed to media and computer processors such as 
CPUs, laser printers, and external drives. 

Place the labels in a conspicuous place on the media and 
processors where they will not adversely affect operation of 
the equipment. 

Users will ensure that all output contains proper classification and 
control markings and is adequately protected. This includes all 
messages and correspondence generated on electronic mail 
systems. Automatic classification marking systems or macros are 
encouraged. 

Media Control & Accountability 

Copying Files When copying or moving files between systems with differing 
classifications, users must follow INFOSEC SOP 1 to ensure the 
proper data are copied or moved. Each LSA cell has software 
utilities to assist in the execution of secure copy procedures. 

Processing Restrictions Information systems connected to DIA LANs can process, store, 
~transmit Top Secret SCI information. Processing of Top Secret 

(b)(3) : 1 g -----------·-· l:::::._l Limited Distribution (LIM DIS), and Special Access Program 
USC 424 (SAP) information is restricted to accredited, stand-alone 

computers. 

Processing Violations 

(b)(3):10 usc -~-?~ --

If information other than TS SIGis·inadvertentJY.,,...- ::.:.ro::::.:ce::::· ~s~~"""··· ·;;;;---·--- -~~~\50°24(i) 
the DIA LAN re ort the in i · · 

The 
l.::c~o~nr:a=-=m::!ln=a::.:t-:::-:::r:-:-w=o-:rrk=s:r:ta:.:ti7on=-=s"J(s=-):-:-w:-::i;;-ll ;:-be:-:;d::is7co=-=n=n:-:e-=ct;:e:::;d&:fr=o-=m the network 
and sanitized. User LAN and workstations will be isolated until all 
media, workstations, and the file server are scanned and cleaned. 
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Destruction 

Removable Media 

Laser Toner Cartridges 

Destroy removable media as non-pulpable classified waste. It is not 
necessary to cut diskettes into pieces or remove the ribbon from the 
cartridge. However, removal of the hard plastic is required . 

laser printer toner cartridges will be recycled rather than disposed 
of as waste. Prior to recycling, the cartridges must be desensitized 
by running at least five full pages of unclassified, randomly 
generated text through the machine before the cartridge is removed. 
These pages should not include any blank spaces or solid black 
areas. Used laser printer toner cartridges should be placed in the 
cardboard box that the new cartridge was shipped in, or any 
cardboard box. The exhausted toner cartridges should be turned 
into the local supply store on a one-for-one exchange basis for new 
laser toner cartridges. 
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16. Deployment 
DIA employees may be required to deploy overseas during their careers. After reading 
this section, employees will better understand management expectations and 
responsibilities surrounding each of the main phases of a DIA deployment. 

Curious about what deployment might mean for you? In this section you'll find useful 
information and examples in the following areas: 

( b )(3): 1 ~- --------~-- -- --~---------- I 
usc 42il •:• Employee responsibilities 

•:• Deployment prep and training 
•!• Benefits 
•!• Time and attendance 
•!• Redeployment 

Deployment and Deployment Prep 

From your official selection to your return to station, I 
will coordinate command and control. 

· Attention 
Supervisors: You are required to excuse the selected employee from normal duties 
as necessary to facilitate completion of pre-deployment requirements. 

Deployment Key Players 

Directorates and Special Offices are responsible for: 

0 Identifying personnel with the skills and abilities that match mission requirements 
0 Nominating personnel for deployment by completing the nomination form 
0 Notifying the supervisor and employee of a deployment selection 

( b )(3): 1 o ____ _____ I~L . ..Coord i nat~ngl---- ----- --------- --- · I 
usc 424"" . -

(b)(3): 10 _______ _T_beL...~- -----------=-------_--_-- ____ ____.Iis responsible for: 
usc 424 "" -

0 Conducting pre and post administrative processing and providing logistical support 
(b)(3) 10 0 A ointin usc-424____ ______ · --------- --------------------------------------------- for deployment preparation an 

a mm1s ra 10n 
0 Scheduling and administering required training and country briefings; coordinating 

(b)(3): 1 ~ __ ____ ___ ____ __ _ with.thel------ Ito notify employees of training 
usc 424 0 Identifying requirements for region, country, and security clearances 

0 Providing date and time of the pre-deployment briefings 
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The employee's supervisor is responsible for: 

0 Ensuring that deployed personnel are considered for special recognition, promotion, 
and other awards, with input from in-theater supervisors 

0 Confirming that performance appraisals are finalized for the period of time that their 
employee was deployed, with input from in-theatre supervisor 

0 Creating and communicating new performance expectations for recently returned 
employees within 30 days from return to duty 

0 Ensuring that returning employees are fully and meaningfully reintegrated into the 
organization 

While preparing for your deployment EAP offers assistance with the preparation, 
transition and support for you and your family. Let EAP work for you! 

Pre Deployment 

(b)(3) :10 -----------At--t ... ~Cl-ou will have the opportunity to: 
USC 424 '-n:c..____]Y 

·:· Receive immunizations 
•:• Participate in deployment training 
•:• Attend deployment briefings 

Medical Requirements 

All em(.:!loyees are required to obtain a pre-deployment health assessment prior to 
~~~)~~o.r-- - - ----- __ v.isitingl--- - -- I · · · · 
(b)(3) : 1~ ____ .... --1------- lwm provide you with immunizations appropriate to your deployment 
usc 424 destination. 

(b)(3):10 usc 
424 

Training 

·~ ..... 
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(b)(3): 10 usc 

424 ·-, ' ·-·- -··--... • 

-- ----...... ·--

' ·-

Here's what else you can expect to receive from your pre-deployment experience: 

0 Common Access Card 
with Geneva Convention 
Category and overseas 
use authorization 

0 Legal documentation 
(wills) and identification 
tags 

0 Military equipment 

Pre Deployment Briefing 

0 Medical and dental screening 
records and a record of 
required immunizations 
received 

0 Weapons qualification sheet 

(b )(3): 1 o _________ .Y~HJ.q ___ _______ _______ ______ ____ ____ ________ : lwm brief you one final time 
usc 4Z4 prior to your deployment mto the theater of operations on: 

0 Weather, seasonal changes, and recommended attire in your theater of operations 
0 Local customs and traditions 

0 Communications and correspondence, including mailing addresses and 
telecommunication information 

0 Personnel and security issues 

0 Flight information and pre-flight meeting time/place 

Deployment Benefits 

Health Insurance 

While deployed, your regular health care benefits are covered under the Federal 
Employees Health Benefits Program, which has a number of worldwide options. 

Life Insurance 

Deployment to a combat zone does not cancel your FEGLI coverage. 
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While deployed, you are eligible for coverage under the Federal Employees Group Life 
Insurance Program (FEGLI). 

Civilian employees sent to a war/combat zone in a support role will keep FEGLI 
coverage as well as Accidental Death and Dismemberment (AD&D) coverage. 

Federal Employee's Compensation Act 

The Federal Employee's Compensation Act (FECA) provides benefits to you if you are 
injured during the performance of duty while on deployment, or if you acquire an 
employment-related disease while on deployment. FECA also enables your 
dependents to collect benefits in the event you are injured or succumb to disease or 
death. 

Expect a Benefits Briefing from HCH that will guide you through specifics on: 

•:• Pay and allowances 
·:• Life insurance 
•:• Workers' compensation 
•!• Disability benefits 
•!• Beneficiary forms 

c If you previously waived basic life insurance under FEGLI , you may sign up for FEGLI 
prior to your deployment. 

T&A Reporting During Employment 

While deployed, make sure your deployment supervisor submits your timesheets via fax or 
email to your DIA supervisor. 

CIA supervisors: You must ensure that you receive your employees' T&A sheets 
with the signature (or originating email address) of the on..,scene te,mporary 
supervisors. 

88 



Deployment Pay 

Your compensation may vary while on deployment. Due to long/irregular hours, 
physical hardships, and dangerous conditions, your salary may be impacted in the 
following ways: 

0 Premium Pay- paid to a civilian employee during deployment while working on 
holidays, weekends, or late at night. 

0 Incentive for Voluntary Deployment- voluntary employees may receive $8,000 
for 179 day deployment and $16,000 for 365 day deployment. 

Attention 
The voluntary deployment incentive payment is separate from annual 
directorate and agency bonuses. Deployed personnel must still be considered for 
annual directorate and agency bonuses. 

0 Post Differential Pay- variable percentage of basic compensation granted to 
employees at posts with very difficult living conditions, excessive physical hardship, 
or notably unhealthy conditions. 

You· must seNe at least 42 days at the post authorized to receive post differential pay . . 

0 Danger Pay- Up to 35% of basic pay (established by the Secretary of State) 
granted to employees when civil insurrection, civil war, terrorism or wartime 
conditions threaten physical harm or imminent danger to the health or well·being of a 
majority of employees officially stationed at a post in a foreign area. 

To receive payment of, the deployment incentive, post differential. and danger pay, you 
must submit a copy of your travel orders and vouchers to I ., . rnce you 
return from deployment. . (b)(3t 1o usc 

424 ·- .. 
Redeployment- Coming Home 

While on deployment, a DIA in-theater point of contact is available to help you 
coordinate your redeployment. You should contact your POC at least 30 to 60 days 
prior to your scheduled return date. 

Redeployment Briefing 

(b)(3): 10 U_p_Q.r:U:~tyrn_, _you _arareqwred~O-~ontaetl-- ----- ko schedule a redeployment briefing 
usc 424---------and to return your military equipment (when provided) . 

89 



The in-theater POC will inform you of your: 

•:• Passenger flight information 
·:· Departure date 
•:• Arrival date 
•:• Arrival location 
•:• Special needs 

Redeployment Administrative Leave 

Upon return, supervisors are required to grant employees up to 5 days of administrative 
leave in addition to approved liberal use of annual leave. This allows employees to 
reunite with family and friends and receive some much needed rest and relaxation. 
After this administrative leave period, supervisors typically assign returning DIA 
employees to half-time duty days during the first full week back to their respective 
directorate or special office. 

Here are some leave guidelines on reintegrating employees: 

0 1 duty day of ad min leave for 
civilians 

If deployed for 1 to 2 months 0 24-hour pass for military 
personnel 

0 3 duty days of ad min leave for 
civilians 

If deployed for 2 to 4 months 0 72-hour pass for military 
personnel 

0 5 duty days of ad min leave for 
civilians 

If deployed-for 4 to 12 months 0 96-hour pass and one duty day for 
military personnel 

( b )(3): 1 ~ ______ ___ __ U_p_on_yo_ur . .return, .yo.u.w~ llbe-GG~ltasted- byl ---·· ---
usc 424 which will cover: 

Ito schedule reintegration briefings, 

0 Amendments to travel orders/arrangements 

0 Reimbursements for travel expenses 

0 Payment of danger and foreign post-differential pay 

0 Return of equipment including weapons 

0 Return of atropine and 2-pam chloride auto-injectors 
0 Mandatory medical screenings 

0 Reasonable accommodation information 

0 Reintegration seminar 
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? 
• How can employees better prepare their families for their deployment? 

EAP conducts educational seminars for deployed personnel, which identify the 
emotional cycle of deployment return and preparation for returning. 

Deployment Appraisal 

Deployments of 90 days or more 

If you are going to deploy for 90 days or more, 
your DIA supervisor will render a close-out 
appraisal prior to your departure. 

Once you deploy to your new duty location, 
your in-theatre/rater will document your 
performance expectations for the period of your 
deployment. 

Deployments of Less than 90 days 

Avou may receive more than 
one performance appraisal, which 
will be kept on file by DIA. 

If you will be deployed for less than 90 days, performance expectations will not 
be required. Your in-theater supervisor will document your significant 

·accomplishments and report these accomplishments back to your DIA supervisor 

I Attention 
Supervisors 

Get in touch with your employee's in-theater supervisor to determine whether your 
employee should be nominated for an award. Have the in-theater supervisor fill out 
the nomination form. 

Recognizing Employees 

Supervisors are encouraged to recognize the performance of employees returning from 
deployed assignments. 

Awards available include: 

•!• The CIA Civilian Expeditionary Medal (DCEM) 

•!• The DIA Civilian Combat Support Award 

•!• The DIA Civilian Mission Support Certificate 

•!• The Armed Forces Civilian Service Medal (AFCSM) 
•:• The Defense of Freedom Medal 
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17. Awards 
Supervisors, civilian employees, and military personnel should read this chapter to find 
out information on: 

•:• Supervisor award responsibilities 
•!• Civilian and military awards comparison chart 
•!• Awards ceremony overview 

Supervisors, you should learn as much as possible about available awards to ensure 
your top performers receive the recognition and decoration they deserve. · 
Awards help improve employee retention and raise morale. 

· Attention 
Awards should only be given out to deserving employees. Supervisors, you 
should only use awards to recognize exceptional performance and on-the-job 
achievement. 

When nominating and preparing military awards, contact your directorate's senior 
Service Advisor (SSA) or Senior Enlisted Advisor (SEA) for assistance. 

: Attention 
You are not guaranteed an award! 
Supervisors should only use awards to recognize exceptional performance and on­
the-job achievement. 

Award Responsibilities 

Office Chiefs & Division Level Supervisors Role: 

•!• Identify exceptional performance and make appropriate award recommendations 
•!• Ensure that supervisors review suggestions and constructive ideas for their 

organization's rewards needs 
•!• Ensure that supervisors comply with EEO policies 
•:• Approve on-the-spot awards for $100-$450 and time-off awards up to 40 hours . 
•!• Ensure that employees are only recognized once per act of exceptional performance 

Supervisors Role: 

·:· Initiate award recommendations and process them through your chain of command 
•!• Identify exceptional performance and make appropriate recommendations 
•:• Compile an award justification memo noting the recommended type of award and 

other supplemental information 

92 



•:• Encourage employees to nominate their peers for awards and to also call out 
e:xceptional performance 

•:• Approve on-the-spot awards for $100-$450 and time-off awards for up to 8 hours 

Attention 
Nomination procedures differ for almor everyl type of award. Initiate award 
nominations through your directorate's - ___ Qr Awards POC. -------.... _____ _ iJ -(b)(~):11lUS~424 

For a complete list of awards, checklists and nomjnatjon :ro:edmes r'ease see the HC 
Awards Websit~ ---------------------__ _ 

·· --- .. . ----- (b )(3) •1 0 - --- ---Usc--~2 4 
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Awards Comparison Table 

Superior Service Medal 
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National Intelligence Medallion (IC Award) !Military Also Eligible 
~~ationallntelligence Certificate of Distinction (IC !Military Also Eligible 
~ward) 

!(he Director of National Intelligence's Award for Military Also Eligible 
Collaboration Leadership (IC Award) 
iGalileo Award (IC Award) Military Also Eligible 
Intelligence Community EEO and Diversity Exemplary Military Also Eligible 
Leadership Award (IC Award) 
Intelligence Community EEO and Diversity !Military Also Eligible 
j()utstanding Achievement Award (IC Award) 
Distinguished Public Service Medal (IC Award) IN/A 
Superior Public Service Medal (IC Award) ~/A 
IC Expeditionary Service Medal !Military Also Eligible 
~oint Duty Service Device ~/A 
DIA Director's Annual Agency Team Award Military Also Eligible 
DIA Teamwork Award !Military Also Eligible 
OIA Diversity Management Award Military Also Eliqible 
PIA Outstanding Employee with a Disability Award !Military Also Eligible 

Awards Ceremony 

All awards should be presented in an informal or formal ceremony so the employee 
knows the value of their service, and others may appreciate their contributions. A 
ceremony will emphasize the award is recognizing a significant achievement. 

~~~ Tips on Conducting an Awards Ceremony 

If you plan to conduct a formal awards ceremony, consult the Civilian Awards Program 
Polic found on the Civilian Awards n Re ·'on website 

_. ___ .. Another great resource for 
prepa~JlQ-.a-n -con -uctmg an award ceremony are your directorate Senior Service 

(b)(3) 1q __ ___ .---Aelvis-or or Senior Enlisted Advisor. 
usc 424 
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18. eZHR 

~ 
eZHR is the application employees and supervisors use to view, update, and maintain 

. personnel and training records. You will find eZHR from the DIA Internal 
Communications Page- under Important Links- click "eZHR." You will sign-in to eZHR 
using your DIA-issued DoDIIS user ID and password. 

What You Can View in eZHR 

·:· DIA personnel actions 
·:· Pay information 
·:· Leave balance 
·:· Administrative information 
•!• Life and health insurance 
•!• Retirement plan 
•!• TSP 
•!• Military service 
·:· Foreign language proficiency pay 
·:· Position description 
·:· Rating chain information 
•!• Performance appraisal information 
·:· Passport and Visa Information 
•!• Position Description 

What You Can Do in eZHR 

A The most common eZHR 
tasks will be found under "My 
Civilian eZHR Self-Service." 

0 Enroll to receive your Leave and Earnings Statement (LES) electronically 
0 Update diversity information 
0 Self-certify education 
0 Certify completed training 
0 Learn about available training and enroll in courses 
0 Add honors and awards 
0 Update your work experience 
0 Record a name change 
0 Enter address changes 
0 Update emergency contact information 
0 Enroll in or change your TSP allocations 
0 Enroll in Telework 
0 Sign up for Leave Bank 
0 Self-certify your foreign language skills 
0 Self-certify licenses and certificates 
0 Check on emergency designation 
0 Enroll employees in training 
0 Submit employees for awards 
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0 Complete trial-period assessments 
0 Document record of counseling 
0 Access analyst resource catalog and competencies 
0 Apply for civilian jobs at DIA 
0 Create your civilian resume 

eZHRForms 

••• 
~eZHRForms 

eZHR Forms allows supervisors and employees to complete, track, and print civilian 
performance appraisal documentation. 

What Supervisors Do in eZHR Forms 

~ Document employee performance objectives for the upcoming rating period 
0 Conduct a mid-point review of .employee performance 
0 Supply supplemental appraisal input for short-duration assignments 
0 Record rater assessments, including narrative comments and numerical ratings 

What Employees Do in eZHR Forms 

0 Document employee self assessment of progress during the rating period 
0 Review and acknowledge the receipt of performance objectives, mid-point review, 

supplemental appraisals and the annual close-out appraisal 

What Reviewers Do in eZHR Forms 

0 Review and approval of employee objectives 
0 Provide narrative comments to support the overall rating 

eZHR Training On-Demand 

Training On-Demand shows employees and 
supervisors how to do anything and 
everything in eZHR and eZHR Forms. 

Training On-Demand is an interactive online 
learning tool. On-Demand gives you a choice 
of how you would like your question . 
answered. 
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• How do I access eZHR Training 

On-Demand? 

Select the eZHR Training On­
Demand, or eZHR Forms Training 
On-Demand from the eZHR (or 
eZHR Forms) homepage. 



See It 

In the "see it" mode, you sit back and watch the computer show you how a task is 
completed. The training uses screen shots from eZHR. 

Try It 

In the "try it" mode, you are asked to click through screen shots in order to practice 
clicking where appropriate to complete the task. 

Do It 

In the "do it" mode, a separate screen opens with text and pictures telling you how to 
accomplish the task. The benefit of the "do it" mode is that you can actually use 
eZHR and have the "do if' window open to show you how to use eZHR at the 

.In the 11See it'' and "try it" modes eZHR will not be affected. In the "do it" 
mode eZHR will only be affected if you choose to use eZHR while using the training 
screen. 

same time. 
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20. DIA Strategic Plan 2007 - 2012 

'The primary focus of DIA at this time is to prevail in the Global War 
on Terrorism (GWOT) by providing insight, knowledge, and 
actionable intelligence to leaders and operations. To do so well · 
requires the continuous renewal and adaptation of our resources and 
capabilities to ensure we achieve persistent penetration of the 
adversary." 
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Commanders and polkymakers rely on military intelligence professionats to make sense of our 
world- to offer depth of insight, ensure accuracy and timeliness of information, and provide 
warning. Irregular warfare and the Global War on Terrorism require agile operational forces and 
precise weaponry- both of which are highly information-centric. To succeed, our armed forces 
and military leaders require the right information delivered at the right time in the right form. This 
is no small challenge. 

DIA will meet this challenge and continue to evolve as a leading intelligence combat support 
agency, by focusing on five major strategic actions: 

• Build an agile, forward-looking organization able to provide intelligence depth and 
warning integrated into US military operations. 

• Strengthen human, analytic and technological capabilities to remain ahead of our 
adversaries through advanced collection and analysis. 

• Support unification of effort across the Intelligence Community to promote horizontal 
integration fostering access to data and sharing of information. 

• Recruit. develop, and retain a diverse, results·oriented intelligence workforce to ensure 
the right skills and competencies are in place. 

• Establish high quality, modern and scalable human, technical and finandal support 
systems to maximize all available resources. 

This plan demonstrates DIA's commitment to continuous improvement in pursuit of defense 
intelligence excellence. It points to our rapid evolution as a global combat support agency in the 
face of changing military operations. And it speaks to our efforts to build new, more effective 
capabilities to advance the mission of DIA and its partners. 

I am proud of the hard work and dedication of the DIA workforce. I am also proud of your 
contributions to our armed fo.rces and your service to our Nation. I thank you for your shared 
commitment to the important initiatives and actions outlined in this Strategic Plan for DIA. 

MICHAEL D. MAPLES 
Lieutenant General, USA 
Director 
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The Intelligence Reform and Terrorism Prevention Act, the National Security Strategy, the 

National Defense Strategy, the Quadrennial Defense Review, the formation of the Office of the 

Director of National Intelligence {ODNI), and the National Intelligence Strategy (NIS} represent an 

extraordinary period of change for intelligence. 

A critical outcome of this transition will be the creation of a highly integrated and interconnected 

Defense Intelligence Enterprise. This construct will serve as a critical link between defense 

and national priorities, and will horizontally integrate the people, systems and processes that 

comprise the individual components of intelligence. 
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Defense Intelligence Enterprise - the Defense 

Intelligence Community (organizations within · · 

the Department of Defense (DoD) that have an 

intelligence mission and/or function), plus all of 

their stakeholders. Stakeholders- entities and · 

interests that are involved in creating, sustaining, 

and enhancing the mission capacity, either 

voluntarily or involuntarily, of the enterprise. · 

Enterprise- the nodal element within a network . 

of interrelated stakeholders. 

To achieve this, DIA and its partners must 
work together to achieve a shared vision 

encompassing five fundamental imperatives: 

Sustain the Fight in the Global War 
on Terrorism 

The primary focus of DIA at this time is 
to prevail in the Global War on Terrorism 
(GWOT) by providing insight, knowledge, 
and actionable intelligence to leaders 
and operators. To do so well requires the 
continuous renewal and adaptation of 
our resources and capabilities to ensure 
we achieve persistent penetration of the 
adversary. 

The GWOT, and our increased focus on 

irregular warfare capabilities, moves 
intelligence to the operational center. It 
requires the intelligence professional and 
operator to be integrated and fully engaged 
in collection, analysis, and production of 
actionable intelligence in the fight against 

terrorists and to prevent the proliferation of 
weapons of mass destruction. 

Irregular Warfare - a form of warfare that has 

as. its objective the credibility and/or legitimacy 

of the relevant political authority with the goal 

of undermining or supporting that authority. · 

Irregular warfare favors indirect approaches, 

though it may employ the fullrange of military 

and other capabilities to seek asymmetric 

approaches, in order to erode an adversary's 

power, influence, and will. 

Plan and Support Defense Operations 

Achieving a new level of integration between 
the intelligence professional and the operator 

will be accomplished nationally through the 
Defense Joint Intelligence Operations Center 
(DJIOC) and regionally through combatant 
command (COCOM) JIOCs including all­
source intelligence campaign planning (ICP) 
capabilities. 

The JIOCs will form the basis of a 
collaborative, interactive relationship 
with national and defense intelligence 
agencies, COCOM JIOCs, COCOM analytical 

and collection elements, military service 
intelligence organizations, and the Joint 
Functional Com·ponent Command for 
Intelligence, Surveillance, and Reconnaissance 
(JFCC-ISR). 

Sl'dte-gic PIJn 2007-2012 3 



The Defense Joint Intelligence Operations 

Center -established to integrate and 

synchronize military and national intelligence 

capabilities. The DJIOC will plan, prepare, 

integrate, direct, manage, and synchronize 

continuous, full-spectrum de~ense i~telligeni:e . 

operations in support of the combatant 

commands; 

Achieve Defense Intelligence Unity 
of Effort 

Achievement of true unity of effort among 
members of the Defense Intelligence 
Enterprise will come through the joint 
creation of policies, processes, and systems 
that encourage and facilitate access, sharing, 
and interoperability. DIA will lead this effort 
by coordinating capabilities and resources in 
ways aimed at better serving the customer. 

The drive towards coordination includes 
building new programs as needed and 
the integration ofthe defense intelligence 
initiatives already underway, including 
the DoD Intelligence Information System 
(DoDIIS) Way Ahead, the Defense Intelligence 
Analysis Program (DIAP), the Defense HUMINT 
Management Office (DHMO), and others. 

Support the Office of the Director of 
National Intelligence 

As a provider of all-source defense 
intelligence, DIA is uniquely positioned 
to serve as a critical link between national 
and defense capabilities and priorities. This 
strategic plan lays the groundwork for this 
through the development of goals and 
objectives aligned in support of the NIS. 

In the years ahead, DIA will seek to develop 
and support initiatives that establish a 
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collaborative, interactive relationship with 
the ODNI to ensure that defense and national 
priorities are managed in a coordinated and 
synchronized approach. The desired outcome 
Vv'ill be the continuously more efficient use of 
resources. 

Develop the Defense Intelligence 
Enterprise 

DIA is committed to transforming defense 
intelligence into an enterprise that supports 
integration and synchronization of collection, 
analysis, planning, and management activities. 
The resultant Defense Intelligence Enterprise 
construct will enable access to the totality of 
intelligence resources and more effectively 
meet the needs of national and defense 
customers. 

Complex global operations, transnational 
threats, and the evolution of an enhanced 
national intelligence structure will require 
new organizing principles. The Defense 
Intelligence Enterprise will take shape as a 
central organizing principle, particularly as 
the Defense and COCOM JIOC components are 
refined in the years ahead. 

The culmination of our efforts will be to achieve 
human and technological platforms that 
can deliver faster, better, and more efficient 
intelligence to consumers. The purpose of this 
strategic plan is to identify the necessary goals 
and objectives central to achieving this vision 
for DIA and an integrated Defense Intelligence 
Enterprise. 



Section 1: 

Goall 

Goal2 

Goal3 

Goal4 

Section II: 

Goal 5 

Goal6 

Goal7 

GoalS 

Enhance Mission Management 

Transform the Defense Intelligence Enterprise. 

Achieve next generation collection capabilities. 

Produce the right intelligence for the right customer at the right time. 

Create a knowledge-based culture. 

Enhance Enterprise Management 

Attract, develop, and retain a results-focused workforce. 

Provide superior resource and organization management. 

Sustain a culture of continuous improvement. 

Provide the optimal work environment. 
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DIA's commitment to the Nation is to prevail in the Global War on Terrorism, prevent and 

counter the spread of weapons of mass destruction, bolster the growth of democracy, and 

anticipate developments of strategic concern and opportunity. This requires a collective 

effort. Th achieve this, the Agency is committed to transfonning individual capabilities 

into a cohesive, integrated Defense Intelligence Enterprise. 

DIA's Director will lead this effort nationally through the Defense Joint Intelligence 

Operations Center and regionally through the combatant command Joint Intelligence 

Operations Centers. The Agency. will sustain integration through co-location of 

multi-agency resources, implementation of interoperable technology, a global force 

management (GFM) capability, and all-source intelligence campaign planning (ICP) at 

the national and theater levels . 
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Objective 1.1 

Enable the DJIOC and COCOM JIOCs to fully 
implement Horizontal Integration through 
the Defense Intelligence Enterprise. 

DIA will use the DJIOC to synchronize 

assessments, planning, deconfliction, 

and execution of intelligence activities 
across agencies and theaters, creating a 

horizontally integrated enterprise. The 
DJIOC will form the basis of a collaborative, 
interactive relationship between national 
and defense intelligence agencies, COCOM 
JIOCs, COCOM analytical and collection 
elements, Service intelligence organizations, 
and the Joint Functional Component 
Command for Intelligence, Surveillance, 

and Reconnaissance. The Agency will 
institutionalize a fully integrated Defense 

Intelligence Enterprise, networked and 

enabled by an enterprise Information 
Technology (IT) architecture. DIA will: 

• Improve national-level operational 
support to the COCOMs through a 
centrally coordinated all-source DJIOC 
providing collection, processing, and 
planning services involving both defense 
and national intelligence assets. 

• Improve theater-level operational support 
to the COCOMs through regionally 

focused all-source JIOCs, providing 
collection, processing, and planning 
services involving both defense and 
national intelligence assets. 

• Achieve an integrated and interoperable 
IT infrastructure for the Defense 
Intelligence Enterprise that incorporates 
the Department of Defense Intelligence 
Information System (DoDIIS} architecture 
and ensures seamless integration between 

all strategic, operational and tactical 
intelligence components. 

• Identify innovative practices and 
technologies developed in support of 
the DJIOC and COCOM JIOCs that can 

be implemented across the Defense 
Intelligence Enterprise to enhance 
integration and unity of effort. 

Objective 1.2 · 

Build a full range of Intelligence Campaign 
Planning capabilities to promote a 
cohesive, integrated approach to 
intelligence campaign development. 

DIA will support an ICP process that will 

identify, plan, and apply all defense and 
national intelligence capabilities against 
policy, strategic, operational, and target 

objectives. An effective ICP process will yield 

actionable plans directing the synchronized 
and sequenced application of intelligence 
assets. This process will encompass the full 
range of intelligence requirements from 
strategic to tactical, will identify intelligence 
gaps and vulnerabilities, and will exploit 
intelligence targets to support operational 

objectives. DIA will: 

• Develop a rigorous, integrated ICP process 

to produce plans for the synchronized 
and sequenced application of intelligence 
assets against objectives. 

• Evaluate and monitor the effectiveness 
of intelligence plans, operations, and 
processes, and adjust as needed to 
achieve desired results. 

Strategic Plan 2007-2012 7 



Objective 1.3 

Develop and implement a comprehensive 
Global Force Management approach to 
achieve unity of effort across the Defense 
Intelligence Enterprise. 

DIA's approach to GFM supports the DoD 
methodology for force and resource 
apportionment, assignment, and allocation. 
In addition, the approach will provide 
increased visibility into force availability and 
an improved mechanism for the assessment 
of risk. The combination will allow DIA to 
harness resources and capabilities better 
worldwide and across defense intelligence 
programs, resulting in a more agile and 
responsive decision making environment. 
DIAwill: 

8 ; Strategic Plan 2007-2012 
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• Develop a process and associated 
applications, data and services to 
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provide the DJIOC with the ability to 
identify available Blue Force capabilities 
including: highlighting those that are 
interchangeable between theaters, 
allocating them against priority 
requirements, and providing the means to 
mitigate intelligence capability shortfalls. 

• Through implementation of GFM, instill 
in the Defense Intelligence Enterprise 
the ability to become more efficient and 
effective stewards of defense intelligence 
assets. 

• Hone our partner relationships across 
public and private sectors, at home 
and abroad, engaging our collective 
capabilities to address today's complex 
security challenges. 
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DIA will advance its ability to provide unique capabilities to operators and 

leaders by addressing collection shortfalls across the Defense Intelligence 

Enterprise. The Agency will increase investment in the development of 

innovative human intelligence (HUMINT) and technical collection capabilities 

to achieve a higher degree of persistent surveillance and warning capability 

through improved collection techniques resulting in the precise penetration of 

current and emerging targets. 

Strategic Plan 2007-2012 9 



Objective 2.1 

Develop a horizontally integrated, 
adaptive set' of collection capabilities to 
achieve persistent surveillance. 

DIA's responsibility to develop an overarching 
DoD collection management architecture, 
plan, and process- that already includes 
imagery intelligence, signals intelligence, 

geospatial intelligence, and measurement 
and signature intelligence (MASINT)- will 

be further strengthened with the integration 
of HUMINT and newly-developed collection 

strategies. The Agency will enhance its 
capabilities through increasing the strength 
and integration of its HUMINT and technical 
collection assets. The GWOT and the increased 

focus on irregular warfare have underscored 
the need for HUMINT collection in order 
to achieve true persistent surveillance. 
The ability to gain and exploit battlefield · 
awareness is critical to achieving warning 

and tactical advantage against the nation's 
adversaries. DIA will: 

• Improve foreign language proficiencies 
and expertise to better assess, explain, 
and exploit the cultural landscape in 
which collectors operate. 

• Integrate HUMINT and MASINT with 
other capabilities across the Defense 
Intelligence Enterprise to achieve 
persistent surveillance of the Nation's 
adversaries. 
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and other innovative colle~tion technologies 

· aimed at improving the ability to provide 
early warning. DIA will: · 

• Realize close-access technical collection 
operations by developing a multi­
layer/multi-sensor architecture using 
comprehensive MASINT data archives 
and phenomenology, signature, and 

environmental effects libraries. 

• Expand the ability of the Defense 

Intelligence Enterprise to exploit the full 
range of scientific research in pursuit of 
national security objectives. 

• Exploit technological advances and 

develop countermeasures to mitigate 
the human and materiel damage caused 
to US and allied forces by improvised 
explosive devices (IEDs) and other 

irregular warfare weapons. 

Objective 2.3 

Increase the awareness, availability, and 
use of open source Information, to ensure 
all-source collection and analysis. 

DIA will increase open source information 

capabilities to advance the Defense 
Intelligence Enterprise's exploitation 

of material available from the Internet, 
databases, press, radio, television, video, 
geospatial data, photos, and commercial 

imagery. The Agency will improve integration 

of these resources enabling it to better utilize 
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. relevant open source collection and analysis •· 
to gain a more complete picture for leaders 
and operators. DIA. will: 

. I 

• Develop a coherent management . 
consttuctto consolidate and clarify open 
sourc~ strategies, policies, training, and 
functional IT requirements across the 
Defense Intelligence Enterprise. 

• Ensure properly administered unclassified 
holdings are available to customers. 

• Integrate defense and national open 
source capabilities to eliminate 
duplication of effort and explore 
opportunities for collaboration among 
components of the lntelligenc~ 
Community (IC). 

Objective 2.4 

Improve counterintelligence (CI) collection 
management and analysis to better 
identify, neutralize, and exploit foreign 
threats. 

DIA personnel must be aware of the methods 
and intentions offoreign intelligence, 
subversive, or terrorist elements. To ensure 
the protection of the Defense Intelligence 
Enterprise and its forces, DIA will seek 
to increase capabilities in the areas of Cl 
operations and investigations, analysis and 
assessments, technology development and 
protection, and force protection. DIA will: 

• Integrate the DoD Cl management role 
for production, collection, and operations 
requirements with the intelligence 
collection community to bring all-source 
information to bear agair)st foreign 
intelligence threats. 

• Support collectors with flexible services, 
customized on short notice to take 
advantage of unplanned opportunities. 

• Integrate Cl pliuining with available 
ICP proc~sses :to expand its role in joint 
military operations . 

Objective 2.5 

Collaborate with customers, industry, and 
Agency partners to discover and capture 
emerging Intelligence concepts, processes, 
and technologies. 

DIA is committed to leveraging relationships 
with partners in government and industry 
to rapidly discover and exploit advances in 
learning and technology. The Agency will seek 
out best practices and emerging technologies 
to ensure operational capabilities are more 
advanced and versatile than the threats 
confronting the nation. To this end, DIA will 
speed assimilation and deployment ofthese 
technologies through proactive collaboration 
with a range of partners to ensure continuous 
improvement. DIAwill: 

• Position DIA resources as a link between 
customers, industry partners; national and 
defense intelligence components, and 
non-traditional organizations to maintain 
awareness of emerging and future 
technologies, capabilities, and practices. 

• Through innovative partner relationships, 
modernize and sustain HUMJNT 
information operations and improve 
unconventional MASINT operations. 

• Exploit emerging capabilities and 
technologies through the establishment 
of a formal program to speed discovery, 
development, and deployment. 
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DIA continually seeks better ways to support its customers by providing tailored 

analytic output that is precise, timely, and actionable. Proximity to the customer 

and the integration of the Defense Intelligence Analysis Program (DIAP) will 

enhance the allocation of analytic resources across the Defense Intelligence 

Enterprise. Risk management of analytic resources, increased analytic rigor and 

training, and the promotion of critical thinking and long-term strategic analysis 

are vital to this effort. DIA will ensure DIAP, I CPs, and defense intelligence 

priorities are aligned and integrated to best support military and national 

intelligence integration, collection strategies, and adaptive planning. 
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Objective 3.1 

Link risk-managed all-source analysis to 
customer requirements. 

DIA will link risk-managed all-source analysis 
to customer needs by providing customers 
tailored access to all relevant and archival 
data on demand via technologies that can 
organize, analyze, and display correlated 
information. DIA will: 

• Develop and sustain the criteria and 
methodology for establishing levels of 
analytic effort based on guidance from 
key intelligence customers. 

• Assign clearly defined all-source analytical 
responsibilities to defense intelligence 
analytic organizations within General 
Defense Intelligence Program (GDIP) and 
DIA Military Intelligence Program, based 
on capabilities, workforce characteristics, 
and mission requirements. 

• Develop and track measures of 
effectiveness for analytic performance and 
customer satisfaction. 

Objective 3.2 

Strengthen analytic tradecraft training and 
professional development at all levels to 
improve the quality and rigor of defense 
intelligence. 
DIA will improve analytic practices across 
the Defense Intelligence Enterprise, 
ensuring greater rigor through the use of 
creative analytic techniques and research 

methodologies. The Agency will acquire, 
maintain, and improve the analytic skills 
necessary to achieve aggressive all-source 
analysis against the full spectrum of enduring 
and emerging challenges. DIA will: 

• Design and maintain a cradle-to-grave 
analytic development and leadership 
program that fosters collaboration 
throughout the IC to ensure the 
capabilities to meet defense intelligence 
requirements are in place. 

• Develop formal analytic requirements 
and programs that will lead to a better 
understanding and application of 
methodologies, structured techniques, 
and creative and critical thinking skills. 

Objective 3.3 

Foster critical thinking and promote 
long-term strategic analysis and warning 
through the use of advanced research 
methods and techniques. 

DIA will develop expertise in the use of 
advanced analytic methods and techniques 
that build on past knowledge. This includes 
the integration of critical thinking models 
and diverse perspectives in the development 
of analytic output. The Agency will provide 
customers with analytic judgments that 
clearly identify opportunities, vulnerabilities, 
and uncertainties. DIA will: 

• Create an environment for analysts to 
use critical thinking and basic structured 
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analysis techniques to mitigate bias, 
understand mindsets, and incorporate 
competing views to help guide the 
national dialogue regarding threats to the 
United States and its interests. 

• Institutionalize forward-looking strategic 
analytic methods and techniques to 
increase long-term strategic analytic 
production to ensure warning of future 
threats. 

Objective 3.4 

Promote all-source analysis through the 
integration of collectors and analysts with 
access to information at the earliest point 
of consumability. 

DIA believes collaboration between collectors 
and analysts is critical to tearing down walls 
that limit the ability to collect, process, and 
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share information quickly. DIA will accomplish 
enhanced collaboration through co-location 
and training of the collector and analyst 
workforce, implementation of interoperable 
systems, and creation of an information­
sharing culture. DIA will: 

• Build teams, design processes, provide 
collaboration tools, and develop 
innovative approaches to improve 
information sharing and timely access to 
data. 

• Support on-demand, simultaneous 
access to shared data across security 
domains for the IC workforce through IT 
implementation of Horizontal Integration. 

• Establish an intelligence solution 
repository to maintain critical data in an 

easily accessible structured format. 
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DIA is committed to becoming a highly effective knowledge-based organization 

by establishing a culture where information is proactively shared among Agency 

personnel and IC partners. The Agency will implement new strategies to develop 

and exploit knowledge wherever it exists. This includes initiatives to strengthen 

cooperation with foreign partners, broaden information access through 

interoperable technology, and build innovative knowledge creation practices and 

sharing techniques. 
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Objective 4.1 

Cooperate with foreign partners to 
increase global situational awareness and 
close critical intelligence gaps. 

DIA will seek out and build relationships 

with knowledgeable and capable foreign 

partners to enhance access to information 
and perspectives otherwise unavailable to 
our intelligence analysts. The Agency will 
work with its partners to focus on the intent 
offoreign leaders and adversaries to provide 
the intelligence required to prevent-rather 
than respond to-potential crises around the 

world. DIA will: 

• Coordinate with other members of the 

IC to leverage existing and emerging 
intelligence relationships to greater 
advantage. 

• Provide timely foreign exchange and 
disclosure policy guidance to support 
improved information access for foreign 
partners and coalition members. 

• Serve as the critical link and DoD focal 
point for the foreign defense attache 
community, foreign embassy staffs, and 
the defense and national intelligence 
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communities to leverage resources and 
limit intelligence shortfalls. 

Objective 4.2 

Implement Interoperable state-of-the­
practice Information Management 
(1M) technologies consistent with the 
Information Sharing Environment. 

DIA believes a flexible, centrally-managed 
and locally-executed Defense Intelligence 
Enterprise will provide customers with 
enhanced interoperability and more cost­
effective IM services. Future solutions and 

services will adhere to enterprise standards 
and IM best practices. This will support the 



level of access, timeliness, quality, agility, and 
precision of information required for current 

and future missions. It will also support 
seamless horizontal and vertical integration 
of DoDIIS applications and data by leveraging 
multiple IM activities. DIA will: 

• Promote, field, and maintain a horizontally 
integrated knowledge environment 
enabled by physical and virtual 
collaboration in conjunction with the 
intelligence and operator communities. 

• Use data tagging best practices and 
technologies to enable more efficient 
search and retrieval of information, 
enhance access to all data sources, and 
refine data standards and data ownership. 

• Identify and implement technologies, 

standards, and IM data policies that 
enable all-source fusion across multiple 
security domains in a user-friendly format. 

• Incorporate Defense Intelligence 
Enterprise-wide systems to reduce IT 
casts using a widely coordinated "Service 
Oriented Architecture" to promote reuse 
and provide enterprise standards. 

Objective 4.3 

Implement innovative strategies to 
discover, share, apply, and build upon 
knowledge as a force multiplier across the 
Defense Intelligence Enterprise. 

DIA recognizes that new strategies for 
building and communicating knowledge can 
have an exponential impact on the Defense 
Intelligence Enterprise's mission. DIA will 
identify innovative knowledge strategies 
through interaction with leaders from 
business, academia, partner agencies, and 

other disciplines. The selected concepts will 

be implemented by introducing changes in 
culture, as well as processes and technology, 
to create multi-dimensional and mutually 

supporting approaches to improving 
knowledge development. DIA will: 

• Utilize innovative capabilities, techniques, 
and socialization methodologies to 
achieve improvement in knowledge­
building and knowledge-sharing. 

• Identify and apply best practices from 
government, industry, and academic 

sources to strengthen DIA's knowledge 
capabilities. 

• Implement and manage concepts that 
encourage a unified, knowledge-based 
culture across the Defense Intelligence 
Enterprise. 

• Increase the frequency of outcome­

based collaboration among employees to 
facilitate knowledge-sharing. 

• Implement solutions combining culture, 
process, and technological dimensions 
that will promote the ability to learn from 
challenges. 
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The people that constitute the DIA workforce are our most valuable resource. In light 

of this, DIA depends on the combined skills of its workforce to achieve the defense 

intelligence mission with excellence. Every member of the DIA workforce must have an 

equal opportunity to excel in their career through learning and performance improvement, 
mentoring, and access to engaging work opportunities. A results-focused workforce, 

possessing diverse global perspectives and a broad range of skills and capabilities is 

required to respond to the threats of the 21st century. DIA will ensure the requirement 

for diverse global perspectives and skills are met by executing thoughtful recruitment, 

development, and retention activities. 
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Objective 5.1 

Recruit a highly qualified, diverse 
workforce with an array of backgrounds 
and life experiences that enhance the 
range and depth of Agency capabilities. 

DIA's workforce must perform in an 
increasingly dynamic, cross-functional, and 
team-driven environment. The Agency will 
hire highly qualified, intellectually diverse 
candidates with a range of backgrounds and 
skills, including knowledge of hard target 

foreign languages and cultures. In addition, 
DIA will strive to ensure successful placement 

of new hires by accurately matching 

employee skills, competencies, and career 
desires to the appropriate position. DIA will: 

• Ensure that all human capital support 
conditions and resources are in place 
to identify, attract, hire, staff, and retain 

talented professionals. 

• Increase directorate engagement 
in staffing by building practices 
and communications which enable 
participation at all stages of the process. 

• Partner w.ith the military services to ensure 
that assignments to DIA are highly desired 
and professionally rewarding for active 
and reserve military personnel. 

• Provide challenging developmental and 
experiential work opportunities to sustain 

passion and curiosity throughout the 

workforce. 

Objective 5.2 

Shape the DIA workforce to ensure the 
critical workforce skills and competencies 
are in place to fulfill future mission 
requirements. 

DIA will foster an environment where all 

members of the workforce can maximize 

their contribution to the mission. The 

civilian and military workforce must have 

access to developmental and work-related 

opportunities that will build attributes, 

skills, and capabilities in line with future 

expectations. This includes subject matter 

expertise, core management capabilities, and 

a well-rounded set of work experiences which 

position employees for promotion within the 
civilian or military ranks. DIA will: 

• Ensure the entire DIA workforce­

regardless of grade, job series, or job 

location- is provided the required 

competency-based skills, tools, learning 

opportunities, and resources to maximize 

their ability to meet the changing 
environment of the 21st century. 

• Ensure the workforce is proficient in 

general, specialist, and managerial 

competencies to fulfill the Agency 

mission, and is provided a range of 

professional development and career 

opportunities to achieve this. 

• Ensure all personnel understand the core 
mission and functions of DIA and possess 
the requisite technical profkiencies and 
communication skills necessary to fully 
contribute to the Agency's mission. 

• Expand interagency rotational programs 

to develop "jointness" across the IC and 
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build deeper understanding of methods, 
requirements and capabilities. 

o Create the conditions, relationships, 
practices, tools, and support to develop 
an effective foreign language capability 
across the enterprise. 

Objective 5.3 

Implement a comprehensive set of 
innovative learning strategies and 
performance improvement services to 
facilitate DIA's global workforce. 

DIA will refine and expand the range of 
learning opportunities available to all 
Agency employees in both technical and 
non-technical disciplines. This will include 

development of non-traditional learning 
strategies in recognition of the fact that the 
DIA workforce is increasingly global. The 

Agency will design learning opportunities to 
support increased agility and integration in 
the workforce through the cross-application 
of skills and deployment support. DIA will: 

o Increase awareness of learning, 
performance improvements and 
deployment opportunities to enhance 

career and skill development. 

o Partner with the National Intelligence 
University to expand, develop, and 
integrate the capabilities of all-source 
analysts and collectors. 

o Maintain a fully incorporated, highly 
skilled Reserve Component to support 
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Agency and IC mission and d~ployment 
requirements. 

o Build a comprehensive global learning 
and performance service platform that 
corresponds with the needs of a virtual 

and deployed workforce. 

Objective 5.4 

Develop the next generation of leaders 
through creative, innovative programs 
that promote excellence in management 
practices. 

DIA seeks to build a management 
development process that equips employees 
with the skills and competencies necessary 
to lead an integrated Defense Intelligence 
Enterprise. Based on industry best practices, 
the Agency's leadership certificate program 

will expose participants to a wide array of 
organizational and people management 

subjects. DIA will: 

o Continue implementation of a 

leadership development program to 
build capabilities at all managerial 
levels, broaden the applicant pool, and 
increase the skill depth of those seeking 

promotion into leadership positions. 

o Provide learning and performance 
improvement opportunities to 
supervisory personnel in order to 
maximize employee performance and 
retain high performers. 
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DIA requires effective managerial processes and accurate measures to assess 

progress and shortfalls within the Agency, particularly against key strategic 

priorities. To ensure the proper management framework and supporting 

business systems are in place, the Agency will continue to develop practices and 

procedures designed to improve oversight and accountability at all levels. 
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Objective 6.1 

Build, defend, and account for DIA's 
financial and manpower resources across a 
broad range of Intelligence programs and 
capabilities. 

DIA will use effective stewardship of public 
resources to achieve programmatic efficiency 
and eliminate redundancy. The Agency 
recognizes that effective stewardship and 
managerial processes require transparency 
and accuracy in financial data and manpower 
authorizations for monitoring and assessing 
resource decisions. Policies, procedures, 
and systems must ensure the reliability of 
management information, support regulatory 
compliance, demonstrate strategic alignment, 
and measure program effectiveness. DIA will: 

• Demonstrate accountability to overseers 
by issuing and communicating an 
auditable financial statement and 
receiving an unqualified (clean) opinion 
issued by independent auditors. 

• Implement an internal control program to 
improve accountability and compliance to 
support budget~performance integration 
efforts. 

• Integrate GDIP IT budgets, capabilities, 
assets, and staff in a global enterprise 
and establish a set of DoD liS centralized 
processes and methodology. 

• Integrate enterprise system and reporting 
technologies to modernize Agency 
purchasing, acquisition, finance and 
logistics business processes. 

Objective 6.2 

Implement budget-performance 
integration by linking OIA resource 
allocations and performance measures to 
strategic objectives. 

DIA's mission requires the careful allocation 
of investments and resources at all levels. The 
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Agency recognizes that government resources 
are finite and must make hard decisions when 
balancing priorities and risks. Consequently, 
DIA will use all relevant data to evaluate and 
invest in those programs which are most likely 
to yield products and results tied to strategic 
objectives. DIA will: 

• Assess the current program development 
process to evaluate how program 
submissions are aligned against strategic 
objectives and/or may be improved to 
further meet the mission needs of the 
Agency. 

• Utilize the Enterprise Architecture model 
to align IT systems and technologies 
against strategic, operational, and tactical 
objectives, key process areas, and identified 
business requirements. 

• Strengthen the linkages between 
strategic objectives, business capabilities, 
supporting services, and performance 
measures to understand business needs 
and program performance measures when 
defending or requesting resources. 

• Evaluate directorate-level performance 
outcomes against the accomplishment of 
overall Agency strategic objectives and 
metrics. 

• Eliminate programs that add little value 
to accomplishing strategic objectives and 
re-direct savings to existing and emerging 
strategic priorities. 

• Implement a portfolio management 
framework to manage risks, returns, and 
performance of IT investments throughout 
their life cycle. 

• Utilize a centralized investment 
management tool to facilitate 
comprehensive programming, budgeting, 
and reporting information on all IT 
investments. 



Objective 6.3 

Enhance acquisition planning and 
contracting using a portfolio approach 
to support program management and 
contract related workforce oversight. 

DIA relies on the application of timely, 

effective, and compliant acquisition and 

contracting practices to ensure the flow of 

goods and services necessary to complete 

the defense intelligence mission. Effective 

acquisition program management practices 
and oversight will ensure DIA secures the 

latest technologies and capabilities to support 

strategic initiatives. The Agency will meet 

customer needs by ensuring that contracting 

staff are highly capable, use best practices, and 

support a culture of excellence. DIA will: 

• Provide timely and sound acquisition 

guidance to DIA leadership, managers, 
and workforce to ensure effective use of 

contracting resources. 

• Integrate initiatives to increase efficiency 

and effectiveness through improvement 

of acquisition tradecraft, management, 

controls and processes. 

• Improve acquisition and performance 

management reporting to enable rapid 

transition of leading edge technologies 
from research and development phases to 

all-source operations. 

Objective 6.4 

Strengthen outreach and communications 
to build strategic relationships and raise 
awareness of the Agency's mission and 
contributions to national security. 

DIA places a high value on outreach and 
communication to provide various stakeholder 
audiences with insight into the wide range 

of Agency activities and accomplishments. 
DIA seeks to continuously improve the 
quality, content, presentation, and delivery 

of its communication products to ensure 

customers, partners, the workforce, and 

other stakeholders remain highly informed. 

In addition, the Agency will implement 

a proactive engagement strategy and 

communications plan to provide overseers 

with consistent insight into DIA's mission and 
functions. DIA will: 

• Convey to external and internal Agency 
audiences a consistent compelling, and 
tailored message allowing insight into the 

activities and mission of DIA. 

• Inform Agency customers and 

stakeholders of modifications to Agency 

processes, including the rationale and the 

necessity for the proposed changes. 

• Refine the corporate communications 
initiatives and products of DIA through 

feedback to ensure they meet the 
information needs of customers, 

stakeholders, and the workforce. 
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DIA believes that a culture of continuous improvement, urgency, and efficiency 

is necessary to accomplish the defense intelligence mission with excellence. The 

Agency will establish and institutionalize a number of performance assessment 

tools and processes to better inform short- and long-range resource decisions. In 

addition, DIA will continue to assess the threat and operating environments, as 

well as stakeholder priorities and requirements, to identify adjustments to plans 

and policies . 
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. cont,•~uous 1mpr~vement. ;. DIA .wil_l reftne .'itsi'Ageri(y.;widepla~~in,g 

. The Agei)~Y supports the DoD Continuous •.· construct to ensure resources· are allocated . 
Process lmp~ovement Program through and utilized .effectively to addres~ strategic 
the implementation of Lean Six Sigma priorities. The Agency will evaluate the 
and will use this methodology to overall operating environment, including 
eliminate redundancy and variation in the recommendations and mandates of 
core processes. The initiative will increase stakeholders. It will assess the efficacy of on-
overall productivity and improve support to going programs and identify emerging and 
combatant commanders and senior decision future threats, required changes in operations, 
makers. Also, DIA will use established key and potential resource or programmatic 
performance indicators (KPI) to enable senior needs. DIA will manage its strategic plan as 
leaders to make data-driven decisions aligned a "living document"- developing updates 
with Agency strategic goals and objectives. as warranted and demonstrating linkages 
These measures will improve the ability of DIA to various integrated budget-performance 
leadership to manage performance, execute metrics. DIA will: 
critical initiatives and resource decisions, and 
enforce overall process owner accountability. 
DIA will: 

• Manage the deployment of Lean Six 
Sigma as a change agent for performance 
excellence through training, performance 
evaluation, metric validation and project 
selection. 

• Implement, refine, and manage KPis to 
accurately measure DIA core processes 
using the DIA Performance Dashboard. 

• Coordinate, manage, and track critical 
KPis across directorates as a platform 
for performance improvement, 
project selection, and input to the DIA 
Performance Plan. 

• Achieve a codified, coordinated strategic 
planning and financial management 
approach across DIA at the enterprise and 
directorate levels. 

• Institutionalize DIA's strategic plan 
throughout the Agency, to be reflected 
in directorate plans, perfo!mance 
assessments, and communications. 

Strateg1c Plan 2007-2012 25 



DIA recognizes the importance of providing a fair, modem, and secure work 

environment. The Agency will work to ensure all employees have an opportunity 

to excel in support of the mission. This is achieved through a culture that supports 

and leverages equality of opportunity, modernizes its facilities and infrastructure, 

and values constant awareness of security and CI threats . 
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. DIA is .co~mi~e.d - t¢rth~:~B.·~ih~ip'l~\hat every 

me·mber o'fthe workfor,~ebe. provided 
an eR~alopportunity to ex~~l. Equal 
opportunity and a workplace fr~e of 
discrimination and harassment is essential to 

attracting, developing, and retaining a high­
caliber workforce. To that end DIA will be 
free from prohibited discrimination through 

encouraging managers and supervisors to 
remove physical and social barriers, asking 
employees to use a collaborative approach 
to national security challenges, and valuing 
diverse viewpoints. DIA will: 

• Design and implement a model equal 
employment opportunity program that 
meets or exceeds federal standards and 
achieves Federal Model Employer status. 

• Provide conflict management options to 
prevent, intervene, and resolve disputes; 
improve productivity, and reduce 
investigation and litigation costs. 

th~ p~y~ic:aiJr.J!.tast.tti~fJ~~··· .. · 
to ·.support workforce ,p,e.rfor,m·a,;~e, ' ' 
accommodation, safe'~y, 'and se~u rity. 

· DIA employees deserve a safe and efficient 

physical work environment, wherever 
possible. The Agency's physical infrastructure 
must be effectively maintained and upgraded 

to take advantage of new technologies and 
processes in order to fully meet customer 
requirements now and in the future. DIA will: 

• Establish a DIA facilities functional 
management capability and administer 
the increasing size of the DIA workforce 
and additional locations usin·g improved 
processes and interagency cooperation. 

• Develop standardized processes to 
conduct and manage the inspection, 
integration, and oversight of DJA facilities 
and related field sites. 

Objective 8.3 

Continuously improve Integrated security 
policies, processes and practices to 
facilitate a secure work environment and 
enable aggressive Cl actions. 

DIA must protect the security ofthe work 
environment as well as forms of intelligence 
and information. This is accomplished by 
carefully vetting employees to ensure they 
meet the criteria for access and are fully 
cognizant of the rules governing the Agency's 
information and facilities. DIA must safeguard 
data, provide authorized access, and serve 
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. •i ;DIA wi,ll strive to achieve a fully integrated' .: : 'vett~d workforce •. 

··· process intellig~pceJnformatiorlfin . ' 

support of mission r~quir~fT1entf 
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• Increase the freque!lcy of sensitive 
· compartmented ihformation facility 

inspections to reduc.e accreditation 
processing times. 

• Improve Agency workforce knowledge 
of security policies including Special 
Access Programs, NATO Access Program, 
sensitive compartmented information 
and collateral policy through training and 
communications. 

• Improve the management and operation 
of DIA's Information Assurance program 
to ensure the proper protection of the 
confidentiality, integrity, and availability 
of enterprise information assets. 

; :., · .mission ass~ranceprogram to jmitigate r'isk 
· t~rough proactive planr'ing and pr~par~tion. ' ' · 

.. , Successful.execution Ylillrequire coordination 
·with the IC, DoD, host site and military base 
. authorities as ~ell as local governments. DIA 
will: 

• Refine continuity crisis policy and 
leadership succession plan and 
implement a multi-year strategic 
management plan for resources in 
support of mission assurance. 

• Improve the crisis management 
framework to execute a single, 
streamlined crisis action plan and provide 
hazard reduction, risk assessment, and 
impact mitigation. 

• Provide training to ensure full 
organizational readiness and program 
evaluation with implementation of 
corrective actions. 

.. · 
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ideology~ andmtellSified:py · competition for scarce 
·· political ail.Ci economic resources·. Their global nature requires us to: think and act with 
a diversity of mindset but with unity of purpose and vigilance towards the future. 

This strategic plan lays the groundwork for achieving an integrated, synchronized 
portfolio of highly capable individual components. All areas of defense intelligence, 
including collection, analysis, counterintelligence, technology, human capital, and 
management must be strong for the collective whole to achieve excellence. There can 
be no weak link in the chain -lest our adversaries find it. 

In the years ahead, we can expect an environment marked by the unexpected and the 
unpredictable. We must be ready. We must prepare for the rapid changes ahead by 
working in unison, shaping agile intelligence professionals, and building processes, 
and technologies that can anticipate and respond at will. Our mission requires it, the 
protection of the United States and its allies demand it. 
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21. Vision 2015: A Globally Networked and Integrated Intelligence 
Enterprise 

"The purpose of this Vision document Is to chart a new path forward for a 
globally networked and integrated Intelligence Enterprise for the 21st 
Century based on the principles of integration, collaboration, and 
innovation." 
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1 THE SHIFfiNG 
STRATEGIC 
LANDSCAPE 

"When the rate of change outside your organization 
exceeds that within your organization, the end is near." 

-Jack Welch, former CEO, General Electric 

We live in a dynamic world in which the pace, scope, and 
complexity of change are increasing. The continued march of 
globalization, the growing number of independent actors, and 
advancing technology have increased global connectivity, 
interdependence and complexity, creating greater uncertain­
ties, systemic risk and a less predictable future. These changes 
have led to reduced warning times and compressed decision 
cycles. Although this interconnected world offers many oppor­
tunities for technological innovation and economic growth, it 
also presents unique challenges and threats. In this environ­
ment, the key to achieving lasting strategic advantage is the 
ability to rapidly and accurately anticipate and adapt to 
complex challenges. 

The integration of international politics and economics over 
the last century outpaced the integration of U.S. institutions. 
Our statecraft adapted over the decades with new policies and 
institutions. The future portends discontinuities with new 
threats from non-traditional actors, new modes of attack. and 
more lethal impact. Intelligence must be more integrated and 
agile to assist in preventing and responding to these 
challenges. 

Era of Uncertainty 

Many drivers and trends are shaping the future global environ­
ment in which the Intelligence Community must operate -

Figure 1: Drivers and Trends 

demographic and social change. increased economic integra­
tion and competition, rapid technological innovation and . 
diffusion, environmental pressures and growing energy 
demand, broad geopolitical changes and new forms of gover­
nance. Each driver and trend independently produces unique 
changes and challenges; those points where factors intersect 
often reinforce and amplify the effects of change and create a 
series of complex and often unpredictable threats and risks that 
transcend geographic borders and organizational boundar­
ies. 

Global networks of information, finance, commerce, transporta­
tion, and people shape and empower these threats. This 
infrastructure increasingly is being targeted for exploitation, and 
potentially for disruption or destruction, by a growing array of 
state and non-state adversaries. 

•we lee globalization - growing interconnectedness 
reflected in the expanded flows of information, techno/- · 
ogy, capital goods, serylces and people throughout the · 
world- as an overarchlng 'megatrend, 'a force so ubiqui­
tous that it will substantially shape all the other major 
trends in the world of2020." 

- National Intelligence Council, 
•Mapping the Global Future, 2020' 

Persistent Threats 

For the foreseeable future, we will act to prevent the next 
terrorist surprise, while addressing the root causes that fuel 
extremism. We will track the spread of technologies that 
enable individuals, groups, or rogue states to acquire weap­
ons of mass destruction. We will compete with adversary 
foreign intelligence services to prevent exploitation of our 
security vulnerabilities; We will encounter deft attempts at 
denial and deception as we conduct our collection activities. 
Finally, we will monitor the economic, military, political and 
ideological dynamics of regional powers to identify and 
warn of impending challenges. 

Emerging Missions 

To these persistent threats we add a growing array of 
emerging missions that expands the list of national security 
(and hence, intelligence) concerns to include infectious 
diseases, science and technology surprises, financial conta· 
gions, economic competition, environmental issues, energy 
interdependence and security, cyber attacks, threats to 
global commerce, and transnational crime. Foremost 
among these challenges is the blurring of lines that once 
separated foreign and domestic intelligence, and the 
increased importance of homeland security. By necessity, 
we must be involved with numerous new partners in 
interactive relationships, but we must also respect and 
maintain the privacy and civil liberties of all Americans. 



Figure 2: PersistentThreats and Emerging Missions 

Old problems assume new dimensions: information opera­
tions with emphasis on a cyber domain, asymmetric politi­
cal or military responses, and illicit trafficking. Lastly, we 
confront the challenge of acting in an environment that is 
more time-sensitive and open to the flow of information, in 
which intelligence sources and analysis compete in a public 
context established by a global media. By 2015 we will 
need integrated and collaborative capabilities that can 
anticipate and rapidly respond to a wide array of threats 
and risks. 

· Implications for the 
Intelligence Community 

In this new environment, geographic borders and jurisdictional 
boundaries are blurring; traditional distinctions between intelli­
gence and operations, strategic and tactical, and foreign and 
domestic are fading; the definitions of Intelligence and informa­
tion, analysts and collectors, customers and producers, private 
and public, and competitors and allies are changing. Simply 
distinguishing between intelligence and non-intelligence 
issues may prove a major cha !I eng e. 

To succeed in this fast-paced, complex environment, the Intelli­
gence Community must change significantly. The implications 
are already apparent. For example, our counterintelligence 
activities face an array of new and traditional adversaries, yet we 
must operate within a protected information-sharing environ­
ment that challenges existing notions of security and risk. 

For collection, the challenge will extend beyond developing a 
critical source or exploiting a key data stream to determining 
how to synchronize dissimilar platforms and sources against 
fleeting and vaguely defined targets, using our collection assets 
to prompt, detect and respond to what the collection system 
discovers. Deep and persistent penetration is key for collec­
tion. 

Our analytic professionals will collaborate with world-class 
experts in academe. commercial interests, and think tanks, all 
with similar knowledge and personal networks. Deep expertise 
will require broad access to open source information, our 
unique collection results, and a network of outside experts. Our 
understanding of the breadth and depth of U5. policy, intelli­
gence doctrine, and global situational awareness must match 
the depth of our analyses. 

Our most senior intelligence users will place a premium on 
synthesized presentations that meld deep expertise with 
relevance to the policy agenda and understanding of the 
nuance of the global situation. Analytic precision and accuracy 
will be merely the minimum requirements expected by our 
customers; our analysis must be dear, transparent,objective,and 
intellectually rich. 

Customer demographics and expectations will change; the 
typical customer in 2015 will be a new generation of govern­
ment decision-maker, accustomed to instantaneous support, 
comfortable with technological change, and unfamiliar with 
intelligence as a privileged source. Such users will expect intelli­
gence to provide customized, interactive support "on demand," 
and will expect to be treated as a partner- both a source of input 
and an ultimate intelligence end user. 

A Tradition of Evolution & Adaptation 

The American intelligence system has long evalved in the 
face of strategic and technological shifts. 'Over the first 
half of the last century, we responded to challengeS with 
advances in aerial imagery, analysis, cryptology, and 
human intelligence with new organizations like the· 
Federal Bureau oflnvestigcition (FBI) and the Office of 
Srraregic SeNices {055). 

During the Cold War, the Intelligence Community fielded 
high-altitude {e.g., UVA12), space-based (e.g., Corona), 
and terrestrial sensors and platforms to peer inside the 
denied· territory of rhe Communist bloc. The continuing' 
acceleration of change associated with globalization will. 
challenge the Community to respond with innovation 
once again. 

By 2015, a globally networked Intelligence Enterprise will be 
essential to meet the demands for greater forethought and 
improved strategic agility. The existing agency-centric Intelli­
gence Community must evolve into a true Intelligence 
Enterprise established on a collaborative foundation of shared 
services, mission-centric operations, and integrated mission 
management, all enabled by a smooth flow of people, ideas, and 
activities across the boundaries of the lntellligence ~ommunity 
agency members. Building such an Enterprise will require the 
sustained focus of hard-nosed leadership. Services must be 
shared across the entire spectrum, including information 
technology, human resources, security, facilities, science and 
technology, and education and training. 

5 
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2CREATING 
DECISION 
ADVANTAGE 

To respond effectively to the changing strategic landscape, we 
need structures, people and systems aligned to ensure a 
unified effort, ready to adapt with greater agility. As we adjust 
to new challenges and customers, we reaffirm our enduring 
mission: to provide objective and relevant support to help our 
customers achieve decision advantage. 

The Role of Intelligence 

Intelligence employs quiet means to improve our decision­
making while frustrating that of our enemies. We work behind 
the scenes to inform and facilitate the actions of diplomatic, 
military, law enforcement, and other customers. We seek to 
ensure that they know as much as possible about a situation 
and that their initiatives have the best chance for success. At 
the same time, intelligence also helps to impair the reliability, 
speed, and efficacy of adversaries' decision-making. 

Although they may be incremental and short-lived, the advan­
tages provided by intelligence may yield significant results -
disrupting a terrorist plot, identifying an Ulicit account, or 
halting the proliferation of sensitive technology. Intelligence 
provides a wealth of leads and opportunities that might other­
wise be missed. The fragility of such advantages reinforces the 
need to preserve our sources and methods. 

The historical record provides examples of intelligence provid­
ing a competitive edge to American and allied decision­
makers: 

• Midway, 1942: American code breakers provided our 
military forces with a decisive understanding of enemy inten­
tions and capabilities during the darkest days of World War II. 
Intelligence provided our military commanders the assurance 
to tum the tables on an intended Japanese naval trap and gain 
the strategic initiative in the Pacific. 

• Cuban Missile Crisis, 1962: Imagery intelligence and analy­
sis provided strategic warning of Moscow's dangerous nuclear 
gambit. The Community provided excellent situational aware­
ness and estimates of possible Soviet responses that greatly 
assisted the President in navigating a successful outcome from 
a nearly catastrophic confrontation. 

• The Six-Oily War, 1967: Community all-source analysts 
correctly forecast the timing, duration, and outcome of the 
Arab-Israeli crisis. Their pithy, well-reasoned product enabled 
the President to modulate U.S. involvement and avoid a larger 
U.S.-Soviet confrontation. 

Decision Advantage 

Decision advantage results in the ability of the United States 
to bring instruments of national power to bear in ways that 
resolve challenges, defuse crises, or deflect emerging 
threats. Such advantage will not be permanent or absolute. 

• .. .the key to Intelligence-driven victories may ~or be the 
collection of objective.~truth' so r'nr.K~ :as the·gaihing of qn 
information edge or cotppetitive q1vantage ' over . an 
adversary. Such ail ' adv~~tage ' can disS{)/ve a 
decision-maker's quqrida,Y an~ · allOw him to act. This ! 

ability to lubricate ctJO{f:~ is the rea('objective of 
Intelligence. • · · · . , .• : · 

- Jennifer Sims, Dlre~tdfof I!Jt~lligence5tu?ie,s, 
Georgetown University · · · · 

In dealing with future challenges, it is vital to understand 
how intelligence makes a difference to the decision-maker. 
The purpose of intelligence is not solely to determine truth, 
but to enable decision-makers to make better choices in 
dealing with forces outside their control. Intelligence helps 
reduce the degree of uncertainty and risk when critical 
choices are made. Our measure of success is simple; did our 
service result in a real, measurable advantage to our side? 

This approach neatly resolves the potential tension 
between intelligence objectivity and relevance, often 
summarized by the axiom that the Intelligence Community 
"speaks truth to power: At times, members of the Intelli­
gence Community have sought to distance themselves 
from the customer, in order to remain objective; yet such 
distance could come at a cost in terms of relevance. This is a 
false choice; we must be both objective and relevant. We 
will do so by acquiring information more crucial to winning, 
and by denying competitors that same information (e.g., 
through denial and deception). We will use all facets of 
intelligence to accomplish this pledge, without confusing 
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Figure 3: Creating Decision Advantage 



the functions with the essentials. For example, some view 
secrecy as inherent to the intelligence mission. Secrecy, 
however, is only one technique that may lead to decision 
advantage; so may speed, relevance, or collaboration. We 
will not rely on any single; "time-honored" approach in 
creating decision advantage. 

Global Awareness and 
Strategic Foresight 

Another important aspect of decision advantage lies in prepar­
ing our decision-makers for strategic surprises - those 
forces or issues that lie off the decision-maker's agenda but 
may emerge to challenge our intended outcomes. The ability 
to anticipate change - recognizing key early indicators and 
alerting decision-·makers- is a key role of intelligence. While 
our capabilities to monitor already-known thr.eats are 
well-honed - with mission managers generally assigned to 
oversee our handling of top-tier threats - adaptive intelli­
gence also requires strategic capabilities for sensing and evalu­
ating "weak signals" and other indicators of emerging issues 
and security risks. The need to prevent strategic surprise was 
one of the prime factors in the genesis of the U.S. Intelligence 
Community in 1947. America's rise to superpower status, 
combined with the complexity and interconnectedness of the 
emerging strategic landscape, demand that our Intelligence 
Enterprise provide global awareness and strategic foresight. 

Figure 4: Global Awareness and Strategic Foresight 

Strategic warning and predictive estimates were standard art 
forms in the less dynamic Cold War period. Our anticipated 
strategic environment models closely on chaos theory: initial 
conditions are key, trends are nonlinear, and challenges 
emerge suddenly due to unpredictable systems behavior. In 
this environment, one prerequisite for decision advantage is 
global awareness: the ability to develop, digest, and manipu­
late vast and disparate data streams about the world as it is 
today. Another requirement is strategic foresight: the ability 
to probe existing conditions and use the responses to consider 
alternative hypotheses and scenarios, and determine linkages 

and possibilities. We believe our customers will seek our inputs 
on what may surprise them, if we are capable of placing such 
inputs in a larger context and demonstrating rigor in our 
analytic approaches to complexity. 

To carry out its mission in an increasingly turbulent and 
complex global environment, the Intelligence Enterprise must 
enhance capabilities to evaluate global risks affecting our 
national security. Greater systems interconnectedness 
increases the need to identify wlnerabilities emerging at the 
nexus of multiple systems (e.g., critical information infrastruc­
tures, disruptions in energy supplies, fragile financial markets, 
and climate change-related spread of diseases) and the poten­
tial for multiple, simultaneous crises. Global awareness and 
strategic foresight will provide the response to these 
challenges, linking methods for strategic forecasting and 
assessment of systems vulnerabilities in constantly renewed 
communities of diverse expertise and insight As much of this 
expertise wlll be outside of the Intelligence Community, our 
efforts will be done In partnership with business, academic. 
other government, and non-government sectors. 

Customer-Driven Intelligence 

By 2015, the Intelligence Community will be expected to 
provide more details about more issues to more customers. We 
anticipate different types of customers- with greater expecta­
tions - and new demands to change the basic engagement 
model by which we serve them. 

Although there is no typical customer, we will be providing 
intelligence to a computer-literate generation that grew up 
with the Internet and user-generated content (e.g., YouTube, 
blogs, wikis), in which they acted as both a consumer and 
contributor of information in an "on-demand" environment. 

As a consequence, customers in 2015 will define their relation­
ships with the Intelligence Enterprise differently - shifting 
focus from today's product-centric model toward a more 
Interactive model that blurs the distinction between producer 
and consumer. To create and sustain deep partnerships, the 
Intelligence Community will require greater use of liaisons who 
can build relationships and leverage networks to connect 
information, expertise, and needs in a fluid environment. We 
will also need to exploit commercial te<:hnologies to develop 
new ways of providing service. 

Not only will the type of customer change within our existing 
federal policy-making sets, but the range of customers will 
broaden to emphasize other federal departments (e.g~ Health 
and Human Services, Agriculture, Commerce), state and local 
agencies, international organizations, and private sector and 
non-governmental organizations. 
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Gen~ration Y Mindset for 2015 

• Born around 1980; they have no meaningful 
recolleCtion of the Reagan era or the CotdWar. 

• MDigitat nativesM who have owned a cell phone 
their entire adult lives. 

• Always received most of their news from the 
internet. 

• Sept 11, 200 1 dramatically changed their college 
experience. . 

• Comfortable multi~tasking and working in teams. 
• Current/yin the thi;d career (not job). 
• Telecommuting is a way of life, not an agency 
initiative. · 

• Sawy in rapidly accessing and evaluating public 
domain knowledge. 

Tailored Support 

Not all customers will expect the same level of interaction with 
our Intelligence Enterprise. Our approach to providing custom­
ers with tailored support resulting in decision advantage will 
span a spectrum of customer types, from partners to clients to 
consumers. Our partners will demand the most intense, 
personalized support and desire to be actively engaged with us 
while jointly coming to conclusions. Partners will seek to 
provide us with their expertise, access to their networks, or 
feedback from their actions and policies. Clients will prefer a 
more consultative role; close and sustained interaction focused 
on outcomes relevant to their agenda. Consumers will accept a 
more transactional relationship with the Enterprise; they will ask 
questions and expect quick, straightforward answers. One 
common theme among all of our customers will be a growing 
substantive and technological sophistication. 

Customer Relationships 

The importance of the customer in the future clearly calls 
the Intelligence Community to apply best practices in 
customer support. To engage customers effectively, we 
must use sophisticated techniques to elicit their needs and 
to evaluate our performance. Rather than asking custom­
ers, "What are your intelligence priorities?; we will engage 
them with, "What do you want to accomplish?" Intelligence 
support to customers will become more of a relationship 
than an event. 

We will begin by extending the lessons learned from our own 
successful customer support activities (e.g., the President's Daily 
Brief). We must offer customer service at many levels (not just for 
the most senior customers) and monitor our progress to Inform 
future changes. We must build an approach that exposes our 
intelligence professionals to customers and familiarizes new 
customers with our capabilities and limitations. Key to this will 
be development of a customer engagement and management 
model that assigns "channel manager5" to support specific 
customers, and apportionment of the channel management 

Figure 5: Customer-Driven Intelligence 

function by customer type, by functional topic, or by other 
means. 

Our analytic products will increasingly resemble customized 
services, with an emphasis on maximum utility rather than 
simple releasability. Under concepts such as effects-based 
analysis, we will engage customers with "What if?" consider­
ations in addition to "What?" conclusions. To do so, our analysts 
will leverage disparate data and analytic tools and services, 
working in mission-focused distributed analytic networks. 

We also anticipate a growing public demand for intelligence. 
Most intelligence work will remain classified and limited in 
distribution to ensure it produces the desired decision advan­
tage for our U.S. government clients. However, the Intelligence 
Community must adapt to the growing requirement for its 
analysis to inform the American public. 

Although the customer sets, expectations, and engagement 
models will change, the Intelligence Community will still be 
expected to provide objective, relevant, and timely intelligence 
to give our customers a sustained decision advantage in 
support of our national security objectives. 

Mission-Focused Operations 

In the past, the Intelligence Community was siloed into 
discrete disciplines (e.g., signals intelligence, human intelli­
gence, geospatial intelligence, counterintelligence) and 
functions (e.g., tasking, collection, analysis, dissemination). 
These silos often led to competition and duplication. 
Although the agency-centric operating model worked well 
during the Cold War, it cannot succeed in the current environ­
ment, which changes rapidly. We need a mission-focused 
operating model that is agile, lean, and flexible enough to 
respond to a dynamic environment. Our new operating model 
must adapt our enduring roles to our new challenges, incorpo­
rate new technologies and processes, and build on our initial 
successes at integration and collaboration. On the one hand, we 



Collaboratl\'e AnalyUcs 

·• 

Strateqlc Partnersl\lps 

Figure 6: Mission-Focused Operations 

must maintain excellence in separate disciplines; on the other, 
we must develop greater functional integration. More specifi­
cally, we must transcend the current agency-based linear 
model- task, collect, process, exploit, and disseminate- and 
develop a more mission-based model that is fluid, synchro­
nizes collection, collaborates on analytic issues in real time, 
and broadens our partnership strategy. 

Accordingly, this integrated operating model will transform 
the traditional intelligence cycle into a more dynamic series of 
interactions among four key operating principles: Integrated 
Mission Management; Adaptive Collection; Collaborative 
Analytics; and Strategic Partnerships. This model is designed 
to promote accuracy, speed and agility without the constraints 
of organizational equities or functional stovepipes. This new 
operating model has a simple objective: to ope rationalize the 
Intelligence Enterprise, raising mission focus from the unit or 
agency-level up to a Community-wide activity. To this end, we 
will need to clarify roles and responsibilities, streamline 
decision rights, and establish Enterprise-wide governance to 
enable this new operating model. When this objective has 
been realized, the Intelligence Enterprise will be both agile 
and capable, and our partner-customers will benefit from an 
intelligence-based decision advantage. 

Integrated Mission Management 

With some exceptions, the current structure and operation of 
the Intelligence Community are oriented toward agencies, 
disciplines and specific functions rather than around priority 
missions. To respond to the dynamic and complex threat 
environment of the 21st century, our operating model must 
emphasize mission integration - a networked knowledge­
sharing model that rapidly pulls together dispersed and 
diverse expertise and resources against specific missions. This 
model could manifest itself through an array of networking 
options- national intelligence centers, mission managers, task 
forces, and communities of interest. 

Integrated Mission Management will improve collection and 
analysis speed by reducing vertical levels and clarifying tasking 
authority; enhance innovation through diversity and cross­
pollination of ideas; ensure completeness by leveraging niche 
expertise; and reduce duplication through better coordination. 
Mission managers will oversee all aspects of national intelli­
gence related to their mission areas and serve as the customer 
interface for their respective mission responsibilities. Histori­
cally, the Community has employed mission-focused opera· 
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Figure 7: Integrated Mission Management 

tions as a best practice for forward-deployed intelligence 
support The time has come to import this "lesson learned" back 
to our stateside organizations and activities. Doing so will 
require resolute leadership, since it will entail a dramatic 
reconceptualiz.atlon of how we organize, train, and operate. 

Adaptive Collection 

To overcome uncertainty, the collection community will have to 
"hedge its bets• about future targets and technologies, and 
adapt quickly to challenges and opportunities; reaction time 
will be the key to success. The elusive, transitory nature of our 
targets, and the imbalance between the Increasing demand for 
information and the capacity of our means to collect it, requlre 
multiple, integrated collection systems. Each of the collection 
disciplines - human intelligence, signals intelligence, 
computer network exploitation, geospatial intelligence, 
measurements and signatures intelligence, open source intelli­
gence, acoustic intelligence, and foreign materiel acquisition -
will continue to play key roles, although their relative impor­
tance will almost certainly change over time. Our future success 
demands integration of collection capabilities at all levels. 

The principle of Adaptive Collection emphasizes the dynamic 
allocation and re-allocation of collection, processing, and 
exploitation. It also provides a mandate to prioritize between 
open and secret collection means. since secret sources and 
methods must be reserved for use against those targets that 
cannot be penetrated using other, more efficient (i.e., open 
source) means. No aspect of collection requires greater consid­
eration, or holds more promise, than open source information; 
transformation of our approach to open sources is critical to the 
future success of Adaptive Collection. 

Adaptive Collection is built on a global collection network 
comprising many netted sensors that can work autonomously­
and cooperatively in near-real time. Collection assets would 
move into and out of specific areas of interest, using already 
collected information to inform their activities, and in turn, 
focusing on collecting only that which cannot be obtained by 
other means. These assets would both push and pull data -
raw, semi-processed, and final- into and from our information 
technology backbone network_ The collected data will belong 
to the Intelligence Enterprise; no single agency "owns• its 
collection take. We would improve situational awareness, 
reduce collection time, enhance target coverage, increase 
robu~ness of collection capability, and sharpen accuracy 
through cross-cueing and correlation . 

Above all else, the collection community will be measured 
again~ its ability to achieve deep and persistent penetrations 
that are key to understanding foreign leaders' intentions, 
foreign nuclear programs, terrorist groups, and proliferation 
networks. Second, there will be more emphasis on multi­
agency teams pursuing •multi-INT" collection strategies. Third, 
we envision a collection community comprising people who 
speak the languages and know the cultures in which we must 
operate. Fourth, we envision a collection community capable 
of rapidly fielding technological innovations that obtain 
needed information. Rnally, we envision a collection commu· 
nity with a fully integrated processing, exploitation, and 
dissemination architecture that moves information quickly 
to its users. Such architecture will feature both automated and 
•user-in-the-loop• collection and processing. It will also entail 
modernization of the collection enterprise to facilitate a holistic 
awareness of sensor status, tasking and alignment of all collec­
tion systems to better respond to its customers. Above all else is 
the demand that the information reach those who need it. when 
they need it, in a form that they can easily absorb. 
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Figure 8: Adaptive Collection 
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Collaborative Analytics 

The analytic community will be expected to understand and 
develop judgments on a broad spectrum of national security 
threats, support a more diverse customer set, and cope with 
access to unprecedented amounts and types of information. 
Information overload already presents a profound challenge to 
our business model. Given these challenges, the analytic 
community has no choice but to pursue major breakthroughs 
in capability. Applying the principle of Collaborative Analytics, 
analysts will be freed to work in a fundamentally different way 
-in distributed networks focused on a common mission. 

Analytic organizations will therefore make a dramatic shift from 
traditional emphasis on self-reliance toward more collaborative 
operations - a shift that will allow the Community as a whole 
to perform routinely at levels unachievable in the past. Analysts 
will act individually and as members of Community teams -
addressing customer queries, driving collection, trying new 
methodologies, and collectively building corporate knowledge. 
The focus of their collaboration will shift away from coordina­
tion of draft products toward regular discussion of data and 
hypotheses. early in the research phase. Collaboration will be 
aided by expertise registries updated automatically. Managers 
will use these registries with smart networks to disseminate 
customer requests directly to the Community analysts best able 
to contribute. Analysts who offer to join in a response will be 
directed to a collaborative work site ready to support them. 

Information overload will be averted through sophisticated 
data preparation and tools. In 2015, new information will be 
tagged so tools can trace related data across our holdings. 
Analysts will use such tools to mine the data, to test hypotheses 
and to suggest correlations. Analysts will routinely employ 
advanced analytic techniques, including scenario-based analy­
sis, alternative analysis, and systems thinking. The move toward 
extensive use of data, tools, and modeling is at the heart of 
collaborative analytics. 

Collaboration in analysis will also foster smarter collection. The 
Library of National Intelligence and shared postings of ongoing 
research will continuously record what we know- and this will 
help avoid unnecessary new collection. In 2015, the library will 
hold half a decade of disseminated intelligence, where analysts 
can discover all available reports - granting immediate 
access if they are cleared and offering guidance on next steps 
if they are not. Analyst proposals for new collection will be 
posted for collaborative review. Collectors will mine that data 
to improve their own collection planning. Many collectors will 
share large amounts of newly collected data, tagged for easy 
discovery and linking, in secure environments with analysts. 
Bringing analysts and collectors closer together will promote 
deeper knowledge of collection across the analytic 

community, which will further improve both the quality of 
collection requests and the sophistication of analytic 
judgments. 

As analysis becomes more integrated, collaborative efforts will 
emerge to serve our customers. Our products and services 
will change to meet evolving needs for timely information and 
insight, delivered in ways that are personalized. Demand will 
vary from one client to the next, including virtual meetings, 
models and simulations, mobile access, and user-selectable 
versions at different classification levels. New breakthroughs 
will be driven by timely corporate sharing of information 
about the needs of key clients, plans for meeting those needs, 
actual intelligence provided, and feedback received. 
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Figure 9; Collaborative Analytics 

Without obscuring critical disagreements, the Community will 
free customers from the burden of doing their own intelli-

. gence comparison, integration, and deconfliction. Oose ties 
between an integrated analytic community and its customers 
will allow real-time engagement and clarification of customer 
needs. By 2015, we will track Community performance against 
priority topics in a standardized fashion. Managers will be able 
to see the impact of local contributions to overall Community 
su pJX>rt to key customers, and will use this information to drive 
continual improvement and rapid adaptation to changing 
customer needs. 

Strategic Partnerships 

Given the broad spe<trum of threats, looming budget 
constraints. and the need for deep analytic expertise, the 
Intelligence Enterprise will have to expand its network 
beyond the boundary of the traditional Intelligence Commu­
nity. The global nature of intelligence makes it imperative 
that we continue to seek opportunities to collaborate with 
our allies and foreign partners. Our strategic partnerships will 
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Figure 10: Strategic Partnerships 

include traditional international allies, opportunistic partners, 
multinational organizations, civil societies, academe, and indus­
try. 

The U.S. Intelligence Enterprise clearly benefits through 
increased global coverage, local expertise, and improved 
synergies. These benefits span the entire partnership 
spectrum, depending on the breadth and depth of the relation­
ship: historical bilateral partnerships, alliances, joint programs, 
transactional, and ad hoc. To reach their full potential, strategic 
partnerships will need Community-wide strategies . and 
policies, strong relationship managers and liaisons, and a 
flexible and secure information-sharing environment. Our 
partnerships are based on a series of personal relationships 
reinforced by policy and process. While we must have 
oversight into the full range of our partnership activities, their 
success ultimately comes down to the flexibility and effective­
ness of those representing us in the relationship. Our represen­
tatives must be empowered to engage in the relationship with 
a strong understanding of the overall"commander's intent" of 
our activities. 

Net-Centric Information Enterprise 

Information -classified and open source - is the fuel that 
powers intelligence. Sharing products is no longer adequate; 
collectors and analysts have the responsibility to provide much 
more of what they produce beyond final reports. As a conse­
quence, the Intelligence Enterprise must be built on a robust 
information infrastructure, based on a culture of information 
sharing and supported by a range of common services that 
allow the analytic end user to transform the deluge of data 
into predictive, actionable intelligence. 

The end state will be seamless access to all intelligence 
information, tools and processes across multiple agencies and 
databases. Our information architecture will have to undergo a 
fundamental shift: from the multiple hub-and-spoke model of 

information collection, analysis, and dissemination based on 
specific discipline to a unified ard"litec:ture designed around a 
common"cloud" (i.e., a distributed peering network} containing 
our information. This information infrastructure will allow 
authorized end-users to discover, access, and exploit data 
through a range of services, from federated query to integrated 
analytic tool suites. 

·Oo--~ 
•(U\UI'NI~~WI!' ....... 

·~-. .. ~ .. -·..u 
• Oi\ll~ 't- -.~ .... 
•to:-... ~- /~ 

~ ~~ ... 

Common Information Infrastructure 

Currently, each intelligence agency operates and maintains its 
own network and information infrastructure: power, cooling, 
circuits, switches, routers, databases, information management 
systems, data centers, se<Urity and enterprise systems manage­
ment tools. By 2015,we will migrate to a common"doud"based 
on a single backbone network and clusters of computers in 
scalable, distributed centers where data is stored, processed, 
and managed. The shared data centers will be unique facilities 
designed and located for access to communication and power 
supplies. The Intelligence Enterprise will benefit greatly from a 
more robust, secure, and effective means to organize, update 
and retrieve all of the information It collects. The centers will 
also allow experience and technologies employed across the 
Community to be leveraged, focusing scarce technical resources 
and reducing costs. 

On-Demand Services 

Over the last 20 years, the Intelligence Community has been 
challenged to keep pace with rapidly evolving information 
technology. Although a less-than-agile acquisition and procure­
ment system has been part of the problem, the Intelligence 
Community is also undermined by its basic approach. If we are 
to maintain a technology edge, we must adopt an enterprise· 
wide, service-oriented architecture that is interoperable with 
systems in other federal departments, and can share informa­
tion with non-traditional partners. A service-oriented architec-



ture provides a proven means to adapt new technologies while 
responding to changing user needs. By creating "software as a 
service: this architecture reduces system complexity and 
deployment risks through a shared development style, 
uniform standards, and common interfaces. These services will 
enable a user-defined analytic environment through the use of 
composite applications.- discrete services that can be pulled 
from a central library and dropped into a user-defined 
workspace. 

The range of Enterprise-wide services that should be deployed 
by 2015 include communication services (e.g., common e-mail, 
directories, calendaring, and collaboration); data services (e.g., 
federated queries and searches, tagging, entity extraction, and 
storage); security services (e.g., single sign-on, access control, 
monitoring, and auditing); and analytic services (e.g.,portals, 
data mining, visualization, and modeling and simulation tools). 

Enterprise Integration 

Providing our customers with a decision advantage and 
collaborating around our core mission areas require a strong 
foundation that integrates the vital components of the Intelli­
gence Enterprise - people, processes, and technology. 
Historically, organizational differences- competing cultures, 
non-interoperable systems, unclear decision rights, and 
conflicting business rules- acted as barriers to collaboration, 
greatly undermining our ability to adapt and reducing our 
organizational agility. Although we have progressed since the 
9/11 attacks, and significant initiatives are under way, we will 
need continued leadership and organizational commit­
ment to truly integrate the Intelligence Enterprise by 2015. 

Figure 12: Enterprise Integration 

Human Capital and 
Knowledge Management 

At the core of the Intelligence Enterprise in 2015 are our 
people. One of our biggest challenges will be the ability to 
attract, train, and retain a highly skilled, innovative and adap­
tive workforce. The intelligence workforce of the future will be 
more distributed, virtual, and flexible than at anytime in the 
past; the implications for our information technology 
infrastructure and facilities are significant. We need profes­
sionals with strong linguistic skills, deep cultural understand­
ing, and mastery of the •human terrain: Cultural, linguistic. 
and technical diversity will be critical to the workforce of the 
future. Moreover, the changing strategic environment will 
require a more entrepreneurial and customer-focused 
workforce that can combine deep functional knowledge and 
expertise with broad networking and collaboration skills. 
Strict boundaries, such as the distinction between collectors 
and analysts, must become permeable divisions that highlight 
different roles our intelligence professionals play during an 
intelligence career, not exclusive memberships. 

Echo of the Future: Joint Duty 

In 2007, with the support of the leaders of the six 
affected US government departments, the ON/ 
signed the Joint Duty policy guidance, making joint 
duty a prerequisite for promotion to senior execu­
tive within the Community. This policy sets a firm 
standard that - for the first time -- rewords 
Enterprise-minded culture 

Our leaders will need to transcend the traditional independent, 
agency-centric orientation,and move toward a leadership style 
based on cross-agency collaboration and interdisdpllnary 
experience. In particular, this will require leadership that can 
build coalitions across agencies and cultures, bound by a 
shared purpose and unity of action to achieve mission objec­
tives. Managers will adopt a new role more focused on profes­
sional development and measuring work unit quality, less 
focused on product oversight and review. We will need leader­
ship development programs, performance evaluation systems, 
and an Incentive structure that span the Intelligence Enter­
prise. 

By 2015, the focus should shift from information sharing (e.g~ 
interoperable systems, information discovery and access) to 
knowledge sharing (e.g., capturing and disseminating both 
explicit and tacit knowledge). Just as we are dismantling 
today's information "silos,· we will need to bridge the knowl­
edge "archipelagos• of tomorrow in a systematic way that 
combines both content and context in an on-demand environ­
ment. Robust social networking capabilities will be required­
expertise location, ubiquitous collaboration services, 
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integrated e-learning solutions, visualization tools, and enter­
prise content management systems. More importantly, a strate­
gic approach to knowledge sharing and management must be 
incorporated that includes lessons learned and concept and 
doctrine development. 

Modern Business Practices 

The Intelligence Community cannot depend on ever-increasing 
budgets to develop leading~dge technologies, field new 
capabilities and run current operations. We have to adopt 
modern business practices that will make us more effective, 
efficient, nimble, and accountable. The current business model 
is burdened by archaic rules, fragmented practices, and 
non-interoperable business systems. If we are to optimize our 
limited resources, we must transform the model; our procedures 
and systems for planning, programming, 
budgeting and managing personnel security must fundamen­
tally change. 

Business System Modernization 
A key enabler of organizational adaptability and operational 
agility is an integrated planning, programming, budgeting, 
enterprise management and finance system that links and 
aligns strategy to budget, budget to capabilities, and 
capabilities to performance. We need processes and systems 
that allow us to anticipate the future for long-term planning, 
programming and budgeting, and also enable us to respond 
rapidly to time-critical issues. An integrated business manage­
ment system must support these business processes. Senior 
managers must receive timely, accurate and reliable financial 
and performance information. We must have simple, reliable 
performance criteria and metrics that demonstrate progress 
toward our goals. 

As part of business modernization, we will move toward a core 
financial system that integrates budget and performance data, 
while standardizing and streamlining common business 
processes (e.g., procurement, travel, acquisition, human 
resources). This will allow us to employ business analytics to 
drive evidence-based decision-making and more effectively 
manage our resources. 

Security Transformation 
By 2015, the security function within the Enterprise will be 
transformed while growing in importance. Our security 
practices must parallel, in pace and direction, our technology 
and workforce efforts. Personnel se<:urity must transition from a 
barrier approach to a full llfecycle approach. A web of 
personal, information technology, and physical security 
measures will ensure all professionals maintain the highest 
se<:urity standards across an intelligence career. The security 
officer of the future will be analytically trained and te<:hnoiogi­
cally adept, capable of adapting broad security policy to 
constantly changing technological or customer demands. The 

Intelligence Enterprise will function on common security 
standards to empower continuous monitoring. The demands 
of knowledge sharing with strategic partners will push the 
security function into a new role: determining classification, 
and monitoring and governing the overall development of 
classified information. Security professionals will become 
primarily responsible for ensuring that our "secrets" are truly 
secret- and remain so. This new role for security will demand 
a radical simplification of the classification system and its many 
codewords and caveats. In the end, the foundation for classifi­
cation will remain the potential for damage to our nation's 
security. 

Agile Infrastructure 
By 2015, employees from different agencies will have to be 
collocated to more remote locations, away from centralized 
headquarters. The needs for cross-organizational collabora­
tion, cross-functional teams and programs such as Joint Duty 
will require a more agile infrastructure. By this, we mean to 
suggest a deliberate strategy that shifts from agency-centric. 
massively consolidated facilities towards a more distributed 
and integrated model that uses hoteling practices and 
creates more open and collaborative workspaces. Agile 
infrastructure will be based on two principles- collocation of 
cross-functional teams (e.g., collection disciplines, science and 
technology, analysts, mission managers) around projects or 
specific missions, and virtual collocation, where a dispersed 
workforce can rapidly coalesce to respond to new tasking. A 
facilities strategy will be developed that takes into account 
both physical and virtual collaboration; a common badging 
and credentialing system will be required to allow the intelli­
gence workforce to move seamlessly among facilities. 

Innovation, Science and Technology 

Most of the technology base comes from the private sector; 
technology cycle times are decreasing, and technological 
innovation has its source in many countries. Thus, the Intelli­
gence Community will need to fundamentally reconceptualize 
and redesign our acquisition and procurement policies and 
processes to emphasize adaptation, speed, and agility. More­
over, since services are a large and increasing portion of the 
budget, we require procurement policies and practices that 
acquire capabilities, not simply buy "hours: Innovative, 
performance-based acquisition solutions will be required. 
These solutions must reward innovation, performance and 
risk-taking from our partners in the private sector. 

Although we will continue to rely on commercial best-of-breed 
technologies and best practices, the Intelligence Community 
will still need to research, develop and field disruptive technolo­
gies to maintain a competitive advantage over our adversaries. 
We cannot evolve into the next technology"S curve• incremen­
tally; we need a revolutionary approach. Breakthrough innova­
tion, disruptive technologies, and rapid transition to end-users 



will be required, as well as a high tolerance for risk and failure. 
We need to encourage and reward risk-taking, creativity, and 
entrepreneurial behavior both with our government employ· 
ees and our private sector partn!"rs. We will need to leverage 
organizational options (e.g., creating an Intelligence Commu­
nity version of the Lockheed model Skunk Works•) as well as 
process improvements (e.g., leveraging workforce diversity to 
improve cognitive diversity) to foster the creativity we seek. 
We must work closely with our congressional oversight 
colleagues to enable an innova'tlon·friendly culture. 

Figure 13: Innovation, Science and Technology 

Creating a culture of in novation will require greater focus on 
advanced concepts, technology, and doctrine to enhance 
leadership, organizational alignment and resources. We need to 
establish a mechanism that allows us to continuously survey the 
future, capture potential mission impacts, and develop and 
experiment with new integrative intelligence concepts and 
technologies. 
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3 MAKING IT REAL­
IMPLEMENTING 
THE VISION 

"It is not the strongest of the species that survives. nor the 
most Intelligent, but the one most responsive to change.· 
-Charles Darwin 

The Intelligence Community of today is composed of some of 
the most dedicated and capable public servants, and they 
continue to advance the intelligence reform agenda. However, 
our efforts to incrementally improve the existing operating 
model and capabilities will be insufficient in the rapidly evolv­
ing, dynamic environment we have entered. 

Our many improvements since 2001 have been fueled by sorely 
needed additional resources, but anticipated budget pressures 
will likely end this largess in the future. We cannot afford to 
retreat into incremental improvements or simple effidendes, 
which will cause us to fall further behind. We have no choice 
but to transform our profession along the lines presented In 
our new operating model. 

The Way Ahead 

Our national security institutions have demonstrated a 
tendency to focus on their areas of authority and expertise 
while proving less able to organize joint efforts that fall 
between domains. The Intelligence Community has suffered 
the consequences of this problem and perpetuates.it. As we 
learn to unify all instruments of national power in truly joint, 
interagency initiatives, we will find that Intelligence only grows 
in importance for the new players on the national security 
team. 

The National Intelligence Strategy of October 2005 proclaimed 
a vision of our Community as •a unified enterprise of innovative 
intelligence professionals ... ,"but it did not further define that 
end state. Vision 2015 outlines the rationale for becoming an 
enterprise, and details the differences in our new operating 
model. Our Intelligence Enterprise will advance along the 
distinct paths of adaptability, alignment, and agility. 

Key Design Principles 

To succeed in this new environment, the Intelligence Commu­
nity must undertake fundamental organizational and cultural 
change, moving from a bureaucratic command-and-<:ontrol 
model to an integrated, collaborative, networked Enterprise. As. 

we build this Intelligence Enterprise, we need to adhere to a few 
simple design principles- adaptability, alignment, and agility. 

Adaptability is an organization's aptitude for anticipating, 
sensing, and responding successfully to changes in the environ­
ment. It is a process that requires us to continuously survey the 
external environment, identify discontinuous threats or oppor­
tunities, understand the gaps between challenges and capabili­
ties, experiment with new ideas, and learn from experience. The 
keys to adaptability are active engagement and an openness to 
outside ideas and influences. 

Alignment is the degree of consistency and coherence among 
an institution's core strategy, systems, processes, and communi­
cations. Alignment occurs within a context of strategic 
direction, ensuring our activities are prioritized to realize a 
specific vision, without predetermining "how• the vision will be 
accomplished. It is a control mechanism ensuring that strategic 
goals, objectives, deployed capabilities, and organizational 
performance are dearly linked and focused on mission achieve­
ment. The key challenge to achieving alignment is ensuring 
unity of effort without succumbing to conformity of thought. 

Agility is an organization's ability to reconfigure processes and 
structures quickly - with minimal effort and resources - to 
seize opportunities and address strategic risks. In a complex, 
dynamic environment, no amount of forecasting can predict 
every change. We need to create an organization that responds 
with speed and precision to unforeseen events. Agile organiza­
tions possess flexible, modular design, shared infrastructure, and 
an innovative, risk-tolerant culture. 

These design prindples need to be integrated and reinforced. 
Adaptability without alignment creates chaos and wastes 
resources on duplicate and conflicting efforts; adaptability. 
without agility results in an organization that can ·see the train 
coming down the tracks" but cannot get out of its way. We must 
ensure that our new organizational models and intelligence 
concepts adhere to these design principles. 



Strategic Roadmap 

The Community needs a detailed plan to enact this vision and 
become an Intelligence Enterprise. The Director of National 
Intelligence will establish a senior·level design team to 
develop the specific actions and milestones comprising a 
roadmap to accomplish our vision. The roadmap will detail 
actions that will ensure our strategic adaptability, enhance 
alignment, and improve our organizational agility. 

Adaptability actions: 

• Develop the means to forecast the future environment, 
anticipate future threats and missions, and consider and 
deploy innovative alternate intelligence capabilities. 

• Develop and experiment with new operational concepts 
and tactics in support of the integrated operating model. 

• Align Innovation and experimentation efforts (e.g. 
Galileo) in support of this effort 

• Implement and examine multiple models of mission 
management to determine how to best use them opera­
tionally. 

• Build the organic capability to conduct exercises and 
modeling and simulations throughout our processes 
(e.g.,analytics, collection, mission management, etc.) to 
innovate and test new concepts and technologies. 

• Integrate lessons learned, ~istory, and education and 
training activities (as appropriate) to establish the basis for 
learning from our successes and failures. 

• Exploit best practices in customer engagement to estab­
lish Enterprise-wide channel managers who actively 
engage with our developing partner-<ustomers and 
evolve our engagement model. 

• Establish an intellectual"home" for intelligence profes­
sionalism, linked to the National Intelligence University, 
to serve as the thought leader for the Enterprise. 

Alignment actions: 

• Re-image the Community to acknowledge that member 
relationships to the OffiCe of the Director of National Intelli­
gence differ. Formalize these different relationships In 
policy. 

• Develop an Intelligence Enterprise strategy that aligns 
ends, ways, and means. 

• Deploy a unitary, transparent, and disciplined strategic 
management process to drive integrated strategy-to­
capabilities-to-plans and budgets across the enterprise. 

• Build an annual strategy-to-plans structure that focuses 
agency and element performance on specific goals and 
objectives, with tangible metrics, to ensure that we progress 
toward accomplishing our missions and achieving our vision. 
• Integrate our counterintelligence capabilities through 
increasingly rigorous policy, doctrine, standards and 
technology, and align counterintelligence with our broader 
National Intelligence Strategy goals and objectives. 

• Develop the policies, procedures and infrastructure to 
permit the creation of new, temporary, mission-focused 
elements to serve as the operational arms of the Intelli­
gence Enterprise. 

• Embrace a culture of performance that encompasses 
the individual, the agency and the Enterprise. 

Agility actions: 
• Re-image the Intelligence Enterprise to find ways to 
flatten the hierarchy and reduce to the "tooth-to-tail' ratio. 

• Create an Intelligence Enterprise concept of operations to 
detail the components of the integrated operating model. 

• Oarify roles. missions, functions and decision rights 
through policies and procedures and streamlined 
processes. 

• Dramatically improve the access and flow of critical 
information - both operational and management -
across the Enterprise. 

• Shift from large, expensive collection platforms towards 
smaller, netted collection systems. 

• Identify and consolidate services of common concern 
(e.g., human resources, finance, public affairs, general 
counsel, legislative affairs) to streamline and simplify Enter­
prise support activities. 

• Seek new means to enhance enterprise culture through 
integrated operations (multi-agency), practices (doctrine, 
tradecraft, etc.) and support services (alternate work 
locations, hoteling). Deploy such capabilities in parallel 
with existing ones and rigorously pursue the better 
performing options. 

• Foster a risk-tolerant culture by rewarding agencies, 
leaders, or other intelligence professionals who seek to 
adopt new practices to improve performance or efficiency. 
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Leading Change 

The first and most significant impediment to implementation is 
internal and cultural: we are challenging an operating model of 
this Vision that worked, and proponents of that model will resist 
change on the basis that it is unnecessary, risky, or faddish. These 
opponents will posit that incremental change is working, the 
environment is not really that different, and the new methods 
are unproven. 

A second impediment is existing institutional barriers, which 
create friction. Few things sap the determination for change as 
effectively as the friction Induced by layers of bureaucratic 
inefficiency working to frustrate any endeavor. Stove-piped 
"back~ffice· functions that make even simple personnel or 
operational activities difficult wilt complicate nearly every aspect 
of transformation. 

A third impediment is budgetary. Dramatic transformation of 
'the Intelligence Community will require stable and somewhat 
predictable budgets. While some efficiency gains will be realized 
through rationalization and consolidation, change cannot 
happen on the cheap. This challenge must first be addressed by 
responsible internal management practices at all levels, guided 
by a detailed strategic roadmap and better communications and 
engagement with the appropriators and authorizers. 

A fourth impediment is environmental: the tyranny of the 
Immediate. For nearly four decades, intelligence reform has 
remained largely stymied by the inability of the Community to 
emphasize sustained implementation. Senior leaders across the 
Intelligence Community face constant pressure to depart from 
carefully considered approaches to deal with pressing day-to­
day challenges. 

Translating our Vision into reality will take more than desire and 
good intentions. First, we will need effective outreach and 
aligned communications to energize the organizations that 
comprise the Intelligence Enterprise. We will need strong leader­
ship, unyielding commitment, and empowered change agents 
to mobilize the workforce. Second, we must align the Enterprise 
through a new National Intelligence Strategy, a strategic 
roadmap that establishes key capability milestones over the 
FYll-16 planning and programming horizon, and the develop­
ment and management of annual implementation plans to 
ensure accountability and progress, Third, we will need to assign 

responsibility for accomplishing this Vision to key areas 
throughout the Enterprise: missions (e.g. counterterrorism, 
counterproliferation, counterintelligence, etc.), agencies, 
program managers, and functional leads (e.g., Chief Information 
Officer, Chief Human Capital Officer, Science and Technology). 
Fourth, we need to institutionalize change by ensuring short­
term wins, measuring and rewarding performance against the 
vision, and ensuring continuous improvement through 
quarterly reporting and evaluation sessions with senior leader­
ship throughout the Intelligence Enterprise. Perhaps most 
importantly, senior leadership must commit to building a 
culture that will take risk to make this Vision real. 

The transformation of the Intelligence Community into an 
Intelligence Enterprise will not come easily; if it were an easy 
process, our dedicated intelligence professionals would have 
completed it long ago. Although change is disconcerting by its 
very nature, the changes elaborated in this Vision are necessary 
for our continued success and for the defense of our nation. We 
will encounter halting progress and occasional setbacks, but we 
will succeed in remaking today's best Intelligence Community 
into the best Intelligence Enterprise the world has ever seen. 
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Figure 14: Leadership Driving Transformation 
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22. An Overview of the United States Intelligence Community for the 
111 th Congress. 

Prepared for the 111th Congress by the Office of the Director of National 
Intelligence, this document will provide a general overview of the United 
States Intelligence Community. 
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Office of the Director of National Intelligence 

The Director of National Intelligence (ON I) serves as the head of the Intelligence 
Community (I C) and is the principal advisor to the President, the National Security 
Council, and the Homeland Security Council (HSC) for intelligence matters related to 
national security. Also, the Director oversees and directs the implementation of the 
National Intelligence Program. The President appoints the ONI and the Principal 
Deputy Director with the advice and consent of the Senate. 

The DNI's responsibilities, among others, are to lead the IC; oversee the 
coordination of foreign relationships between elements of the IC and intelligence 
services of foreign governments; establish requirements and priorities for collection, 
analysis, production, and dissemination of national intelligence; coordinate reform of 
security clearance and acquisition processes; achieve auditable financial 
statements; support legislative, legal and administrative requirements; ensure 
compliance with statutory and Presidentially-mandated responsibilities; and 
transform the IC into a unified, collaborative and coordinated enterprise. 

The DNI Organization is composed of the ONI Staff and Intelligence Community 
Mission and Support Activities (MSAs). The DNI Staff is primarily responsible for IC 
policy and oversight and the preparation of the National Intelligence Program 
Budget. The MSAs are directly responsible for providing IC-wide substantive 
intelligence, counterintelligence strategy and strategic analysis, research and 
development, and training and education. The Director of the Intelligence Staff is 
responsible for synchronizing and integrating efforts across the DNI Organization. 

There are four Deputy Directors of National Intelligence: 

Office of the Deputy Director for Policy, Plans and Requirements 
(DDNIIPPR) drives vital intelligence reform by coordinating IC-wide policy and 
strategy, plans, and requirements; modernizing security processes; and 
strengthening relationships with Federal, State, Local, foreign , and private 
sector partners. 

Office of the Deputy Director for Collection (DONI/C) coordinates 
collection throughout the IC under the authorities of the. DNI. The DDNI/C 
ensures that the President's and the DNI's priorities are appropriately 
reflected in future programming and systems acquisition decisions and puts 
into context for the ONI the way in which actions affect the total collection 
mission. 

Office of the Deputy Director for Analysis (DONI/A) has responsibility for 
enhancing the quality, timeliness, and utility of analytic support to intelligence 
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consumers. DONI/A's approach for achieving this goal is to increase expertise 
and improve analytic tradecraft at individual, agency, and Community levels 
through specialization, collaboration, and cross-fertilization. The DONI/A 
serves concurrently as the Chairman of the National Intelligence Council 
(NIC) and manages the production of the President's Daily Brief. 

Office of the Deputy Director for Future Capabilities (DDNI/FC) is the 
Intelligence Community's catalyst for technical innovation, responsive 
stewardship, and acquisition excellence. Its approach is to address these key 
intelligence challenges by: leading advanced research and development 
focusing on disruptive technology leaps; acting as the DNI's Science & 
Technology advisor and integrating the Intelligence Community Science & 
Technology enterprise: developing and evaluating an IC-wide, end-to-end 
collection architecture to promote innovation and responsible financial 
stewardship; and establishing and maintaining an agile and transparent best­
practice environment that promotes IC acquisition success. 

Other elements of the DNI Staff include a Civil Liberties Protection Office, and an 
Office of Equal Opportunity and Diversity both of which drive IC-wide policies and 
programs in their respective areas. 

Three Mission Managers integrate IC-wide collection and analysis on North Korea, 
Iran and CubaNenezuela. 

IC Mission Support Activities 

The DNI organization includes ten functional mission support activities: 

National Counterterrorism Center (NCTC) serves as the primary 
organization in the United States Government for integrating and analyzing all 
intelligence pertaining to terrorism possessed or acquired by the United 
States Government (except purely domestic terrorism). 

National Counterintelligence Executive (NCIX) is staffed by senior 
counterintelligence and other specialists from across the national intelligence 
and security communities. The NCIX mission is to exploit and defeat 
adversarial intelligence activities directed against U.S. interests; protect the 
integrity of the U.S. intelligence system: provide incisive, actionable 
intelligence to decision-makers at all levels: protect vital national assets from 
adversarial intelligence activities; and neutralize and exploit adversarial 
intelligence activities targeting the armed forces. . 

National Counterproliferation Center (NCPC) is responsible for 
coordinating strategic planning within the IC to enhance intelligence support 
to United States efforts to stem the proliferation of weapons of mass 
destruction and related delivery systems. 
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The Special Security Center's (SSC) mission is to assist the DNI in 
protecting and sharing national intelligence information throughout the IC, the 
U.S. Government, U.S. contractors, state, local, tribal governments, and our 
foreign partners by conducting assessments of the security of sensitive 
compartmented information and other intelligence information under the DNI's 
authority; document overaiiiC security compliance for the ON I; monitor, 
coordinate and advise on significant unauthorized disclosures and 
compromises of classified national intelligence information; and provide 
feedback to support policy formulation and training initiatives. 

The National Intelligence University (NIU) operates under the DNI's 
authority to establish an integrated framework that brings together the 
educational components of the IC in order to promote a more effective and 
productive Intelligence Community through cross-disciplinary education and 
joint training . The NIU is made up of the existing IC schools and universities, 
the Office of the Chancellor of the NIU, and the staff and curriculum that 
support the goals and authority of the DNI. 

Intelligence Advanced Research Projects Activity (IARPA) invests in high­
risk/high payoff research that has the potential to provide the U.S. with an 
overwhelming intelligence advantage over our future adversaries. 

The Center for Security Evaluation's (CSE) mission is to strengthen 
overseas security standards, provide for inter-agency, life-cycle inspections, 
and aggressively pursue emerging security technologies with security 
solutions that are risk-based and realistic. CSE is the organization that 
synchronizes IC emergency preparedness activities for the DNI and National 
leadership. 

The National Intelligence Council (NIC) is the IC's center for mid-term and 
long-term strategic analysis. The NIC supports the ONI in his roles as head 
of the IC and principal advisor for intelligence matters to the President and the 
National Security and Homeland Security Councils, and serves as the senior 
intelligence advisor representing the IC's views within the U.S. Government. 
The NIC also provides key products and services, such as the National 
Intelligence Estimates assessing future trends on a wide range of global 
issues. 

The National Intelligence Coordination Center (NIC-C) was established in 
October 2007 in collaboration with the Department of Defense and several 
domestic agencies to provide a mechanism to coordinate intelligence 
activities across the entire U.S. Government. The NIC-C works to efficiently 
coordinate, collaborate, assess, and deploy our Nation's total array of 
intelligence collection capabilities. 

The Mission Support Center provides support services to all DNI Staff and 
Mission Support Activity components. 
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Central Intelligence Agency 

The Central Intelligence Agency (CIA) is the largest producer of all-source 
national security intelligence to senior U.S. policymakers. The CIA's intelligence 
analysis on overseas developments informs decisions by policymakers and other 
senior decision-makers in the national security and defense arenas. CIA does not 
make foreign policy. 

The Director of the CIA is the National Human Intelligence (HUMINT) Manager 
and serves as the national authority for coordination, de-confliction, and evaluation 
of clandestine HUM INT operations across the IC, consistent with existing laws, 
Executive Orders, and interagency agreements. 

The National Clandestine Service (NCS) has responsibility for the clandestine 
collection (primarily HUM I NT) of foreign intelligence that is not obtainable through 
other means. The NCS engages in counterintelligence activities by protecting 
classified U.S. activities and institutions from penetration by hostile foreign 
organizations and individuals. NCS also carries out covert action in support of U.S. 
policy goals when legally and properly directed and authorized by the President. 

The Directorate of Intelligence (Dl) analyzes all-source intelligence and produces 
reports, briefings, and papers on key foreign intelligence issues. This information 
comes from a variety of sources and methods, including U.S. personnel overseas, 
human intelligence reports, satellite photography, open source information, and 
sophisticated sensors. 

The Directorate of Science and Technology (OS& T} accesses, collects, and 
exploits information to facilitate the execution of the CIA's mission by applying 
innovative scientific, engineering, and technical solutions to the most critical 
intelligence problems. 

The Directorate of Support (OS) delivers a full range of support, including 
acquisitions, communications, facilities services, financial management, information 
technology, medical services, logistics, and the security of Agency personnel, 
information, facilities, and technology. OS services are both domestic and 
international in focus and are offered on a 24 hours a day/7 days a week basis. 
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Defense Intelligence Agency 

The Defense Intelligence Agency (DIA) is a major producer and manager of 
foreign military intelligence for the Department of Defense and is a principal member 
of the United States Intelligence Community. Established on October 1, 1961, and 
designated a combat support agency in 1986, DIA's mission is to provide timely, 
objective, all-source military intelligence to policymakers, to U.S. armed forces 
around the world, and to the U.S. acquisition community and force planners to 
counter a variety of threats and challenges across the spectrum of conflict. 

The Director of DIA is a three-star military officer who serves as the principal advisor 
on substantive military intelligence matters to the Secretary of Defense and the 
Chairman of the Joint Chiefs of Staff. Additionally, he or she is the Program Manager 
for the General Defense Intelligence Program which funds a variety of military 
intelligence programs at and above the corps level. The Director also serves as 
.Program Manager for the Department's Foreign Counterintelligence Program and is 
the Chairman of the Military Intelligence Board which examines key intelligence 
issues such as information technology architectures, program and budget issues, 
and defense intelligence inputs to National Intelligence Estimates. 

With headquarters in the Pentagon, DIA's more than 15,000 highly skilled civilian 
and military personnel are located around the world with major activities at the 
Defense Intelligence Analysis Center on Belling Air Force Base in Washington, 
D.C.; the Missile and Space Intelligence Center at Redstone Arsenal in Huntsville, 
Alabama; and the National Center for Medical Intelligence at Fort Detrick, 
Maryland. DIA also deploys military and civilian personnel worldwide during crises 
or conflicts to better support military forces. 

In December 2007, DIA established the Defense Intelligence Operations 
Coordination Center (DIOCC) to seamlessly integrate all defense intelligence 
resources on the transnational threats to U.S. national security and to enhance 
defense intelligence collaboration. The DIOCC collaborates with DoD and national 
intelligence resources to manage risk and resource requirements. It integrates and 
synchronizes all-source military and national-level intelligence capabilities in support 
of the warfighters. 

Working closely with the DIOCC to help manage risk and intelligence resources is 
the Joint Functional Component Command for Intelligence, Surveillance and 
Reconnaissance (JFCC-ISR). The DIA Director is the commander of this U.S. 
Strategic Command organization. The JFCC-ISR monitors Combatant Command 
intelligence, surveillance and reconnaissance (ISR) information needs; serves as the 
Intelligence Community's entry point into the DoD ISR system; works to maximize 
efficient use of ISR assets and identifies gaps in ISR coverage. 
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Through the Joint Staff J2, DIA operates the intelligence component within the 
National Military Command Center, providing real-time indications and warning of 
breaking situations and serving as the national focal point for crisis intelligence 
support to military operations. During a crisis or contingency, DIA establishes 
intelligence task forces, working groups or dedicated cells to closely monitor 
unfolding events. 

In an effort to strengthen management, synchronization and deconfliction of 
HUMINT and counterintelligence capabilities across the Department of Defense, 
including the military services and Combatant Commands, DIA established the 
Defense Counterintelligence and HUMINT Center (DCHC) in August 2008. 

DIA's Directorate for Human Intelligence (DH), conducts human intelligence 
operations worldwide to obtain critical intelligence often not available from technical 
collection means. DH operations provide in-depth and actionable intelligence to 
policymakers and military forces in the field. It manages the Defense Attache 
System, which has military attaches assigned to more than 137 U.S. embassies. 

To support DoD efforts in the global war on terrorism, DIA established the Joint 
Intelligence Task Force for Combating Terrorism to consolidate and produce all­
source terrorism-related intelligence. 

As more countries move their critical facilities underground, DIA's Underground 
Facility Analysis Center leverages the Nation's intelligence and other technical 
resources to coordinate the Intelligence Community's efforts to detect, identify, 
characterize, and assess for defeat hardened and deeply buried underground 
facilities and their associated programs worldwide. 

The DIA Missile and Space Intelligence Center is the DoD authority on man­
portable air defense systems and develops scientific and technical intelligence on 
foreign missile systems such as: short-range ballistic missile systems; surface-to-air 
missile systems; antitank guided missile systems; antiballistic missile systems; 
ground-based anti-satellite systems; and associated command and control systems. 

DIA's National Center for Medical Intelligence provides medical profiles of foreign 
countries and assesses real and potential health hazards to support U.S. Armed 
Forces worldwide operations to include humanitarian operations. 

DIA operates the National Defense Intelligence College, a fully accredited 
educational institution, to satisfy the growing need for trained intelligence 
professionals to help safeguard the Nation's interests. 
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Department of Justice 
Federal Bureau of Investigation 

The Federal Bureau of Investigation (FBI) is a threat-based, intelligence driven, 
national security organization that protects the United States from critical threats 
while safeguarding civil liberties. As both a component of the Department of Justice 
and a full member of the U.S. Intelligence Community, the FBI serves as a vital link 
between intelligence and Jaw enforcement communities. The FBI brings the 
discipline of the criminal justice system to its domestic intelligence activities in a 
manner that is consistent with American expectations and protections for privacy 
arid civil liberties, and thus is uniquely situated to be effective against today's 
complex adversaries. 

The FBI's top priorities are combating the threat of terrorism, counterintelligence 
and cyber crime. As to counterterrorism, the FBI gives particular attention to 
terrorist efforts to acquire and use weapons of mass destruction. While numerous 
plots have been disrupted, the threat continues to evolve; the need for constant 
vigilance has not diminished. The FBI must continuously adapt to trends in terrorist 
recruitment, financing and training, as well as terrorists' development of new 
explosive devices, biological and chemical agents. 

As to counterintelligence, foreign intelligence services continue their attempts to 
infiltrate the U.S. Government; we also face a growing presence of foreign 
businesspersons, students and scientists seeking to steal technology on behalf of 
foreign governments or commercial interests. Investigations of economic espionage, 
financial crimes, export control violations, cyber intrusions and the compromise of 
U.S. strategic intellectual property, such as innovations and patented inventions, are 
on the rise. 

Cyber threats cross all investigative categories, are borderless, and have the 
potential for disruption. Of greatest concern are terrorists or foreign state­
sponsored elements targeting national information infrastructure, and criminal 
enterprises and individuals who illegally access computer systems or spread 
malicious code. There is also growing and evolving forms of identity theft, and use 
of the Internet to perpetrate fraud, child pornography and solicitation of children 
online. 
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Public corruption and civil rights violations from hate crimes, abuse of power by law 
enforcement, and human trafficking including the exploitation of children, remain the 
FBI's top criminal priorities because of unique jurisdiction and the potential impact of 
these crimes on our democracy. Other areas receiving priority focus are crimes that 
undermine the health of the economy, including large-scale financial institution 
frauds, securities and commodities or bank fraud, environmental crimes, health care 
fraud and telemarketing fraud. In the area of violent crimes, the FBI focuses on 
increasingly sophisticated national and transnational gangs, dangerous fugitives, 
and kidnappings. We leverage our partnerships with over 800,000 state, local and 
tribal law enforcement agencies though_task forces and fusion centers to collect and 
disseminate intelligence, serving as a unique link between the intelligence and law 
enforcement communities. 

Federal law, Attorney General authorities and Executive Orders give the FBI 
jurisdiction to investigate all federal crimes not assigned exclusively to another 
federal agency (28 U.S.C. Section 533) and to investigate threats to the national 
security (EO 12333; 50 U.S.C. Section 401 et seq; 50 U.S.C. Section 1801 et seq). 

Additionally, there are other laws that give the FBI responsibility to investigate 
specific crimes. This combination of authorities gives the FBI the unique ability to 
address national security and criminal threats that are increasingly intertwined, and 
to shift between the use of intelligence tools such as surveillance or recruiting 
sources, and law enforcement tools of arrest and prosecution. Regardless of which 
tools are employed, law and policy require that the FBI~s information gathering 
activities use the least intrusive techniques possible to accomplish the objective and 
cannot be based solely on activities protected by the First Amendment. 
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National Geospatial-lntelligence Agency 

The National Geospatial-lntelligence Agency (NGA) is a Department of Defense 
combat support agency and a member of the national Intelligence Community (I C). 
NGA develops imagery and map-based intelligence solutions for U.S. national 
defense, homeland security and safety of navigation. 

Headquartered in Bethesda, Maryland, NGA has major facilities in the Washington, 
D.C., Northern Virginia and St. Louis, Missouri, areas. NGA also provides global 
support to IC mission partners through NGA representatives stationed around the 
world. 

Mission 

NGA provides timely, relevant and accurate geospatial intelligence in support of 
national security. 

GEOINT 

Geospatial intelligence (GEOIND is the exploitation and analysis of imagery and 
geospatial information to describe, assess and visually depict physical features and 
geographically referenced activities on the Earth. 

GEOINT answers the questions "When?" and "Where?" It uses imagery to make 
sense of volumes of data and information. GEOINT builds the bridge from 
information to intelligence-from decision to action. 

NGA's Role in the Intelligence Community 

NGA is the IC's principal producer of and adviser for GEOINT. During the 20th 
century, NGA took a leadership role in collaborating with mission partners. In the 
21st century, NGA is building on that tradition as it develops more efficient ways to 
exchange information and broaden access to all GEOINT sources and data to 
enable the production of high-quality intelligence throughout the IC. 

Know the Earth ... Show the Way 

NGA supports the vision "Know the Earth ... Show the Way" by developing and 
disseminating GEOINT in all its forms-including imagery, imagery intelligence and 
geospatial information-to policymakers, decision-makers and warfighters, and by 
working alongside them to ensure their effective use of the specific GEOINT they 
need to carry out their missions. 
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Combat and Humanitarian Support 

As a Department of Defense combat support agency, NGA provides the warfighter 
with precise, timely GEOINT data, information and products. 

Accessibility and usability are the watchwords as NGA continues to focus on moving 
data to people, instead of moving people to data. 

In addition to supporting combat operations, NGA also supports disaster relief and 
homeland defense operations by providing GEOINT data, products and analyses to 
lead federal agencies and first responders. 

National System for Geospatiallntelligence 

The National System for Geospatial Intelligence is a unified community of GEOINT 
experts, producers and users organized arou'nd the goal of integrating technology, 
policies, capabilities and doctrine to produce GEOINT in a multi-intelligence 
environment. 

NGA, as the Functional Manager for the National System for Geospatiallntelligence, 
provides strategic thinking, guidance and direction to the IC concerning all aspects 
of GEOINT, from its acquisition to its utilization. NGA collaborates with mission 
partners to ensure that accurate and timely GEOINT is a part of decision making and 
operations where it is needed and when it is needed. 

The Future 

NGA is developing new partnerships, strengthening existing collaborations and 
advancing the agency's mission within the context of the larger IC to meet the 
challenges of the post-9/11 world. 

As part of that effort, NGA continues to advance from a hardcopy orientation to a 
data-centric digital environment in which mission partners will have ready access to 
GEOINT databases through an open architecture of interoperable systems. 
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National Reconnaissance Office 

The National Reconnaissance Office (NRO) was established in September 1961 
as a classified agency of the Department of Defense. The existence of the NRO and 
its mission of overhead reconnaissance were declassified in September 1992. The 
NRO is the "nation's eyes and ears in space." Headquartered iri Chantilly, Virginia, 
the NRO is a joint organization engaged in the research and development, 
acquisition, launch, and operation of overhead reconnaissance systems necessary 
to meet the needs of the IC and the Department of Defense. The NRO conducts 
other activities as directed by the Secretary of Defense and/or the ON I. The Director 
of the National Reconnaissance Office is sel~cted by the Secretary of Defense with 
the concurrence of the ONI and also serves as the Assistant to the Secretary of the 
Air Force (Intelligence Space Technology). 

The NRO's workforce includes personnel assigned to the NRO primarily from the Air 
Force , the CIA, and the Navy . . However, the other uniformed services and other 
elements of the Department of Defense and the IC are also represented. Another 
important part of the NRO team includes some of this country's leading aerospace 
corporations and research centers. 

NRO's organizational goals are to: 

• Be a foundation for global situational awareness; _and 

• Provide intelligence on timelines that are responsive to user needs. 

The NRO collaborates closely with its mission partners: NSA, NGA, CIA, U.S. 
Strategic Forces Command, U.S. Air Force, U.S. Army, and the Department of the 
Navy, as well as other intelligence and defense organizations. 

Information collected using NRO satellites is used for intelligence and analysis for a 
variety of tasks, such as warning of potential foreign military aggression, monitoring 
weapons of mass destruction programs, enforcing arms control and environmental 
treaties, and assessing the impact of natural and manmade disasters. 
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National Security Agency 

The National Security Agency (NSA) is the U.S.'s cryptologic organization, with 
responsibility for protecting U.S. National Security information systems and 
collecting and disseminating foreign signals intelligence. Areas of expertise include 
cryptanalysis, cryptography, mathematics, computer science, and foreign language 
analysis. NSA is part of the Department of Defense, and is staffed by a combination 
of civilian and military personnel. 

.NSA has an extensive customer outreach system, with representatives in many 
intelligence customer organizations in the Washington, DC, area, in other parts of 
the U.S., and around the world. NSA's headquarters is at Fort Meade, Maryland. 

The Signals Intelligence Directorate is responsible for understanding customers' 
intelligence information needs, and for the collection, analysis and production, and 
dissemination of Signals Intelligence (SIGINT). · 

Operating under the authority of the Secretary of Defense, the lnfonnation 
Assurance Directorate ensures the availability, integrity, authentication, 
confidentiality, and non-repudiation of national security and telecommunications and 
information systems (national security systems). 

The Central Security Service (CSS) oversees the function of the military 
cryptologic system, develops policy and guidance on the contributions of military 
cryptology to the Signals Intelligence /Information Security (SIGINT/INFOSEC) 
enterprise, and manages the partnership of NSA and the Service Cryptologic 
Components. NSA as a whole is known as "NSA/CSS." 

The NSA/CSS Threat Operations Center monitors the operations of the global 
network to identify network-based threats and protect U.S. and allied networks. 

The National Security Operations Center is a 24 hours a dayn days a week 
operations center that, on behalf of the NSAICSS, provides total situational 
awareness across the NSA/CSS enterprise for both foreign Signals Intelligence and 
Information Assurance, maintains cognizance of national security information needs, 
and monitors unfolding world events. 

The Research Directorate conducts research on signals intelligence and on 
information assurance for the U.S. Government. 
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Department of Justice 
Drug Enforcement Administration 

Office of National Security Intelligence 

The Drug Enforcement Administration (DEA) is responsible for enforcing the 
controlled substance laws and regulations of the U.S. It brings to the criminal and 
civil justice system of the U.S., or any other competent jurisdiction, those 
organizations and the principal members of those organizations, involved in the 
growing, manufacturing, or distribution of controlled substances appearing in or 
destined for illicit traffic in the U.S. In addition, DEA recommends and supports non­
enforcement programs aimed at reducing the availability of illicit controlled 
substances on the domestic and international markets. 

DEA has 21 field divisions in the U.S. and more than 80 offices in over 60 countries 
worldwide. 

DEA's Office of National Security Intelligence (ONSI) became a member of the IC 
in 2006. Located at DEA Headquarters in Arlington, Virginia, ONSI facilitates full 
and appropriate intelligence coordination and information sharing with other 
members of the U.S. Intelligence Community and homeland security elements. 
ONSI leverages the global law enforcement drug intelligence assets of DEA to report 
on matters relating to national security. Its goal is to enhance U.S. efforts to protect 
national security, and combat global terrorism, as well as facilitate IC support to 
DEA's law enforcement mission. 
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Department of Energy 
Office of Intelligence and Counterintelligence 

The Department of Energy's (DoE) Office of Intelligence is the Intelligence 
Community's premier technical intelligence resource in four core areas: nuclear 
weapons and nonproliferation; energy security; science and technology; and 
nuclear energy, safety, and waste. Tapping the broad technology base of DoE's 
national laboratories and the international reach of the DoE complex as a whole, the 
Office of Intelligence accomplishes a three-part mission: 

• To provide DoE, other U.S. Government policymakers, and the Intelligence 
Community with timely, accurate, high-impact foreign intelligence analyses. 

• To ensure that DoE's technical, analytical, and research expertise is made 
available to the intelligence, law enforcement, and special operations 
communities. 

• To provide quick-turnaround, specialized technology applications and 
operational support based on DoE technological expertise to the intelligence, 
law enforcement, and special operations communities. 

DoE's intelligence program traces its origins to the days of the Manhattan Project, 
when the former Atomic Energy .Commission (AEC) was tasked to provide 
specialized analysis of the nascent atomic weapons program of the Soviet Union. 
Since then, that program--like the functions of the old AEC-has come to reside 
within DoE. It continues to evolve in close concert with changing policy needs and 
the strengths of DoE's unique scientific and technological base, from the world 
energy crisis of the 1970s, and consequent demand for intelligence expertise in 
international energy supply and demand issues, to growing concerns over nuclear 
proliferation and energy security in this decade. 
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Department of Homeland Security 
Office of Intelligence & Analysis 

The Department of Homeland Security (DHS) is responsible for leading the unified 
national effort to secure the United States by preventing and deterring terrorist 
attacks and responding to threats and hazards. 

The Office of Intelligence and Analysis (I&A) is DHS's headquarters intelligence 
element and is led by the Under Secretary for Intelligence and Analysis, with 
guidance from the Homeland Security Council and Homeland Security Intelligence 
Council. As a member of the IC, I&A is responsible for using information and 
intelligence from multiple sources to identify and assess current and future threats to 
the United States. The Office of Intelligence and Analysis provides actionable 
intelligence to support national and DHS decision-makers while working closely with 
state, local, tribal, and private sector partners. The Office of Intelligence and 
Analysis focuses on threats related to border security; chemical, biological, 
radiological, and nuclear issues, to include explosives and infectious diseases; 
critical infrastructure protection; extremists within the homeland; and travelers 
entering the homeland. 

Although they are not part of the Intelligence Community, several of DHS's other 
subcomponents have extensive interactions with the Intelligence Community, 
including U.S. Immigration and Customs Enforcement, Customs and Border 
Protection, Transportation Security Administration, Secret Service, and Citizenship 
and Immigration Services. 
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Department of State 
Bureau of Intelligence and Research 

The Bureau of Intelligence and Research (INR) provides expert intelligence 
analysis to the Secretary of State and senior policymakers, giving them "decision 
advantage" as they seek to protect and advance American interests around the 
world. INR serves as the focal point within the Department of State for all policy 
issues and activities involving the Intelligence Community. The INR Assistant 
Secretary reports directly to the Secretary of State and serves as the Secretary's 
principal adviser on all intelligence matters. 

INR's expert, independent foreign affairs analysts draw on all-source intelligence, 
diplomatic reporting, INR's public opinion polling, and interaction with U.S. and 
foreign scholars. Their strong regional and functional backgrounds allow them to 
respond rapidly to changing policy priorities and to provide early warning and in­
depth analysis of events and trends that affect U.S. foreign policy and national 
security interests. INR analysts- a combination of Foreign Service officers often 
with extensive in-country experience and Civil Service specialists with in-depth 
expertise- cover all countries and ·regional or transnational issues. 

The Bureau provides daily briefings, reports, and memoranda to the Secretary and 
other Department principals. INR also briefs members of Congress and their staffs 
as appropriate. INR products cover the globe on foreign relations issues such as 
political/military developments, terrorism, narcotics, and trade. INR contributes to 
the Community's National Intelligence Estimates, the Presidential Daily Brief and 
other analyses, offering its particular focus on relevance to policy. In support of the 
statutory authority of the Secretary of State and Chiefs of Mission for the conduct of 
foreign policy and oversight of U.S. Government activities overseas, INR coordinates 
on behalf of the Department on issues concerning intelligence, counterintelligence, 
and special operations. INR participates in a wide variety of Intelligence Community 
working groups and policymaking committees, including those involving visa denial, 
intelligence sharing, analytic production, requirements and evaluation for collection 
in all intelligence disciplines. 

INR develops intelligence policy for the Department of State and works to harmonize 
all agencies' intelligence activities abroad with U.S. policy. Acting to ensure that 
collection resources and priorities accord with U.S. diplomatic interests and 
requirements, INR engc;tges Chiefs of Mission, Department resource managers, and 
the Intelligence Community for this purpose. 

In addition to all-source analysis and intelligence policy coordination, INR's third core 
activity is to serve as the DNI's recently named Executive Agent for Outreach. In 
this role, INR leverages community resources to tap into the expertise of academia, 
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think tanks, research councils, non-governmental organizations, and the private 
sector to expand the universe of knowledge available to policymakers and the 
intelligence community. INR also analyzes geographical and international boundary 
issues. Its Humanitarian Information Unit (HIU) serves as a nucleus for 
unclassified information related to complex emergencies and provides a coordinating 
mechanism for data shari.ng among the U.S. Government, the UN, non­
governmental organizations, and foreign governments. The Bureau also administers 
the Title VIII Grant Program, an initiative funded by Congress for senior level 
academic research in Russian, Eurasian and East European studies. 
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Department of the Treasury 
Office of Intelligence and Analysis 

The Office of Intelligence and Analysis (OIA) was established by the Intelligence 
Authorization Act for fiscal year 2004. The Act specifies that OIA shall be 
responsible for the receipt, analysis, collation, and dissemination of foreign 
intelligence and foreign counterintelligence information related to the operation and 
responsibilities of the Department of the Treasury. 

CIA's strategic priorities: · 

• Terrorist Financing: Over the past several years, the terrorist threat has 
become far more decentralized in nature, and many terrorist groups affiliated 
with al Qa'ida now pose a serious threat to U.S. national security. 

• Insurgency Financing: OIA will continue to improve its understanding of the 
insurgency financing, primarily through the Baghdad-based Iraq Threat 
Finance Cell (ITFC) for which Treasury serves as co-lead with the 
Department of Defense. 

• Rogue Regimes/Proliferation Financing: OIA has as.sumed an increasingly 
important role in Treasury's effort to combat other national security threats, 
including rogue regimes involved in WMD proliferation. OIA will continue to 
build on its efforts in these critical areas. 
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United States Army 

The Department of the Army's IC component is Army Military Intelligence 
(Army Ml). The Deputy Chief of Staff (DCS), G-2 is the Army Staff Principal 
responsible for Army MI. The mission of the DCS G-2 is to formulate Army 
intelligence policy, plans, programs, and budgets and is responsible for Army-level 
oversight of multidisciplined intelligence operations, intelligence support to Computer 
Network Operations, Ml personnel, training, readiness and equipping (with the DCS, 
G-8), security, foreign liaison and future threats. The DCS G-2 plans and executes 
the Army Intelligence Campaign Plan in support of Army transformation, enabling 
effective all-source intelligence at Brigade Combat Team, Battalion, and Company 
levels, as well as other tactical Army organizations and activities. 

The vision of the OCS G-2 is to transform Army intelligence capabilities to enable 
decisive action by Army and Joint Commanders in an era of persistent conflict, 
complex environments, and asymmetric challenges; integrate advanced fusion and 
"find, fix, finish, exploit, analyze and disseminate" capabilities into Battle Command 
processes; and holistically adapt how we equip, train, share information, grow 
leaders and improve reasoning skills to generate actionable intelligence at the lowest 
possible level. 

The Army's operational-level intelligence organization is the U.S. Army 
Intelligence and Security Command (JNSCOM) located at Fort Belvoir, 
Virginia. 

The Army's principal intelligence training organization is the U.S. Army Intelligence 
Center (USAIC) located at Fort Huachuca, Arizona. The USAIC reports to the U.S. 
Army Training and Doctrine Command. 

The Army's Military Intelligence Readiness Command (MIRC) is responsible for 
overseeing Army Reserve intelligence activities and is co-located with INSCOM at 
Fort Belvoir, Virginia . The MIRC reports to the U.S. Army Reserve Command. 

The National Ground Intelligence Center (NGIC) provides the Army with military, 
scientific and technical intelligence. The NGIC is located in Charlottesville, Virgin ia, 
and reports to INSCOM. 
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Army Ml efforts are fully integrated with the Army Campaign Plan and focused on 
six key initiatives: 

• Increasing Ml Capacity and Advanced Skills Readiness 

• Growing Army Human Intelligence (HUMINT) Capabilities 

• Force-wide Employment of Distributed Common Ground System-Army 

• Increasing Capacity of Army Cyberspace Operations 

• Expanding Persistent Surveillance & Exploitation Capabilities 

• Changing the Culture. 
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United States Navy 

Naval Intelligence is the oldest continuous serving U.S. intelligence service, 
established on March 23, 1882. Its mission today is to enable decision superiority 
for Navy commanders and operational forces by harmonizing intelligence and 
information operations efforts, and by achieving a penetrating knowledge of 
adversaries and a profound understanding of the maritime environment. 

The Director of Naval Intelligence, located in the Pentagon, is responsible for the 
oversight, planning, programming, strategy and policy of all Navy Intelligence 
organizations and activities. The Navy's lead intelligence center, the Office of 
Naval lntellig~nce (ONI), is headquartered at the National Maritime Intelligence 
Center (NMIC) in Suitland, Maryland. ONI is a major IC production center for 
maritime intelligence, analyzing and producing assessments of foreign naval 
capabilities, trends, operations and tactics, global civil maritime activity, and an 
extensive array of all-source analytical products. 

Naval Intelligence supports Joint Military Operations through embedded personnel 
in operational units or Expeditionary Intelligence teams. Naval Intelligence also 
provides a maritime intelligence reach-back capability from ONI and an emerging 
network of Fleet intelligence centers, as well as Joint Task Force and Combatant 
Command Joint Intelligence Operations Centers. 
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United States Air Force 

The Headquarters Air Force A2 is the Deputy Chief of Staff of the Air Force for 
Intelligence, Surveillance and Reconnaissance (ISR). He or she provides policy, 
oversight, and guidance to all Air Force intelligence organizations. 

The Air Force Intelligence, Surveillance and Reconnaissance Agency (AF ISR 
Agency), with headquarters at Lackland Air Force Base, Texas, was activated on 
June 8, 2007. Formerly, the Air Intelligence Agency, the Air Force ISR Agency is 
aligned under the Air Force Deputy Chief of Staff for ISR as a Field Operating 
Agency. 

· The Agency's mission is to organize, train, equip and present assigned forces and 
capabilities to conduct ISR for Combatant Commanders and the Nation. It 
implements and oversees the execution of Air Force headquarters policy and 
guidance to expand Air Force ISR capabilities to meet current and future challenges. 
The Agency's 14,500 assigned personnel serve at 70 locations worldwide including 
the 70th Intelligence Wing at Ft. Meade, Maryland, and the National Air and Space 
Intelligence Center (NASIC) at Wright-Patterson AFB, Ohio. The AF ISR Agency 
commander serves as the Service Cryptologic Component under NSA, and 
oversees Air Force Signals Intelligence activities. 
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United States Marine Corps 

The U.S. Marine Corps (USMC) produces tactical and operational intelligence for 
tactical and operational commanders and their staffs, as well as for other customers. 
Its IC component is comprised of all intelligence professionals in the Marine Corps. 
Most Marine Corps intelligence professionals are integrated into operating forces at 
all echelons of command from battalion/squadron to Marine Expeditionary Force. 

The Marine Corps' Director of Intelligence (DIRINT) is its principal intelligence 
staff officer and is the service's functional manager for intelligence, 
counterintelligence, and cryptologic matters. 

Marine Corps Intelligence Activity (MCIA), Quantico, Virginia, is the Marine Corps' 
service production center. In addition, MCIA supports other services and 
government organizations as appropriate. It provides the Marine Corps with 
intelligence for planning, training, operations, systems development, and exercises. 
MCIA can be tasked to provide expeditionary warfare intelligence to support any 
national, theater, or operational -command in the U.S. Armed Forces. MCIA's analysis 
and production supports not only the Marine Corps, but also the national decision­
maker, theater commander, and tactical warfighter. 
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Department of Homeland Security 
United States Coast Guard 

The United States Coast Guard is a military, multi-mission, maritime service within 
the Department of Homeland Security. The Coast Guard is one of the Nation's five 
armed services. A unique blend of humanitarian, law enforcement, regulatory, 
diplomatic, Intelligence Community, and military capabilities encompasses the five 
fundamental Coast Guard roles: maritime security, maritime safety, protection of 
natural resources, maritime mobility and national defense. It performs those 
missions in any maritime region in which those interests may be at risk, including 
international waters and America's coasts, ports, and inland waterways. To assist 
in accomplishing the many diverse missions of the Coast Guard, senior leadership 
and operational commanders rely on the Coast Guard Intelligence and Criminal 
Investigations Program. 

Because the Coast Guard employs unique expertise and capabilities in the maritime 
environment- in domestic ports, coastal waters, offshore regions, and even in 
foreign ports- where other U.S. Government agencies typically are not present, 
there exists the opportunity to collect intelligence that supports not only Coast 
Guard missions, but other national security objectives, as well. 

The Coast Guard's Intelligence and Criminal Investigations Program includes its 
National Intelligence Element, the Criminal Investigations Service, the 
Counterintelligence Service, the Intelligence Coordination Center (the Coast 
Guard's production center) and the Cryptologic Service. Its mission is to direct, 
coordinate, and oversee intelligence and investigative operations and activities that 
support all Coast Guard objectives by providing actionable (timely, accurate, and 
relevant) intelligence to strategic decision-makers, as well as operational and 
tactical commanders. The Coast Guard Intelligence and Criminal Investigations 
Enterprise also supports the National Strategy for Homeland Security and 
applicable National Security objectives. 

The Coast Guard has fully implemented rigorous policies and procedures to ensure 
compliance with the mandatory information sharing provisions of Section 905(a) of 
the USA PATRIOT Act and Section 202 of the Homeland Security Act. It continues 
to capture and share law enforcement information that is relevant to homeland 
security and national security with the Department of Homeland Security, 
Intelligence and Analysis Directorate and the Intelligence Community, where 
appropriate. 
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Support to Coast Guard operations are also bolstered with the following intelligence 
and law enforcement activities: 

• Coast Guard Area Maritime Intelligence Fusion Centers (Pacific and 
Atlantic); 

• Sector Intelligence Officers at 26 Coast Guard Sectors; 

• Field Intelligence Support Offices at Coast Guard Sectors; 

• COASTWATCH and Targeting Programs· at the ICC; 

• Global Maritime Intelligence Integration capability (partnering with the U.S. 
Navy and other key Intelligence Community members); 

• Permanent presence on the FBI's National Joint Terrorism Task Force 
(JTTFs) Offices and ad hoc JTTFs providing a maritime nexus and expertise; 

• Expanded participation in the Defense Attache System that provides unique 
access to non-traditional foreign partners; 

• National Tactical Integration Office- a TENCAP-Iike program that has 
increased the Coast Guard's maritime awareness in areas including fusion, 
identification of ships with imagery, anomaly detection and information 
sharing; 

• Operation Drydock, an interagency operation reviewing personnel holding 
Coast Guard-issued merchant mariner licenses and documents; and 

• Project Scorpion, a national-level collaborative effort with the Departments of 
Justice, Defense and Homeland Security to identify, track and intercept 
aliens of interest with possible terrorist or affiliate ties before they arrive in 
the United States via maritime means. 
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Intelligence Community Legislative Affairs 
Points of Contact 

Office of the Director of National Intelligence 
Office of Legislative Affairs 

Central Intelligence Agency 
Office of Congressional Affairs . 

Defense Intelligence Agency 
Congressional Affairs Staff 

Federal Bureau of Investigation 
Congressional Affairs 

National Geospatial-lntelligence Agency 
Congressional Affairs Office 

National Reconnaissance Office 
Congressional and Public Affairs 

National Security Agency 
Legislative Affairs Office 

Drug Enforcement Administration 
Congressional Affairs 

Department of Energy 
Office of Congressional and 
Intergovernmental Affairs 

Department of Homeland Security 
Intelligence and Analysis 
Legislative Affairs 

Department of State 
Bureau of Intelligence and Research 

Department of the Treasury 
Intelligence Support 

U.S. Army Intelligence 
Legislative Liaison 

U.S. Navy Intelligence 
Legislative Liaison 

U.S. Air Force Intelligence 
Legislative Liaison 

U.S. Marine Corps 
Intelligence Legislative Liaison 

U.S. Coast Guard Intelligence 
Legislative Liaison 
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Telephone Fax 

{703) 275-2474 '(703) 275-1279 

(703) 482-4151 (703) 482-0672 

(703) 697-0012 (703) 697-3687 

(202) 324-4510 (202) 324-6490 

(301) 227 ~7392 (301) 227-7638 

(703) 808-11 05 (703) 808-1109 

(301) 688-7246 (443) 479-2888 

(202) 307-7423 (202) 307-5512 

(202) 586-5450 (202) 586-4891 

(202) 447-5439 (202) 772-9734 

(202) 647-2921 (202) 647-2285 

(202) 622-1900 (202) 622-0534 

(703) 695-3918 (703) 614-7599 

(703) 695-4156 (703) 693-0656 

(703) 693-9125 (703) 697-8623 

(703) 614-2522 (703) 614-5888 

(202) 372-2700 (202) 372-2973 
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Office for Congressional and Public Affairs 

Our mission is to manage strategic communications by representing DIA and its 
capabilities to Congress, the Public, Senior JC, DoD, and U.S. Government Offlcials as well 

as to the DIA workforce. 

• : 
1

, I I 

Congressional Affairs 

Serves as the single focal point for 
DIA interaction with Congress. 

Public Affairs - Internal Communications 

Produces the Communique, the Agency's command information magazine and 
the lnterComm, our classified newsletter, manages the internal communications 
website and facilitates communication with the widely dispersed DIA workforce. 

Public Affairs -External Communications 
Plans, coordinates and monitors all DIA interaction with 
the media and the general public to include 
management of the unclassified website at 
v.ww.dia.mil. 

Prepublication (Security and Policy) Review , .. n, 
Conducts the Agency's prepublication review process for lii~ ~ · ).':] 
unclassified information prepared and intended for public release. ..J / ~ 

Outreach Program 

Develops, plans, and executes all DIA outreach 
programs. visits, and orientations with VIPS and 
other US personnel. 

Strategic Engagement 

Develops plans that foster 
strategic relationships with the 
agency's overseers, stakeholders 
and customers . 
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Protect. Educate. Preserve. 

Equal Opportunity and Diversity Services 
Balling Air Force Base I 200 MacDHI Boulevard I Washington, DC 20340-5100 

Director's Committment 
DIA is committed to the principles of fair and equal employment opportunity. Unlawful di·scrimination of any kind is prohibited. 

Our vision of a discrimination-free work environment is characterized by an atmosphere of inclusion and free, open competition 
for employment opportunities. We will work together to establish and sustain the infrastructure necessary to achieve this vision. 

Who May File an EO Complaint: Civilians and Military 
Civilian employees, former employees, or applicants for employment who believe that they have been discriminated against 
because of race, color, national origin, retlglon, sex, age, disability, or reprisal in an employment matter subject to the 
control of OIA may initiate the EO complaint process. Contact must be made within: 

• 45 calendar days from the date of the discriminatory event or personnel action. 

• 45 calendar days from the date the individual became aware or reasonably should have known of the discriminatory 
event or personnel action. 

Military personnel who believe that they have been subjected to unlawful discrimination based on their race, color, gender, 
religion, or national origin may use either of the following options to file a discrimination complaint: 

• File an informal discrimination complaint in accordance with OIA Regulation 27-3 or the respective service's 
discrimination complaint process. 

• File a formal discrimination complaint within 60 calendar days from the alleged discriminatory event in 
accordance with DIA Regulation 27-3 or the respective service's discrimination complaint process. 

Where to File 
You must bring the matter to the attention of the EO Office. Contact can be made via: 

• The EO Hotline: {9)(3).;~-0 -USC 424 
--- --------- --~- ~-- ·_ ...... --------• Deployed Hotline (24-hour watch : 

• MSIC EO Support Branch:..__ _ ___, 

• Sign Language Interpreting Services: t "EO Interpreting Services (Signed)' 

• Secure Telephonel -- ---+ ------------ ---------- ... __ ___ , ___ __________ ___ jt;>Jt3) 10 ULS_C_4_2_4 ____ ...,~ 
Personal Visit to the EO Office on Bolting Air Force Base: DIAC ---- ---- -

• The EO Website: (JWf..!I~C~S..::&~S~I:..:PE:.:R..:.:.N..:.:::..:..~...-___ __, 

• Unsecure facsimile: 
L---------, ------- ---- -{'b-){3}10-USC 424 

Additional information can be aquired by contactingL--------------' 

Alternative Dispute Resolution (ADR) 
AOR is offered as a means to quickly resolve all workplace disputes at the lowest possible level. Mediation is DIA's preferred 
method of ADA. Additional information can be acquired by contacting! - ------- -------L ___ (Q.lt.~L1_Q _USC 424 

Reasonable Accommodations 
In accordance with the Rehabilitation Act of 1973, as amended, the Reasonable Accommodation Program js ayailable t_o . 
employees with qualified disabilities. Contact the Reasonable Accommodations Counselor atl ---------l------·d- .. . ~~~~~04 
Special Emphasis Programs (SEPs) are managed by the Equal Opportunity and Diversity Services Office; a list of these 
programs can be found on the EO website. 

For more information, access the EO website or calli 

• 
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Committed to protecting, educating, 
and preserving DIA's workforce 

Equal Opportunity & Diversity Office (EO) 

Mission Statement 

The Equal Opportunity & Diversity mission is to support and enhance DIA's commitment to 
diversity, equality of opportunity and the creation of an optimal work environment. EO staff 
provides insight, direction and guidance to DIA decision makers in their efforts to recruit and 
retain a diverse workforce and ensure an environment free from discrimination and harassment. 

DIA EO Commitment 

The men and women of the Equal Opportunity and Diversity Office are committed to: 

1. Protect the civil rights of DIA employees and applicants. 
2. Educate the workforce on their rights and responsibilities; to value individual differences and 

appreciate how diversity enhances DIA's capabimies. 
3. Preserve employee trust in the integrity and fairness of DIA's employment policies and 

programs. 

• Responsive 
• Respect 
• Follow through on co 
• Confidentiality 

• Conflict Resolution 
• enduring 

~ ... 

• Communications, Outreach and Operational Support 
• Compliance and Oversight 
• Workplace Development 
• Disability Management 
• Education 
• Sign Language Interpreting 
• Compl(!ints Adjudication 
• Military Equal Opportunity (MEO) Program 
• Conflict Management 
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Committed to proteeting, educating, 
and presening DIA's worldorce 

lfliMiliilil -~~- [ 

DIA EO Staff 

We are proud of our EO staff. As professionals, we are committed to the 
principles of equal opportunity and are experts in federal EEO laws and 

procedures. We are always open to all points of view and are dedicated to 
helping DIA employees and managers create a fair and effective work 

en 

Our executives are:. · 

(b)(3):10 usc 

Contact Information 

o EO Hotline: 

o Deployed Hotline (24-hour watch): ·--------------- -------- ------·-·-·-------- --{-t}J{3H .O-USC 424 

o Secure Telephone: 
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Directorate for Information 
Mana ement and CIO DS 

(b)(3):10 usc 
--··---·------------------ -. ----------------- --- -- ---- ------~2_4 -- ---

Directorate for Information Management and CIO Mission: 

To provide a secure, standardized, and integrated global IT 
enterprise that is continuously improved and maintained in 
response to customer needs and enables collaborative 
discovery, synthesis, and delivery of critical intelligence to 
warfighters, defense planners, national-security policy makers, 
and international partners. 

lA Mailbox:! ---- --- ---- - -- -- -l------- -----~~~2~~ 
JWICS WebL....o-a-ae_: ____ _ 

I -·---------------------------- - .. . 1 (b)(3) •10 · - -·--- ----- ------ ----- ---usc-~24 



Office of the 
Inspector General 

The Office of the Inspector General (OIG) performs 
an independent oversight role to assist agency and 
intelli9ence enterprise senior management by 
identifying recommendations to enhance 
performance, improve accountability, and deter fraud, 
waste, or abuse. 

The OIG performs audits, criminal and administrative 
investigations, inspections, intelligence oversight 
inspections and investigations, and workforce 
assistance. 

The OIG has offices in the DIAC and a regional office 
located i~ ------- ----- ------- -- --l-- --· ---------tQK9.)_:.1Q_~~~-424 

Contact HQ Office Reaional Office I 
Hotline 202-231-:1000 
Commercial 202-231-1010 
Class Fax 
Unclas Fax 
DSN 

JWICS 
SIPRNet 
NIPRNet 

______ _ ,_____ (b0G3) '1 o ______ __ , __ ----·---------------- ---- -- -----·---- - .• - . 
usc 424 

IG Hotline@dia.mil J 



17\ Joint Intelligence \ 1irtual University 
~ D vl i n : ri n~ 1\: nm\· kdg~· w till' Dc.:~ktoj..' 

WHO ARE WE? JIVU is the premier online learning and knowledge 
management system, providing the Intelligence Community agencies, combatant commands, 
and military services with easy access to high-quality e-Learning products, tools, and 
services in a collaborative online training environment. 

WHAT DO WE DO? JIVU is emerging as the central repository for learning 
throughout the Intelligence Community. You have access to course catalogs from IC 
member agencies and the COCOMs, bringing valuable knowledge from around the globe to 
your fingertips! 

: ,· ' j.i: . 
' . 

I' 
. : · 1 !\!! ,·· 

WHAT DO WE OFFER? JIVU 6fters f~~XiJ;>H'ityJ Many courses taught in traditional 
classroom settings bave been adapted 'to: 9nt~~e 'learmng, providing you the flexibility to 
learn using the m:e~~Uty that bes~ .. ~uit; ~g~·r .l~.,t;1~1ing ~tyle. 
We provide Y04.,~cc~~~ to more tha.tt;~;()QiaJ~elN>aced cmline courses covering such subject 
~reas . as acqu]~~~~r'~~~,~ign la~gua~es; .. ~~e~lig~~ce a~a:lrsis, intelligence collection, 
mtelllgence P;.. ,.,· I ~~i ' ~rd rnuch. more. :. ~ :~~,, · .. :; ;;::; 

We also of~n,f[~~~ ·~· ,I~ . · , classes thr.~ugti11,pur Virtual ;' 
of-the-art y.o~F~ o." , .. :;I ~·( .' .: ) technology an.q ,'~ ' 
participat~~i~· · ful~\lHrit.,jr ,"ve training sessio~~ 'With . . . 
throughou~vffie ~ld, ~:gh~:trom your workst~~Jon. You can l'c:AI~~~~·;.:.u~lli'l'llf,n• 
training se ., .. ns ~r~ul~·:t use of the V-Cl~playback tq~l. 

. . & ... !~ ,,,.. i~~~' · · ·. ·a ~: ... : .. · .. ,_ .. , . ,;. . ,... .. . . .. 
be available so~ny-'E? '}WU;~rs:~~~i~.~~l.bn ~and SIPRNet. NIPRNet access will 

HOW DO I GET STARTED? Open your web browser to your network's website 
shown above. Click the New Users box and follow the online instructions to create your 
account. It's that simple! 

~--------------------~ For further information. clease call 
(b)(3): 10 usc 

--.. ----·--·--- --- -··--·-·- -·" ..... -- ---·--424-----·-

(}3rounlit to you 6y tlie !Directorate for Jfuman Capita(- )f.{{ Source Inteffieence Statts 1fere" 
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424 
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~~~\1°4: ,:-. · . .. .I_ _ _ _ _ _ _ . ____ _______ --- --- . . . . __ . . _ _ .. _. ... . lu 6ere to assist 
--~:-~----- -- -- ~([)t)1.- --tO-proteet peopfe, property.af!4i'lifilrmation 6y-providing t/i#,:: :· .. 

. ' ·.::-,,-. .-./1· .:niT-,,,;n:n se-..nires .. : .. - :· _. ·.• .. ·. I 
. · ;:, : 1-J!h I •. ¥-:I,W ..,... .... 0 I VW... • • • . . · ~ - . 
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424 •' 

);;::: i· ,;,: l:i;, . ,' .. 
l ,:: il!l:i:l! i'o!,':•: '· ·. 
!i ' - ! 1 H i ~ !! :··· : . 

I:! .ll; ~ ; ;i; • . • 

':: ~ , ~: ; : I: ; : ~- ~ ;: ~' ; ' • 

]•·;.-· : 

~~. ---- -

' * 
I:, *Stay &uant and immeawte[y report any unusua[ or SUfPicWus ·. ~'to wca(securi.ty:Ojficiafs . _.: : .. ;· . : . 

I( . '' .. . 

' . . , · . .;· ;:,. .. ·: ~ : !i J;;:. i "· ' . ·,...-.... / .._;! :--------, 

··· ·- Por_!. ift"'iJ'rnuJtion contact t~l -
. i>'~ i l:l1:>:. . ··_ ... 1--......----------J 

(b}(3}:1o usc 424 
---- --- :f.:,_ __ -
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Eme 

Useful Emeraency Preparedness Websj!es 

Homeland Security 
wtNf ready gov 

American Red Cross 
VNffl'. redC!QSS.O!Q 

Centers for Disease Control 
And Prevention 
WftW.bt.cdc gov 

Maryland Emergency 
Management Agency 
'MWJ.mema.state.!Dd goy 

Virginia Department of 
Emergency Management 
VNffl'. vaemergeocy goy 

DC Homeland Security and 
Emergency Management 
hsema.dc.goy 

(b)(3):10 usc 424 

I IIIII 
How do I ? •••• 

• Get out of the facility in an emergency? 
Before an emergency occurs, ask your supervisOf to show you the location of evacuallon 
route diagrams and the published evacuation routes. Follow published evacuaUon 
routes. 

• Know what items to take when evacuating the facility? 
Take the appropriate emergency escape hood, your keys, 10 (purse or wallet), coat or 
umbrella, If needed, any items you would need if you were not allowed to return to your 
worll area before departing for the day (such as prescription drugs), and a bottle of water. 
if ava~able. 

• Know where to go In an emergency once I get out of the facility? 
Proceed to your assigned assembly area . 

..,. Know what to do when I get to my assembly area? 
Report your presence in the assembly area to your supervisor or other person conducting 
accountability . 

..,. Know what to do if I cannot reach my assembly area? 
If you can't reach your assembly area, go to an available assembly area and report In to 
the assembly area commander. Inform him or her of your assigned assembly area and 
the fact that you cannot reach your assigned assembly area . 

..,. Know what items to take with me when a shelter-in-place is initiated? 
Take the appropriate emergency escape hood, your keys, 10, coat or umbrella, if needed, 
any items you would need if you were not allowed to return to your worJo; area before 
departing for the day (such as prescription drugs), and a bottle of water, If avaUable. 

~ Know when It Is OK for me to return to my workstation or leave the 
building? 
fn an evacuatlon, remain in your assigned assembly area until told by your assembly area 
commander to do otherwise. 

•Find out who my facility emergency representative Is? 
Go to the Employee Disaster Preparedness website Of ask your supervisor or co-worllers. 

.... Volunteer to be an emergency response warden, mobility impaired 
support team member or medical augmenter? 
Contact your faciUty representative . 

.... Get an escape hood? 
Contact your Activity Supply Coordinator or supervisor. 

(b)(3): 10 usc 



Eme redness 
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:.:!.nE~.9~ 
New Employee Emergency Response Plan Checklist 

I IIIII 

Purpose: To familiarize yourself with your facility's emergency response plan and your 
responsibility during an emergency. 

""· ---.. ~ . 

-·~ ·--~- -----..... ----

•F1re Alarm Signaling Procedures 
•Location of fire alarm stations and activation procedures 
•Audible and visual alarms 
•Actions to take during an alarm 

•Location of First Aid Kits 
•Actions to take if you or others are injured 
•Location of medically trained personnel 
•Location of safety showers or eye wash stations if available, and how to use 
them 

•Personal Protective Equipment 
·Escape hood issue 
•Location/storage of escape hood 
•Location of any other protective equipment 

•Reporting Emergencies 
•How to report an emergency 
•Emergency telephone numbers 

•COOP Scenario 

....... _ .. _, --·- .. _______ ___ --------... __ 



"Mission FIRST Attitude" 

111111 
Provides high quality engineering and planning, facilities 
management, and project management for CIA at its worldwide 
locations. We also perform high quality projects and missions. 

(b)(3):10 I ___ .. ----- !manages all major 
usc 424 _ __ __ . . -and-nunor construction projects for DIA. The 

- ---- branch coordinates the efforts of IT, furniture 
installation, security, movers, and customers. 

(b}(3} :10 
~_?_Q_~24 

I ---------------- -.--- TP;~~id~~ 
architectural, mterior design, electrical, mechanical 
enQineering, and space planning expertise for 
facility maintenance and repair activity at primary 
CIA occupied facilities with the National Capital 
Region and MSIC. 

I ______ _____ !provides a full range of Facility 
. _ ___. .. Management services on CIA-occupied facilities throughout 

(b}(3}.10 ~~~ ------- the NCR, MSIC campus, and select Regional Service Centers. 
424 · Initiates and tracks all customer and project work requests. 

Manages daily facility operations and preventative 
maintenance and repair activities on infrastructure, building 
systems, roads and grounds. 

For additional 
information 

. .. . -,~ '--' _____,> 

~------------~ 

:;! 
::~ 
;..;. 

" J 

Go to our websi 

-- ---- ------- ----~ - ----- --
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"Safety is eve'Jbody's 
business' 

I IIIII 

(b)(3):10 I .. ________ ... -- I 
usc 424 . -------·· ·fserves to ass 1st; gu1de, and support the 

--- ------- miss1on at all DIA organizational levels by 
reducing or eliminating the fisk of aJcidents and 
regulatory non-compliance. . jperforms 
program manapement, education and training, 
facility inspections, and accident investigation. 

.-
For additional 
information I 

.._ _______ _.J 

(b)(3)•10 usc --~---- -· . ~ 
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---

prov1 es wor WI e support to inclu e the 
following: a program manager for DIA 
health services, manages maintenance of 
GFE Equipment, provides personal 
property management to include 
warehousing, and manages the day to day 
operation of the DoD Collaboration Center. 

Go to our website via JWICS or Contact: 

---

(b)(3) 10 
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Property Accountability and Management 
Property Accountability= the inherent responsibility to be 
answerable for the property that we hold in trust for the taxpayer . 
.:,...:..::..=.;::.:...::.~.....:.:.:=..:..:.~~~p.·~':n = the process by which we account for 

~filii~!lss;e es, processes, and systems. 

Program 
Management 

Key 
Personnel 

fun~:;:;r;:;r.:;;M;V\r~....-r;:;:rl'l:;...-:rr 

~ Property Accountability program. 
.,: administer the policies, processes 
·" property system for Government property. 

t The Prope~ Support Team consists of your 
; Directorates Accountable Property Officer (APO}, 
~ Property Book Specialist (PBS), Hand Rece1pt Holder 
" (HRH}, and Activity Supply Coordinator (ASC). These 

individuals are available to assist with any property 
accountability questions or concerns. 

•" Wtft.~it~~Rirc.~~J~~,j:.~~i;; ··~:' ,~r.:i;;! E';,;;.:,~~;~;:1.li~;,:o),(~;;?::., ~-~- ~·~?;~: i::;: ·~~ :~~<~:;:;,;:._:;;. :,::~~hY··~.; _.~ 

Ste~~~~hip ~ r~~~~flt~jtfl~~tB~~~rt£~tJ~,~~M,t;~~?~~~]f,,1~ I 
..... . "'" .,~ ~~~ .,-. ~,~·~· ~-~,~~-~ -~ .... ·: ~~~~,~.rolh~~~~#le:.~tl:fr:.!ltY9~s:'P,~~li~~~1~~!~n~: 

Liability 

Benefits of an ··· 
effective Property ~ 

Program 
.. .. 

For additional · 

I 

You can be held liable for the loss, damage or 
destruction of Government property which can result in 
the loss of personal funds and adverse administrative 
actions, to include loss of security clearance and job . 

."{;~=~!t1J~~t~:~3J?~- : "· ' :~ 
: •Moves us toward clean .. 
'audit opini.on , ,, .. ··· · . · -•~ · · 
·-~~nabl~s top decision .~· : . 
makers to.make better· '; 

:~ lnformedinvestinents . .: · ·: 

information - ~ ~--1 __ 

(b)(3):10 usc -------
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The next page is 
withheld in full and 
not provided . 

The Do's of 
Property Accountability and Management 

.I Manage accountable property 
throughout Its lifecycle. 

.IEstablish accountable property systems 
of record; ensure Integration with core 
financial systems. 

.IEstablish and Implement property 
accountability directives and procedures. 

./Develop and maintain effe,cth.-e and 
meaningfUl perfonnance measures. 

,; Appoint and train Accountable Property 
Officers (APO} and Property Bc·ok 
Specialist (PBS) • 

.IEnsure all DIA employees are briefed 
annually on their obligation to property 
use and safeguard property. 

.IProvide formal property a•;countabHity 
training to DIA personnel to Uleir level of 
functional responsibility. 

The Do's of Supervisors 
.IKnow your Hand Receipt Holder (HRH}, 
Activity Supply Coordinator (ASC), APO, 
and PBs. 

"Ensure your personnel perform their 
duties lAW DIAI4000.0001. 

.IEnsure the HRH/ASC attend training. 

.;-Allow personnel assigned as HRHJASC 
time to perform duties. 

-'Inform office personnel that the 
HRH/ASC are the Individuals 
authorized to receive, turn-In, or transfer 
property In their area. 

"Security is everyone's business -
Property Accountability is too!" 

The Do's of 
all assigned personnel 

,; Use all Government property and 
equipment lAW Its Intended use . 

.ISign a sub-hand receipt for property In 
your possession as requested by the 
HRH . 

-'Report any property discrepancies or 
movement of property to your HRHIASC . 

-'Fully understand that you are not 
authorized to move property from one 
location to another . 

-'Know that you do not have to sign for 
property to be responsible . 

,; Know that loss, damage or destruction 
of property can result in the loss of funds 
and adverse administrative actions to 
include loss of security clearance and job. 

The Do's of 
Hand Receipt Holders and 

ActivitY SuppJy COordinators 
-'Become familiar with DIAl 4000.0001 
and complete all required property 
training. 

-'Inventory property and sign an updated 
hand receipt annually . 

-'Sub-hand receipt property to the lowest 
level (the User). 

-'Meet periodically with your APOIPBS to 
discuss your account 

-'Immediately notify your first line 
supervisor and APO/PBS of any lost, 
damaged or destroyed property • 

~Ensure all transactlons are entered into 
the Property Accountability System. 

-'Establish required supporting 
document flies. 



Respect for the Flag. 

Approximately 7:00am and 5:00pm each day, the flag is raised and 
lowered and the national anthem is played. Use the following procedures when 
showing respect to the flag and when the national anthem is being played: 

All personnel in uniform 
and outside must face the flag 
and salute during the raising 
and lowering of the flag. Upon 
the first note of the national 
anthem or "To the Colors," all 
personnel in uniform who are 
not in formation should stand 
and face the flag (or the sound 
of the music if the flag is not 
visible) and salute. Hold the 
salute until the last note of the 
music is played. 

All vehicles in motion 
should come to a stop at the 
first note of the music and the 
occupants should sit quietly 
until the music ends. 

All civilian personnel, military in civilian clothes, should face the flag (or 
the sound of the music if the flag is not visible) and stand at attention with the 
right hand over the heart. 

If indoors during retreat or reveille, there is no need to stand or salute. 
However, everyone must stand during the playing of the national anthem 
before a showing of a movie while in the base theater. When listening to a 
radio or watching television, no specific action is necessary. Additionally, a 
folded flag is considered cased; therefore, it is not necessary to salute or 
continue saluting. 



THE CIA SEAL SYMBOLISM 

The initial letters of the Defense Intelligence Agency {DIA) also comprise the Greek word "dia," which 
means divided into two parts. In this instance, the flaming torch and its gold color represent knowledge, 
i.e., intelligence, 'lighting" the way of the "known' light blue-green world against the darkness or unknown 
symbolized by the dark background -"the area of the truth' still sought by the worldwide mission of the 
Agency. The two red atomic ellipses symbolize the scientific and technical aspects of intelligence today 
and of the future. The 13 stars and the wreath are adopted from the Department of Defense (DoD) seal . 
and identifies the Agency as a DoD organization 

Defense lntelliaence Agency 

L-=-:-:---=-:-:-:-=:----:--=:-:~~~· L ___ ,b)(3L1 0 usc 424 
200 MacDill Blvd ., Bldg 6000 - - -----

Washington, D.C. 20340-5100 
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