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premise that neither form of surveillance involves a Fourth
Amendment search or seizure.®

This conclusion is egually well-founded for the proposed
collection of _ Nothing in the
Smith analysis depends on the fact that a telephone pen register
acqguires addressing information for a call while it is being
placed, rather than from data_
Indeed, the controlling principle - that voluntary disclosure of
information to a third party vitiates any legitimate expectation
that the third party will not provide it to the government - has

been applied to records_ See Jerxry T.

O'Brien, Inc., 467 U.S. at 737-38, 743 (records of prior stock

 The USA PATRIOT Act amended 18 U.S.C. § 3127 to clarify
that its definitions of “pen register” and “trap and trace
device” applied to Internet communications. See Public Law 107-
56, Title II, § 216(c); 147 Cong. Rec. 511000 (daily ed. Oct. 25,
2001) (statement of Sen. Leahy) (noting that prior statutory
language was “ill-equipped” for Internet communications and
supporting clarification of “the statute’s proper application to
tracing communications in an electronic environment . . . in a
manner that is technology neutral”). Authorization to install
surh devices requires relevance to an investigation, but not any
showing of probable cause. See 18 U.S.C. § 3123(a) (1), (2)
(ordinary criminal investigation); 50 U.S.C. § 1842(a) (1), (c)(2)
(investigation conducted under guidelines approved under
Executive Order 12333).
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trading); Miller, 425 U.S. at 436-38, 443 (checks; deposit slips,
and other bank records) .’

For these reasons, it is clear that, in ordinary
circumstances, pen register/trap and trace surveillance of
Internet communications does not involve a Fourth Amendment
search or seizure. However, since this application involves
unusually broad collection and distinctive modes of analyzing
information, the Court will explain why these special
circumstances do not alter its conclusion that no Fourth
Amendment search or seizure is involved.

First, regarding the breadth of the proposed surveillance,
it is noteworthy that the application of the Fourth Amendment
depends on the government’s intruding into some individual’s
reasonable expectation of privacy. Whether a large number of
persons are otherwise affected by the government’s conduct is
irrelevant. Fourth Amendment rights “are personal in nature, and
cannot bestow vicarious protection on those who do not have =2

reasonable expectation of privacy in the place to be searched.”
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