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TOP SECRETHSlftWfflriCS/COM~NTI/ORCON/NOFeRN-

TOP SECREti/STVvV//SI//ORCON//NOFOR:N 

INSPECTOR GENERAL 
DEPARTMENT OF DEFENSE 

400 ARMY NAvY DRiVE 
ARLINGTON, VIRGINIA22202-47M 

MEMORANDUM FOR SECRETARY OF DEFENSE 

June 26,2009 

SUBJEC'J_': (U) Report. on Revie:w of the President's Surveillance Prognim 
Report No.: 09~INTEL~08 (U) 

(U) We are providing this repmt for yam infom1ation. This report fulfills the 
DoD Inspector GeneraPs teqttirell1ent pursuant to Section 301 ofPublic Law 110-
261; the Foreign Intelligence SurveillanceAct(FISA) Amendments Act of2008 
(the Act). This report, along with reports prepared by the Inspectors General of 
the Department of Justice (Dol), the Office of the Director ofNational Intelligence 
(DNI), Central Intelligence Agency (CIA), the National Security Agency (NSA), 
will be summanzed in a comprehensive report as reqnired by the Act. 

(TSI/8TL"N/i8Il/OC//NF) Results; The OSD role in the establishment and 
implementation ofthe PSP was limited, with the burden of program execution 
residing with the NSA. We determined thatthere were six OSD officials with 
access to the PSP. These individuals had limited involvement,. and did not make 
any additional tasking decisions beyon:dthose directed for NSAimplementation. 
We. are aware of no othei: OSD involvement inthe PSP. 

(U)Backgrotmd. The Act requires the !Gs of the DoJ, DNI, NSA, the DoD, and 
any other element of the intelligence community that participated in the 
President's Surveillance Program (PSP)\ to complete a comprehensive review of, 
with respect to the oversight authority and responsibility of each such IG: 

o All facts necessary to describe establishment, implementation) product 
and use of the product in the program 

" Access to legal reviews and access to infonnation about the Program 
o Communications and participation of individuals/entities related to the 

Program 

1 (U) The President's Surveillance Program is defined in the Act as the intelligence activity involving 
communications that was authorized by the President during the period beginning on September 11,2001, 
and ending on January 17, 2007, including the program refeLTed to by the President in a radio address on 
December 17, 2005 (commonly known as lhe TerrOrist Surveillance Program). 
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o. Interaction with the Foreigrtlntelligence Surveillance. Court and 
o Any other mattets identifi~d by the lGs 

(T§f/§TLVVI/§Jt//O!C/INJF) Scope ~mdlMethoirllol.ogy. We conductedthis review 
to examine the involvement of the Office of the Secretary of Defense (OSD), 
Department of Defense (DoD), in the establishmettt and implementation of the; 
PJ:"t;lSident's Surveillance P,wgram (PSP)~ We .interviewed cun-entruid tprmer 
officials withinOSD that had access to the PSP, We withdrew our.requestto 
interview Secretary ofDefenseGat~s because he was pl"ovided fl.Ccess tothePSP 
~fter the program ended. The fo.nnet DeputySecretary of Defense Dr~ Wolfowitz 
declined bitt teqtwst fol' till intervie'vV, We reviewed all n:lev~nt docm11e11tation 
within, OSD andNSA related to OSD's inv()lvementin the PSP. We also 
l'eviewed documentation at Dol related to the PSP. 

(U) TheiGsofthe DoJ~ DoD, DNI, NSA, and CIA issued aninterih1reportoh 
'S.eptembet 10,2008 . .In the interim report, the DoD IG st<1.ted t}1atlm wguld 
examitJ.ythe ihvQlvenientofthe Offic<;l ofthe Secretary of.[)efense (OSD) in the 
esta.blishn1ent and unplemet1tation ofthePSP. TheNS:A,.asanagenGyWithin 
DoD performed the requirements ofthe PSP. As such, the NSA lGis conducting 
a review ofNSA involvement with the PSP separate from this. metrJ.ormidtun 
report. 

(TSHSTJL"''//SI/lOCl/NFt Implementation and Establishment of the PSP. 
The OSD access to the PSP was lim:itedto six individuals. 2 Those individuals are 
S~cr¢tary of Defense.Robett Gat~s; fanner Secretary of Defense :Ootiald 
Rtnrisfeld; former Depnty Secretary of Defense Paul Wolfowitz; Under Secretm}' 
of Defense for Intelligence (DSD(I)) James ·Clapper3

; fdrn1er USD(1) Stephen 
Cambone; and Principal Deputy General Counsel Daniel Dell 'Otio, 

([fS//BTUN//SJJIOC//NF) The PSP was an e:x,trerhely sensitive coun:tertertorisin 
program focused on detecting and preventing tep·oristatt?,qks within the United 
St(ttes .. The PSP was authorized by the President every 30 to 45 days and was 
initially directed against ii1temational terrorism; after March 2004, the PSP 
fQcnsed specifically against al"Qaeda ai1d its affiliates. The Director ofCentral 
Intelligence {DCI), and later the DNI, would prepare·a Thl'eat Assessment 

} (TSf/3TLVl/JSJ/JOCI/NF) Secretaty Gates and Under Secretary Clapper were provided access to the PSP 
after the PSP was transferred to FoniignJntelligence Surveillance Court supervision. 

2 
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.M.eirtorandtlm, which validated the c.urrentthreat to .the: United States. The 
Secretary of Defense would revieW and·$igu the Thteat Assessment Memorandum. 
On three occasions, Dr. Wolfowitz, the fanner Deputy .Secretacy·ofDefeD,se, 
· sjguep the Thteat Assessrnent Memoranda in the Secretary's absence.. Qn two 
QCC:a~ioos., Dr .. Can:ibone, the foni:lerUSD(l), signed the 'threat Assessm.ent 
Memoranda when. Secretary Rumsfetd and Dr. Wolfow~tz were tntavailable. 

fFSuS!:P:bm"Sf''8 ;~J 0 · · · h 11 A · · · d. . d <>I ~~wr n~cn nee t e 1reat . ssessment Jv[emoran u.m was s1gne , 
tlw President wouldtben signa Presidential Authorization wlth the Threat 
.Memoran.duLUattached. The Presidentwould,task the .Secretary .ofDefense to 
¢mploy :[)():[) resources to execute the requiretnents. set forth ir1 the P1;esiderttia1 
Atithorization. The Attomey General, or his designee, would certifY thl;l 
Presidential Authodzation for form and legality. The Secreta1y ofDetens~ would 
the11 direct the actio11s authorized by the Presidential Authorization to the NSA for 
imp1ementation. On one occasion, Dr. Wolfowitz, the fanner Deputy Secretary of 
Defense, .·directed the Director ofNSA to implement the 'Presidential 
Al\.thorizat~o1J., in the Secretat:y's absence. On a separate .occasion, Dr. Cambone~ 
thelonn~tUSD(I), directed the Ditectot ofNSA to i.ri1plem¢ut the Presidential 
AtJthorization. 

('IS//81//NF) Interaction. with th.e Foreignlntelligence Surveillance Court. Dr. 
Wolfowitz also executed.two declatation$ · · Intelligence 
Surveillance Cot1rt The first, executed . .. . suppo.rt ofthe 
09vernment's .seeking authority to 

UrSUallL·tO the 1-<·nt•<>rrffi 

......... ..,~ .. ,~,.,. ............ . . . .. . . . · sectitms 180 1·181 .· 
1841-1846, as amended. The initial authority under FISA to install and use pen 
tegister an.d trap and trace devices for that Foreign 
Intelligence Surveillance Court ort July l4, .. 

l D. r .. Wo .. lfowitz's second declamtionwas ex~cuted . 
That . . . · to the Foreign Intelhgence 

· Si.liveillance Court' Order requiring tue·Oovernmenttci submit a 
declaration from the· Secretary of Defense discussingNSA' violations of 
the Court's July 14 Order authorizing NSA to install 

devices in order to obtain information about 
. In that declaration, Dr. 

circumstances surrounding unauthorized collection that occuned, the disposition 
o.fintormation collected without authorization, steps NSA took to remedy the 
violation, and measures NSA implemented to prevent rectmence of such 
violations. 
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~ ClA. !Participation in thte 
President's Surveillance Program 

(U) EXECUTIVE 5UiVil\11ARY 

(8//NF1 Title III ofthe Foreign Irtt.elligenc;eSurveill;mce Act (FISA)Alnendnwnt:;l 
Aqt of2008 requir~s the Inspectors General (IGs) ofthe elements ofthe. Intelligeiice 
Cotnnnmity (IC) that participated in the President's Surveillance Program (PSP) to 
conducta comprehensive review of the program. The results of our review ofCIA 
particip~tion in the PSP are presented in this report,. and will be included in the 
compr~b,e[lsive report required to be provicied to· the appropriate committees ofCon,gress 
by 10 July 2009. 

(T8//8TLVn1SI//OG!:NF) g:'he CIA preparcd'tlie threat E1Ssessment memorandums 
that were :used to support Presidential authorizatiolJ:.and p~riooic reauthorizations. ofthe 

nrPrn!:lrJ"'rl by. fron:t the CIA 
:Each ofthe 

an 
assessment of the PSP1s utility in addressing previously reported tlu·eats. The threat 
as~essrnent memorandums were sign¢d l?Y the Director of Central Intelligence (DCI) 
and forwarded to the Secretary of Defense to be co" signed. Responsibility for drafting 
the threat assessment.me~norandiiins was transfened to the newly"'establisl1ed Terrorist 
Threat Integration Center in May 2003 and retained by TTTC's successor organization, 
NCTC (the National Counterl;errotism Center), The DGLcontin:uedto sign the tbieat 
!:I.SSf!Ssment m:e)]10ran<,imrts through 15 AprU 2005. Subsequent memorandums were 
l,'igned by the Director ofNatjo1lal Intelligence. 



However, collection of 
.l.lP.CUIPr:DLUDJLC~I:!ur:L~. r:~.q .. . . . . . . under EISA, and there was widespread 

beliefamo1lg senior IC and CIA officials that the process for obtaining FISA 
authorization. was too .cumbersome and ti:tne consuming to address the current threat. 
Cun·entand former CIA officials emphasized the increased timeliness, flexibility, and 
access provided by the PSP as compared to the process for obtaining a warrant under 
FISA. 

(TSlfSTLVll/SL'IOC!NF) The CIA did not implement procedures to assess the 
usefulness ofthe productofthe PSP and did not routinely document whether particular 
PSP reporting ha:d contributed to successful counte1ierrorism operations. CIA officials 
to1(.l:us th::r~t .PSP .fe:,Portin,g was used in cm1junction with reporting from other 

t[g.!J piog:r.r[!J:'§, 
PSP reporting. Consequently, there is no means to comprehensively track how PSP 
infonn::~.tion was 11sed. CIA officials were able to provjde only limited information on 
how program reporting contributed to successful operations, and therefore, we were 
unable to independently draw any conclusion on the overall usefulness of the program 
to CIA. 
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(S/INF) Sev,eral factors h1nder~d the CIA in :making full use of the capabilities of 
the PSP~ lvfat1J CIA . · us that too few CIA pernonnel atthe. working level 
were read into the P · i:¢14-tlS that CIA analysts andtargetip.g officers 
who were read in had too many competing prim:iJies. and too many ofuer available 
inf()rmation sciul'ces and analytic tools-many of' which were more easiiy acqesseclm~d 
timely~to fuUy trtilize the PSP. CIA officers also told l.lS that the PSP Wo\lld have 
beei1 mote fuily utilized if analysts and targeting officers had obtained a better 
unde~tandirig ofthe program's capabilities .. 1vfany CIA officers noted that there Was 
hlSlifficient tmini!Jg and legal guidance concerning the program's capabilities. and the 
use ofPSP ... derived information. The factors tlJathindered 1he CIA in making full use 
of the PSP mighthave been mitigated ifthe. CIA had designated a11cindividual at an 
appropriate level·of managerial authority, who possel?sec:l kilovv'ledge of both the PSP 
and CIA counterterrorism activities; to beresponsibie anc:laccount:"J.ble for overseeing. 
CIA participation in the program . 

.(TS//STLW//Sf//00/NF) There is no indication tfutt personnel from the CIA 
Otfic.e of Gener(l} CQutlsel or other CIA qomponenm were irtvolvedin.preparing the 
legal memorandums supporting the PSP that were prodliced by the Department of 
Justice,. O.ffice of Leg&! Cqpm;el (OLC). CIA OGC personnel bad verj lirnited access 
to these :rrtetnorandums. 

(S//NF) Senior CIA officials participated in mee'fuJ,gs with a Ne1-v Ym·k Times 
editor and.reporter and Sl:lrriorAchrtinisttation officials concerning an article the 
newspaper was preparing concerning the PSP. 
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(U) BACKGROUND 

(U) Origin and Scope of the Review 

(U) Title III of the Foteign Intelligence Sur\reillance Act Amendrm~tits Act of 
2008, which was sig:n.r,~d into law on 10 July 2008, reqUires the IGs of the elements of 
the Intelligence Comnmnity that partiCipated .in the PSP to conduct a comprehensive 
review of the program..! The review required to be conducted underthe Act is to 
examine: 

(A) all of the facts necessary to describe the establislm1ent, 
implementation, product,.and use ofthe product ofthe Program; 

(B) access to legal reviews of the program and access to infonnation 
about the Program; 

{C) comiiiluucations with, and participation of, individuals. and 
entities in the private sector related to the Progran1; 

(D) interaction with the Foreign Intelligence Surveillance Court and 
transition to court orders related to the Program; and 

(E) any other matters identified by any such Inspector Generalthat 
would enable that Inspector General to complete a review of the 
Program, with respect to such Department or element. 

(TS//STLVv'f/SV/08/NF) The interim report required under the Act was submitted 
to the corntnittees ofCongress prescribed in the Act on lO September2008. That 
report described the scope of the work to be conducted by each of the participating lOs, 
which include thelnspectors General ofthe Department of Justice, the Office ofthe 
Director ofNational Intelligence, the.National Secudly Agency, the Department ot 
Defense, and the CIA. Our review of CIA participation in the PSP examined CIA's : 

o Role in preparing the threat assessments and legal certifications 
supporting periodic reauthorization of the PSP. 

o Role in identifying targets for the PSP. 

1 ESffNF) The President's Surveillance Pro~:,'l'am is defined in the Aetas the intelligence activity involving 
communications that was authorized by the President during the period beginning on 11 September 2001, and. 
ending on 17 January 2007, .including the program referred to by the President in a radio address on 
17 Deccmbcri.005 (commonly known as the TcrroristSut-veillance .Program). The classified name for the 
President's Surveillance Program is "STELLAR WIND." 
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r¢portj and will be included itt the compre.hertsive final report req;iredto be proVided 
tothe .appropriate committees of Congress by TO July 2009. 

(U) The President's Surveillance Program 

(TS//STLW//8Ll/OGINF) According to former Director ofthe NSA and fanner 
Director ofthe CIA (DClA) Michael V. Hayden, jnitial discussiohs<cOnce.ming the 
acJivities that would become the PSP occurred less than two weeks after 
the:Jl September 2001 terrorist attacks in a mcetingbetween bC1 George J. Tenet and 
Vice President Richard B. Cheney: Although Hayden did not attend the meeting, he 
was tqld by Tenet that Cheney asked if the Intelligence Community was doing · 
everything possible to prevent another te.rrorist a,ttack. InTesportse, Tenet described 

_ .. .· Chei;ley then asked ifthere was more thatNSA could do. 
This led to discussions between Cheneyj Hayden, Cheney.'s.legal counsel 
David S. Addington, and senior NSA officials~ It was detelTili)led that theNSA had the 
capability to .collect additional \Vil'e ccnmnunications that coJild. enhance tht~ IGs 
counter.terrpdsm efforts1 b1,1t that new authority was needed to employ the capability, 
The d.etermipationled to the authorization of the PSP by President George W, l3u$h on 
4 October 2001. 

(TSh'STLWHSL'/OC/NF) The PSP was iritended, to hel}i prevent additional 
terrorist attacks against the US Homeland. Although the authorized collection 
activities changed over the life of the program, in general, the· pro gram authorized the 
NSAto acquire content and/or metada,ta concerning telephone and e-mail 
communications for which there were reasonable grounds to believe that at least one of 
the participants in the communication was loca:ted outside the US and that a party to 



th.e coniinunication was affiliated with a gropp engaged ininternational tm:rorism. The 
coUection activities cortducted under the PSP were brought under Foreign Inte11igence 
Suryeillance Cotirt oversight in stages .between July 2004 m.id J auuary 2007.2 

(TS//STL\VI/SlHOC/NF) Under the PSP; theNSA coUecteci three sets .afdata. 
The first set includt::d the content of individuail_y targeted telephone and e-mail 
conimliriications. The second setconsisted of telephone dialing information-the date, 
time, a,nd duration .ofc(l.1ls; the · 
:receiving the call'---'co11ected.1n · · 

(U) REVIEW RESULTS 

(SHNF) .CIAParticipation in the 
·P.,esic,J~nt's SQrveillance Program 

2 ((J) Tbe Foreign Intelligence Surveillance Act of 1978 established the Foreign Intelligence S\lrveillance Court 
to oversee requests for sutVeillance warrants by federal agehci¢s against suspected foreign .intelligence agents 
ins.ide the US. 

6 



(TS!JSTLWilSII!OC.'NF) CIA Pr~pareq 
the Threat Asse?srnen~ 1Vlemor~ndl1ms 
Supporting Authorization of the 
President's Surveillance Program 

(TS//STL'W//SI/IOC/NF) The CIA initially prepared the threat assessment 
memorandums that were used to support Presidei1tial al).tb.oriz.ationan.d periodic 
·reauthorizations of the PSP. The memorandums ddCilnien.ted the current tbreat.to the 
lJS h~rnelandand.to US interests abl'oadfrom.al-Q~;Tda and affiliated:terr~rist ..... . 
. o1·.ganizations. The first threat assessment me111QI'imdttm-TheContinuingNeat-Tei7n 
Thl•eatfrori1 Dsama Bin Ladin-was ·signed by OCI Tt:lnet on 4 October .200Ll 
Stib$equent threat assessment memoran:d!lrns wete prepared every 30 to 60 days to 
coqespond with the President's reauthorizations ofthe.PSP ,, 

(TS//STLW/ISI//OC/NF) The PCI Chief ofStaff,. John H. Mosemi:m, was the CIA 
focal point for preparing According to 
Mos~man; he directed·. to.prepate objective 
appraisals ofthe current . . · · · theho:tneland1 

a.tidto document those appraisals in a memorandum. Initially, ~nalysts-who 
prepared the. threat assessments read into the PSP mid how the 
threat assessments would be used. analysts dre:w upon all sources intelligence 
in preparing their threat of the memorandums focused on the 
current threat situation and did not provide an assessment of the PSP's utility in 
addressing previously reported threats. 

3 "'(B7TNl7 The title of the threat assessment memorandums was changed to The Global War Against Terrorism iu 
June 2002. 



(TS/!STIJ\V//SI//OCfNF) .. its portion of the memorandums; 
the DCI' s Chief ofStafi added a paragraph at the end of the memorandunis statitlg that 
th¢ il;ldividu:als and organizations involved in global terrorism (and discussed. in the 
mGmorandutns) possessed the capability and intention to UJidertake further terrorist 
attacks within the US. Moseman recalled that the paragraph was provided to him 
initially by either White House Counsel Alberto R. Gonzales or Addington. Tb,e 
paragraph recommended that the President authorize the Secretary of Defense to 
erp.ploywitl:lln the US the capabilities of the Department of Defense, including but not 
limitedtoNSA's signals intelligence capabilities, to collectforeign intelligence by 
electronic surveillance~ The paragraph also described the types of cornmunication and 
data that would be collected and the circumstances under which they could be 
collected.4 The draft threat ndums were then reviewed by Office of 
General Counsel attorneys assigned Acting General Counsel (Senior 
Deputy General Counse1) John A. Rizzo. Rizzo told us that the draft memorandums 
were generally sufficient, but that there were occasions when, based on his experience 
With previous memorandums, he thonght that draft memorandums contained 
in~uffici~nt threat info:rmation or did not present a case for reauthorization 
of the PSP. In such instances; Rizzo Would request de additional 
available threat infmmation or make revisions to the 

ETSI!STL\VHSI//OC/NF) The threat assessment memorandumswerethen sign,ed 
by DCI Ten~t and forwarded to the Secretary of Defense to be co .. signed. Tenet signed 
most ofthe threat memorandums prepared during his tenure as DCI. On the few 
occasions when he was unavailable, the Deputy Director of Central Intelligence 
(DDCi), John E. McLaughll.n, signed the mertwrandums onbehalf of Tenet. 
l.YicLaughlinalso signed the memorandums in the capacity ofActing DCI in August 
an.d September 2004. li1 November 2004, P01ier J. Goss became DCI and assumed. 
t'esponsibility for signing the memorandums. There were no occasions when the DCI 
or Acting DCI withheld his signature from the threat assessment memorandum. After 
they were signed by the Secretary of Defense, the memorandums were reviewed by the 
Attorney General and delivered to the White House to be attached to the PSP 
reauthorization memorandums signed by the President. 

(TS 11STLu'"SI/10Ci:FF) R"' 11 . vvn r . 1 " v for drafting the threat assessment 
memorandums was transferred . the newly established Ten·orist Threat 
Integration Center in May 2003. This responsibility was retained by TTIC's successor 
organization, NCTC. The DCI continued to sign the threat assessment memorandums 

4 (U) Ex:hibitB presents the conclusion and recommendation paragraph included in the threat assessment 
memorandum dated 10 January 2005, Simi.lar language was included in each of the memorandums. 
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tlrrougl1l5 April2005. Subsequent memo:randUlns were signed' by· the Director of 
National Il1teUigence.s 

(U//~) CIATaskc:!d a~dR13ceived Reporting 
From the President's Surveillance ~rogram 

TOP SIECRETNSTlWfll iCSlCOM~NTHORCOINI/N!OIFORN . . 





(U/IFOI:JO) Primacy CIA Users ofthe 
P.r~sJcl!!i!:t.l:"!!!> Su!FVI'llii!l:ii!!fl,bi!i:ii !Pri:llg!F;!.!m 
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Ta-P ~!EC~18fh'5iTlWUHC9/COM~~~fi/6RCOM/NOfO!Rfi\ll 

lOIP.•ISI5CRrET/lSTL"u\ITf/HCSlCOM~NTHORCON/NOf'~ 



(tJ/ifoUQ) Senior CIAOfficiats B!:!lieve 
That the Presid~nt's S.urveillance Program 
Filled an Intelligence Gap 

(TS//S'J?LW//SV/OC/1'.fF) Fonner Directors Hayden and Goss, former Acting 
Dir~ctor McLaughlin, and other senior CIA officials we interviewed told us that the 
PSP addressed a gap in intelligence collection. Following the tenorist attacks on 

officials that the process for obtaining FISA authorization was too cumbersome and 
time consmning to address the current threat. 
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(U/~ The CIA Did Not Assess 
the Sffectiveness of the 
Presiclent's Surveillance Program 

(TSh'STLVlh'SJJ/00/NF) ~he CIA dici not irnp len'lent procedur~~ tq ass(lss the · 
'usefulness pftbe product of the PSP and did .not routinely document whether particular 
P}SP tepot~irtg had· contributed to su~c~s$ft1l ¢ou:ptetterrorism ()j)erations; CIA officials, 
ip,qludip.g DCIAHayden, told us that.PSP reportingwasnsed in cortjlmctionWith 
reporting from other int(;llligence. sources; co11sequently; i~ is difiicult to attribute the 
su.ccess ofparticular counterteiTorisrn operations exclusively to the PSP .. In a M!ly 
200(} ·· the Senate Select Committee on Intelligence (SSCI), the Deputy 

said tht1t PSP reporting wa~>rarely the .sole basis for an intelligence 
success, · ·it frequently played a supporting role. He went on to .stat(:: that the 
pro.gra.m w. a .. s an addit~o. nal.resource .~o .enhance th·e· CIA.'s und.erst.andifg off.elTor~st 
networks.and to help Iclenttfypotenhalthreats to the homeland, Other officmls, 
we. :interviewed said that the PSP was one ofma11)i tools· available to them, and that the 
tpoJsw~re oftenltsec:l in co111binati011. 

'ifO~ SlECRfETHSTLWHHCSiCOM~NTHOROON/NJOFaRN-



{U) Coynt~rl:erroris;m Su.ccesses Supported 
by the President's Surv~illance Program 

(8//NF) Despite the fact that CIA officials we interviewed c;lidnoq:irovide·rnuch 
specific infopnatio)l on PSl>~derived counterterrorism successes, some k~y 
countert{lrtorism operations supported by the PSP were cited in briefings presented by 
CIA. qf:ficials. lit March 2004, the CIA provided. a series of three briefings a,t the. White 
Hpusetosenior Administration officials and Congression~t leaders. These, briefings 
included opera_tional deta,ils concerril.ng the PSP as . . . · as examples of program 
successes, In the Deputy Director hriefedSSCimembers and.staff on 
the usefulness · the PSP. · 


