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DEPARTMENT OF THE ARMY
UNITED STATES ARMY INTELLIGENCE AND SECURITY COMMAND
FREEDOM OF INFORMATION/PRIVACY OFFICE '
FORT GEORGE G. MEADE, MARYLAND 20755-5995

REPLY TO
ATTENTION OF:

Freedom of Information/ 18 MAR 2014
Privacy Office

John Greenewald, Jr.

Dear Mr. Greenewald:

This is in further response to your Freedom of Information Act (FOIA) request of
February 26, 2009, to the Defense Intelligence Agency and supplements our letter of
May 8, 2013.

Coordination has been completed with another element of our command and the U.S.
Department of State, and the record has been returned to this office for our review and
direct response to you. The record has been reviewed, determined to be partially
releasable and enclosed for your use.

We have completed a mandatory declassification review in accordance with
Executive Order (EO) 13526. As a result of our review, information has been sanitized
as the information is currently and properly classified SECRET and CONFIDENTIAL
according to Sections 1.2(a)(2), 1.2(a)(3), and 1.4(c) of EO 13526. This information is
exempt from the public disclosure provisions of the FOIA pursuant to Title 5 U.S. Code
552 (b)(1). A brief explanation of the applicable sections follows:

Section 1.2(a)(2) of EO 13526 provides that information shall be classified
SECRET if its unauthorized disclosure reasonably could be expected to cause
serious damage to the national security.

Section 1.2(a)(3) of EO 13526, provides that information shall be classified
CONFIDENTIAL if its unauthorized disclosure reasonably could be expected to
cause damage to the national security.

Section 1.4(c) of EO 13526, provides that information pertaining to intelligence
activities, intelligence sources or methods, and cryptologic information shall be
considered for classification protection.

Section 1.4(g) of EO 13526, provides that information pertaining to vulnerabilities or
capabilities of systems, installations, infrastructures, projects, plans, or protection
services relating to national security shall be considered for classification protection.










































